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Question: 1

Which ITIL guiding principle recommends using existing services, processes and tools when improving services?

A.Progress iteratively with feedback
B.Keep is simple and practical
C.Start where you are

D.Focus on value

Answer: C

Explanation:

The correct answer is C, "Start where you are.” This ITIL 4 guiding principle emphasizes that you should not rebuild
something from scratch when improving services. Instead, it encourages leveraging existing resources, processes,
capabilities, and data to inform decisions and drive enhancements. A "rip and replace" approach is often costly, time-
consuming, and disruptive.

"Start where you are" promotes a pragmatic and efficient approach to service improvement. It suggests assessing the
current state to understand what works well, what doesn't, and identifying areas for

optimization using what is already available. By thoroughly understanding the present situation, organizations can
avoid unnecessary reinvention and focus on refining existing elements. This approach aligns with minimizing disruption
and maximizing value by leveraging prior investments. Furthermore, it encourages organizations to learn from past
experiences, successes, and failures, which allows for more informed and targeted improvements.

Options A, B, and D are also ITIL 4 guiding principles, but they do not directly address the use of existing resources
during service improvement. "Progress iteratively with feedback" focuses on iterative

improvements based on continuous feedback. "Keep it simple and practical” advises avoiding unnecessary complexity.
"Focus on value" emphasizes delivering value to stakeholders. While important, they are not as directly related to the
efficient reuse of current services, processes, and tools as "Start where you are." This principle offers a more cost-
effective and less risky pathway to improving IT services by building on the existing infrastructure.

For further research, consult these resources:

AXELOS ITIL 4 Foundation Handbook
https://www.axelos.com/
Official ITIL 4 Foundation study guides (various publishers)

Question: 2

Why should some service requests be fulfilled with no additional approvals?

A.To ensure that spending is properly accounted for
B.Toensure that information security requirements-are met
C.To streamline the fulfilment workflow

D.To set user expectations for fulfilment times

Answer: C

Explanation:

The correct answer is C: To streamline the fulfilment workflow. Here's a detailed justification:
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Service requests are standardized, low-risk, and pre-approved requests for established services. These often involve
basic actions like password resets, software installations, or access requests that fall within defined parameters.
Requiring approvals for every such request would introduce unnecessary delays and bottlenecks in the service
fulfillment process.

Streamlining the fulfillment workflow, by eliminating approval steps for some service requests, significantly improves
efficiency. This frees up IT staff to focus on more complex issues and strategic projects. It also enhances user satisfaction
by providing faster turnaround times on common requests. This improved efficiency directly contributes to better IT
service management, aligns with ITIL 4's principle of focusing on value, and reduces operational costs. The key is to
predefine which service requests are suitable for approval-free fulfillment based on risk assessment and established
policies. By predefining what is suitable, spending is accounted for as it is predefined, security is accounted for as the
requests being fulfilled are low risk, and user expectations are set because fulfilment times are faster.

For instance, a basic password reset request, if properly automated and secured, shouldn't require manual approval
from a manager. The user submits the request, the system verifies their identity, and automatically resets the
password. Implementing automation and self-service portals are key enablers of approval-free service request
fulfillment for qualified requests.

By implementing the change to approval-free fulfilment, the workflow and turnaround time is reduced, and the value
to the company increases. This is the key principle of ITIL 4.

Further Reading:

ITIL 4 Foundation Handbook: This provides a comprehensive overview of ITIL 4 concepts and practices.
Axelos ITIL 4 Website:https://www.axelos.com/ - the official source for ITIL information.

Question: 3

When should a full risk assessment and authorization be carried out for a standard change?

A'Each time the standard change is implemented
B.When the procedure for the standard change is created
C.At least once a year

D.When an emergency change is requested

Answer: B

Explanation:
The correct answer is B: When the procedure for the standard change is created.

A standard change is a pre-authorized change that is low-risk, well-understood, and follows a documented procedure.
The key characteristic is that it's pre-authorized. This pre-authorization hinges on a thorough upfront assessment and
authorization process completed before the change is ever implemented. Therefore, the full risk assessment and
authorization must occur when the standard change procedure is defined. This ensures the change is safe and effective
and minimizes disruptions.

Option A is incorrect because if it's a standard change, it's already been assessed and authorized. Re-assessing
risk and re-authorizing every implementation would negate the benefits of having a standard change in the first
place (speed, efficiency, and reduced administrative burden).

Option C isn't correct either. While regular reviews of standard change procedures are important to ensure they remain
valid and effective (perhaps annually, or as required by policy), the full risk assessment and authorization is initially
carried out at the time the procedure is created, not just on an arbitrary periodic basis.
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Reviews might trigger a new assessment if the initial assessment is found to be out of date due to
environmental or technological changes.

Option D is incorrect because emergency changes are inherently different from standard changes.

Emergency changes require expedited handling due to their urgent nature, and the risk assessment and authorization
process will likely be different (potentially involving a different set of stakeholders and a more condensed timeline).

In essence, the creation of a standard change procedure is a crucial phase that requires a comprehensive risk evaluation
and authorization. This initial risk assessment is then documented and used as a reference point for future
implementations of that standard change, streamlining the change management process. Regular reviews of the
procedure keep it up to date. The entire standard change process aims for efficiency and speed through a solid, well-
vetted procedure documented during its creation.

For further reading and understanding of ITIL 4 standard changes and related risk management principles, you can
refer to:

Axelos ITIL 4 Foundation Publication: This is the core text for ITIL 4.

Official ITIL 4 guidance and training materials: These materials provide detailed explanations and examples of
standard changes and risk management.

Question: 4

Which statement about emergency changes is CORRECT?

A.The testing of emergency can be eliminated in order to implement the change quickly
B.The assessment and authorization of emergency changes is expedited to ensure they can be implemented quickly
C.Emergency changes should be authorized and implemented as service requests

D.Emergency changes must be fully documented before authorization and implementation

Answer: B

Explanation:

The correct answer is B because it accurately reflects the ITIL 4 guidance on handling emergency changes.

Emergency changes, by their very nature, require swift action to resolve unexpected incidents or implement critical
fixes. Option A is incorrect because while speed is important, eliminating testing entirely can introduce further
instability and risk to the service. Testing might be expedited and focused, but not completely omitted. Option C is
incorrect because service requests are for standard, pre-approved requests. Emergency changes require a more formal
change management process, albeit an expedited one. Option D is incorrect because while documentation is vital,
waiting for full documentation before authorization and implementation defeats the purpose of an emergency change;
documentation should ideally be completed concurrently or

immediately afterward.

ITIL 4 emphasizes balancing speed and risk. In the context of emergency changes, this means an expedited assessment
and authorization process. This process focuses on quickly evaluating the impact, risks, and potential benefits of the
change before it's implemented. A change authority (or designated individual) must still authorize the change, but the
process is streamlined to avoid unnecessary delays. This ensures that the change is not implemented recklessly but is
carefully considered within the constrained timeframe. Expedited authorization involves leveraging pre-defined roles,
responsibilities, and potentially automated approvals for pre-approved change types to avoid bottlenecks.
Documentation will follow immediately after

implementation. The goal is rapid remediation while minimizing the introduction of new problems.



For further research, refer to:

AXELOS ITIL 4 Foundation Book: This is the primary source for understanding ITIL 4 principles and practices. ITIL 4
Change Enablement Practice Guide: This document offers detailed guidance on the change enablement practice,
including emergency changes. Available through AXELOS.

These resources will provide comprehensive information on change enablement and emergency change
management within the ITIL 4 framework.

Question: 5

Which statement about managing incidents is CORRECT?

A.Low impact incidents should be resolved efficiently, making logging unnecessary
B.The 'incident management' practice should use a single process regardless of the impact of the incident
C.Low impact incidents should be resolved efficiently so the resource required is reduced

D.Incidents with the lowest impact should be resolved first

Answer: C

Explanation:

The correct answer is C: "Low impact incidents should be resolved efficiently so the resource required is
reduced." Let's break down why.

Option A is incorrect because logging is necessary for all incidents, regardless of impact. Logging provides valuable
data for trend analysis, problem management, and continual service improvement. Skipping logging prevents learning
from past mistakes and hinders proactive issue resolution.

Option B is incorrect because 'incident management' practices often employ different approaches based on incident
impact and urgency. High-impact incidents might trigger escalation procedures and dedicated teams, while low-impact
incidents may follow a more streamlined resolution path. A single process would be inefficient and could lead to delays
in addressing critical issues.

Option D is incorrect because incidents are prioritized based on both impact and urgency, not solely on impact. An
incident with low impact but high urgency might be addressed before a higher-impact, lower-urgency incident.

Option C accurately reflects a key principle of incident management: efficiency. By resolving low-impact incidents
quickly, resources are freed up to focus on more critical incidents that significantly disrupt business operations. This
approach optimizes resource allocation and ensures that service levels are maintained. The focus on efficient resolution
minimizes the time and effort spent on each low-impact incident. Reduced resource expenditure translates to cost
savings and improved overall productivity within the IT organization. For further information refer to the ITIL 4
Foundation: ITIL 4 Edition study guide and AXELOS official website for ITIL 4: https://www.axelos.com/.

Question: 6
Which statement about the service value chain is CORRECT?

A.The service value chain converts value into demand

B.Each value chain activity uses different combinations of practices to convert inputs into outputs
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C.Each value chain activity identifies a requirement for resources from an external supplier

D.The service value chain uses value streams to describe a combination of consumers and providers

Answer: B

Explanation:

The correct answer is B: Each value chain activity uses different combinations of practices to convert inputs into
outputs. Here's why:

The ITIL 4 service value chain is a central element of the ITIL 4 framework, representing the activities an organization
undertakes to deliver value. It's not about converting value into demand (A). Demand is a trigger, not a product of the
value chain itself. While external suppliers are involved, the core principle of the value chain isn't specifically about
identifying supplier requirements within each activity (C).

The service value chain is comprised of six key activities: Plan, Improve, Engage, Design & Transition, Obtain/Build, and
Deliver & Support. Each of these activities utilizes various ITIL practices in different combinations to transform inputs
(e.g., demand, feedback, existing resources) into outputs (e.g., new services, service improvements, resolved incidents).
For example, the "Deliver & Support" activity might use incident management, service desk, and monitoring practices
extensively, while "Design & Transition" may focus on service design, release management, and change enablement
practices.

Value streams, mentioned in option D, utilize the service value chain. Value streams represent the specific steps an
organization takes to create value in a particular scenario. They are pathways through the activities of the service
value chain, not used by the service value chain. Different value streams can leverage different activities and practices
within the service value chain in various sequences to meet specific customer needs and achieve desired outcomes.
The flexible nature of the value chain allows organizations to adapt their processes and resource allocation based on
the context of each specific service. The mix of practices used in each activity depends on the nature of the service
being delivered and the desired outcome.

Therefore, the statement that "Each value chain activity uses different combinations of practices to convert inputs into
outputs" accurately reflects the core function and flexibility of the ITIL 4 service value chain.

Further research:

AXELOS ITIL 4 Foundation guidance: (Available through official ITIL 4 training and certification materials)
Official ITIL Website:https: //www.axelos.com/

Question: 7

What describes how components and activities work together to facilitate value creation?

AThe ITIL service value system
B.The ITIL guiding principles
C.The four dimensions of service management

D.A service relationship

Answer: A
Explanation:
The correct answer is A. The ITIL service value system (SVS) fundamentally describes how all the components and

activities of an organization work together as a system to enable value creation. It represents a holistic view
encompassing guiding principles, governance, service value chain, practices, and continual improvement.
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The SVS illustrates how demand is turned into value through collaboration across the entire organization. Each
element within the SVS plays a crucial role in this transformation. Guiding principles steer decision-making and
actions, governance provides direction and control, the service value chain outlines the key activities, practices
enable the execution of these activities, and continual improvement ensures that the system remains effective and
relevant. All of these facets interact to create an environment conducive to delivering valuable services.

Option B is incorrect because ITIL guiding principles offer recommendations for guiding organizations in all
circumstances, regardless of changes in their goals, strategies, type of work, or management structure. While important,
they don't represent the system as a whole.

Option C, the four dimensions of service management, focuses on perspectives (Organizations and People,
Information and Technology, Partners and Suppliers, Value Streams and Processes) to consider for service
management, not the overall system.

Option D, a service relationship, describes the collaboration between a service provider and consumer. While service
relationships are vital for value creation, it is just one component, rather than the overall system that enables value.

In summary, the ITIL service value system provides the overarching framework for how an organization
creates value, incorporating all the necessary components and activities.

For further reading, refer to the official ITIL 4 Foundation materials or:

AXELOS ITIL 4 Foundation: https://www.axelos.com/certifications/itil-certifications
Official ITIL 4 Foundation Study Guide.

Question: 8

Which practice involves the management of vulnerabilities that were not identified before the service went live?

A.Service request management
B.Problem management
C.Change control

D.Service level management

Answer: B

Explanation:

The correct answer is B. Problem management. Here's why:

Problem management focuses on identifying and managing the underlying causes of incidents. When vulnerabilities not
identified before service go-live are exploited, they lead to incidents. Problem management aims to investigate these
incidents, diagnose the root cause (which in this case is the overlooked

vulnerability), and implement corrective actions to prevent recurrence. This proactive approach involves analyzing
trends and patterns to identify and resolve potential problems before they cause further incidents.

The goal is to minimize the impact of incidents and improve the overall stability and reliability of services.

Service request management handles routine requests from users, not the resolution of underlying problems.

Change control manages changes to the IT environment, but it isn't the primary practice for addressing pre-existing,
unidentified vulnerabilities revealed after deployment. While change control could be part of the solution after the
problem is identified, it's not the practice responsible for initially finding and addressing the root cause. Service level
management focuses on defining and maintaining service levels, but not on resolving vulnerabilities.
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Therefore, Problem management is the most appropriate practice to address vulnerabilities discovered after a service
goes live because it directly focuses on investigating incidents, identifying root causes (the

vulnerability), and implementing solutions to prevent future occurrences. The ITIL 4 framework underscores the
importance of problem management in proactively improving service quality.

Further research can be found on AXELOS' official ITIL website, which details the various ITIL practices:
https://www.axelos.com/ Also, search for "ITIL 4 problem management" for more in-depth information.

Question: 9

Which statement about the use of measurement in the 'start where you are' guiding principle is CORRECT?

A.It should always be used to support direct observation
B.It should always be used instead of direct observation
C.Measured data is always more accurate than direct observation

D.The act of measuring always positively impacts results

Answer: A

Explanation:

The correct answer is A: It should always be used to support direct observation. The 'start where you are' guiding
principle encourages organizations to assess their current state honestly and objectively before embarking on any
improvement initiatives. Measurement plays a crucial role in this assessment.

However, relying solely on metrics without contextual understanding can be misleading. Direct observation, which
involves actively examining processes, workflows, and team dynamics, provides valuable qualitative insights that
quantitative data alone cannot capture. Therefore, measurement should complement direct observation, not replace it.

Think of it like monitoring application performance in the cloud. Metrics such as CPU utilization and network latency
give you quantifiable data. However, direct observation, such as observing user behavior during peak times or
interviewing developers about code bottlenecks, can reveal underlying issues that the metrics alone might not
highlight. This holistic view is essential for effective problem-solving and improvement.

Measurements are also susceptible to inaccuracies and biases depending on how they are collected and interpreted.
Direct observation, combined with critical thinking, can help validate and contextualize the data, ensuring a more
accurate understanding of the current state. Option B is incorrect because direct observation is invaluable, providing
context and uncovering insights that metrics might miss. Option C is false because measured data can be biased or
incomplete. Option D is also wrong, as measuring can sometimes negatively impact results through the Hawthorne
effect or other unintended consequences.

Essentially, the principle underscores the importance of understanding the ‘why’ behind the ‘what’ of
measurements, and direct observation is key to unveiling the underlying context that can improve any ITIL
practice.

Further Reading:

AXELOS ITIL 4 Foundation Study Guide

Question: 10
Which statement about outcomes is CORRECT?
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A.An outcome can be enabled by more than one output
B.Outcomes are how the service performs
C.An output can be enabled by one or more outcomes

D.An outcome is a tangible or intangible activity

Answer: A

Explanation:

The correct statement regarding outcomes in ITIL 4 is A. An outcome can be enabled by more than one
output. This is because an outcome represents the desired result for the consumer. Several outputs, or tangible
deliverables and activities, might be required to achieve that single outcome.

Consider a customer service outcome of "Improved Customer Satisfaction.” This might be enabled by several outputs
like a faster response time (output 1), a more helpful knowledge base (output 2), and a reduced error rate in resolving
customer issues (output 3). All three of these outputs contribute to the single desired outcome of improved customer
satisfaction.

Option B is incorrect because outcomes are results, not performance metrics. Performance measures how well the
service delivers the outputs, not the outcome itself. Option C is incorrect because an output enables an outcome; the
relationship doesn't work the other way. Option D is incorrect because it describes an output, not an outcome. Outputs
are tangible or intangible deliverables. Outcomes are the value the service brings to the consumer.

The focus in ITIL 4 is on value co-creation. An outcome reflects the consumer's perspective on value, achieved through

the provider's outputs and the consumer's own assets and activities. Many outputs often work together synergistically

to produce a single, valued outcome. The better these outputs are, the more likely the desired outcome will be achieved
and the more value will be created.

For further reading, refer to the official ITIL 4 Foundation handbook or AXELOS resources.
https://www.axelos.com/

Question: 11
Which statement about service desks is CORRECT?

A.The service desk should work in close collaboration with support and development teams
B.The service desk should rely on self-service portals instead of escalation to support teams
C.The service desk should remain isolated from technical support teams

D.The service desk should escalate all technical issues to support and development teams

Answer: A

Explanation:

The correct statement is A: "The service desk should work in close collaboration with support and development
teams." This is because an effective service desk functions as a communication hub, coordinating efforts across
different technical teams to resolve issues and fulfill service requests. ITIL 4 emphasizes collaboration and
teamwork for value creation.

Option B is incorrect because while self-service portals are valuable, they don't eliminate the need for escalation
to support teams for complex issues. A service desk provides multiple channels for users and focuses on a
balance of self-service and human interaction.


https://www.axelos.com/

Option C is incorrect; isolating the service desk from technical support teams hinders efficient problem-solving
and knowledge transfer. Integration fosters better understanding and quicker resolutions.

Option D is also incorrect. While the service desk escalates issues when necessary, it also handles many issues
directly through its own knowledge and capabilities. Escalating all technical issues would overload support and
development teams.

ITIL 4 promotes a holistic approach to service management, emphasizing the importance of communication and
collaboration across various teams for effective incident resolution and service improvement. The service desk is a
critical component of this ecosystem.

For further research:

AXELOS ITIL 4 Foundation Guidance: This provides a comprehensive overview of ITIL 4 principles and
practices: https://www.axelos.com/ (Purchase required for full documentation)

ITIL Foundation Handbook: Many books and online resources explain ITIL concepts. Search for "ITIL 4
Foundation Handbook" on your preferred book retailer or online learning platform.

Question: 12

Which practice makes new services available for use?

A.Change enablement
B.Release management
C.Deployment management

D.IT asset management

Answer: B

Explanation:

The correct answer is B. Release management.

Release management focuses on making new and changed services and features available for use. It encompasses
the planning, building, testing, and deployment of releases. It's the practice that formally introduces the service to
the live environment. Essentially, release management prepares the service for deployment.

Let's analyze why the other options are less suitable:

A. Change enablement: Change enablement focuses on assessing, authorizing, and scheduling changes. It ensures
that changes are implemented with minimal risk and disruption. It doesn't directly make services available; it
enables the changes that lead to a release.

C. Deployment management: Deployment management focuses on moving new or changed hardware, software,
documentation, processes, or any other component to live environments. It's a component within the release
management practice, dealing specifically with the actual physical or virtual movement of assets. Release management
is the broader activity that encompasses deployment, testing, and other related tasks.

D.IT asset management: IT asset management focuses on planning and managing the full lifecycle of all IT assets. It
ensures that the organization has the right assets at the right time, in the right place, and at the right cost. It doesn't
directly make services available for use; instead, it ensures that the necessary components are available for release and
deployment.

Therefore, release management is the practice responsible for ensuring that new services are made available
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to users and customers.

For further research, consult the official AXELOS ITIL 4 Foundation documentation, or reputable ITIL
resources such as:

AXELOS: https://www.axelos.com/
Official ITIL 4 Foundation Study Guides.

Question: 13

Which is included in the purpose of the ““design and transition' value chain activity?

A.Ensuring that service components are available when needed
B.Providing transparency and good stakeholder relationships
C.Supporting services according to specifications

D.Continually meeting stakeholder expectations for costs

Answer: D

Explanation:

The correct answer is D, "Continually meeting stakeholder expectations for costs." Here's why:

The "Design and Transition" value chain activity within ITIL 4 focuses on planning and building new or changed
services. Its purpose is to ensure these services meet agreed-upon specifications and are delivered efficiently. A core
aspect of this efficiency includes cost management. Design choices, development methodologies, and transition planning
all have direct implications on the cost of the service throughout its lifecycle.

Option D encapsulates this overarching goal by emphasizing that the activity is geared toward "continually meeting
stakeholder expectations for costs." This means considering cost-effectiveness from the very beginning of the design
phase and throughout the transition into live operation. By focusing on cost management, the "Design and
Transition" activity contributes to the overall value stream of the service.

Options A, B, and C, while related to service management in general, don't specifically highlight the primary focus of the
"Design and Transition" activity. Ensuring service components are available (A) relates more to "Engage" or
"Obtain/Build." Transparency and stakeholder relationships (B) are more pertinent to "Engage." Supporting services
(C) is closer to "Deliver and Support." However, option D better encapsulates the purpose of design and transition: to
deliver services that not only meet functional requirements but also stakeholder cost expectations over time.

Therefore, managing costs and aligning them with stakeholder expectations is a key component of the purpose
of the "Design and Transition" activity.

For further research, consult the official ITIL 4 Foundation guidance (AXELOS) or reputable ITIL training materials.
While specific pages within AXELOS' resources require a subscription, general information and overviews of ITIL 4
can be found on their website or through other licensed providers.

Question: 14

Which guiding principle considers the importance of customer loyalty?

A.Progress iteratively with feedback

B.Focus on value
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C.Optimize and automate

D.Start where you are

Answer: B

Explanation:

The correct answer is B. Focus on value.

The "Focus on value" guiding principle in ITIL 4 emphasizes the importance of understanding what constitutes value
from the perspective of the customer and other stakeholders. Customer loyalty is directly tied to perceived value. If
customers consistently receive valuable services and experiences, they are more likely to remain loyal. Loyalty, in turn,
translates into repeat business, positive word-of-mouth, and increased profitability. Focusing on value means
understanding customer needs, preferences, and expectations and aligning IT activities and resources to meet those
needs effectively. This entails regularly assessing and prioritizing value creation opportunities.

Options A, C, and D, while important, do not directly address the concept of customer loyalty as explicitly as "Focus on
value" does. "Progress iteratively with feedback" highlights continuous improvement through feedback loops, "Optimize
and automate" is about efficiency, and "Start where you are" advocates for leveraging existing resources. While these
contribute to overall service quality, "Focus on value" centers around understanding and delivering what customers
truly want, which directly fosters loyalty. A value-driven approach builds stronger customer relationships, leading to
long-term customer retention. Without a focus on value, optimization, automation, or even iterative progress may not
align with customer expectations, potentially diminishing loyalty. Thus, "Focus on value" is the most relevant guiding
principle for considering the importance of customer loyalty.

Further research:

AXELOS - ITIL 4 Foundation: ITIL Guiding Principles: [https://www.axelos.com/](This is a general link to the
AXELOS website; specific ITIL 4 foundation information can be found by searching within the site.) Official ITIL 4
Foundation Handbook (Available for purchase)

Question: 15

Which is NOT a component of the service value system?

A.The guiding principles
B.Governance
C.Practices

D.The four dimensions of service management

Answer: D

Explanation:

The correct answer is D, the four dimensions of service management, because it's a part of the service value system
(SVS), not a component of the SVS itself. The ITIL 4 service value system (SVS) describes how all the components and
activities of an organization work together as a system to enable value creation. Key components of the SVS include
the guiding principles, governance, service value chain, practices, and continual improvement.

The four dimensions of service management are: Organizations and People; Information and Technology; Partners and
Suppliers; and Value Streams and Processes. These dimensions are considerations that must be
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addressed for each element of the SVS, ensuring a holistic approach to service management. They represent four
perspectives that are relevant to the whole SVS and all services. They aren't separate components alongside guiding
principles, governance, and practices, but rather facets of all those elements. Essentially, you apply the four
dimensions to the SVS components.

Guiding principles guide organizational decisions and actions. Governance provides direction and control. Practices
are sets of organizational resources designed for performing work or accomplishing an objective.

Therefore, options A, B, and C are all explicitly defined components of the SVS. The four dimensions are
integrated within the components and activity, and not a distinct part of it itself.

For further research:

AXELOS ITIL 4 Foundation Study Guide: Provides a comprehensive overview of ITIL 4 concepts, including the SVS and
its components.

Official ITIL 4 Documentation: Access the official ITIL 4 publications for detailed information on the SVS and the four
dimensions of service management (available through AXELOS).

Question: 16

Which statement about 'continual improvement' is CORRECT?

A.All improvement ideas should be logged in a single 'continual improvement register’
B.A single team should carry out 'continual improvement' across the organization
C.'Continual improvement' should have minimal interaction with other practices

D.Everyone in the organization is responsible for some aspects of 'continual improvement'

Answer: D

Explanation:

The correct statement is that everyone in the organization is responsible for some aspects of continual
improvement. This aligns directly with the core principle of ITIL 4, which emphasizes a collaborative and
organization-wide approach to improvement.

Option D is accurate because ITIL 4 promotes a culture where improvement is everyone's job. It's not limited to a
specific team or register, but rather embedded in the daily activities of all personnel. This distributed responsibility
fosters a proactive environment where opportunities for enhancement are identified and addressed at all levels.

Option A is incorrect as continual improvement ideas can be captured through various mechanisms and systems, not
solely a single register. While a central repository may exist, flexibility and accessibility are key.

Option B is also incorrect because continual improvement should involve everyone in the organization, not just a single
team. A single team might facilitate and coordinate, but the responsibility is distributed.

Option C is wrong because continual improvement is fundamentally interconnected with all other ITIL practices. It
relies on data and insights gathered from these practices and, in turn, influences their evolution.

Continuous improvement feeds into and benefits from other practices such as service desk, incident
management, and change enablement. Isolating it would hinder its effectiveness.

The ITIL 4 framework stresses that continual improvement is an ongoing effort to align IT services with changing
business needs. This necessitates a broad perspective and participation from all organizational members. By
encouraging widespread involvement, organizations can harness diverse expertise and perspectives, leading to
more innovative and impactful improvements. This culture shift is paramount for successful digital transformation
and service management excellence. A system of continual improvement



ensures the organization adapts and improves to changes.

For further information on continual improvement in ITIL 4, consider these resources:

AXELOS ITIL 4 Foundation Handbook: This is the official handbook for the ITIL 4 Foundation certification and
provides a comprehensive overview of the ITIL 4 framework, including continual improvement. (You can search for this
on Amazon or similar book retailers.)

Official ITIL Website (AXELOS): The AXELOS website provides official information about ITIL 4, including articles,
white papers, and case studies on continual improvement. While direct URLs to specific articles may change, the main
AXELOS website is the best starting point: https://www.axelos.com/

Question: 17

What is defined as a cause, or potential cause, of one or more incidents?

A.Change
B.Event
C.Known error
D.Problem

Answer: D
Explanation:

The correct answer is D: Problem. A problem in ITIL 4 is defined as a cause, or potential cause, of one or more
incidents. This distinguishes it from the other options.

Let's break down why the others are incorrect:

A. Change: A change is the addition, modification, or removal of anything that could have a direct or indirect effect on
services. While changes can lead to problems and incidents if not managed properly, a change itself is not a cause of
incidents by definition.

B. Event: An event is any occurrence that has significance for the management of IT infrastructure or the delivery of IT
services. Events can indicate a problem, but they are not the cause of incidents; rather, they are signals.

C. Known Error: A known error is a problem that has been analyzed but not yet resolved. It exists after the problem
has been identified and a workaround might be in place. It isn't the initial cause.

A problem seeks to identify the root cause, systematically analyze it, and prevent future incidents. Problem management
proactively prevents incidents from occurring by addressing their underlying causes. The goal is to reduce the
likelihood and impact of future incidents, improving service stability and user satisfaction. Problem management
focuses on investigation and diagnosis. Therefore, by definition, a problem is the cause (or potential cause) of one or
more incidents.

For further reading and confirmation, refer to the official ITIL 4 Foundation materials and resources like:

AXELOS ITIL 4 Foundation Handbook (official source).
https://www.axelos.com/ (AXELOS Official Website, the source of ITIL)

Question: 18


https://www.axelos.com/
https://www.axelos.com/

Which guiding principle recommends eliminating activities that do not contribute to the creation of value?

A.Start where you are
B.Collaborate and promote visibility
C.Keep it simple and practical

D.Optimize and automate

Answer: C

Explanation:

The correct answer is C. Keep it simple and practical.

The ITIL 4 guiding principle "Keep it simple and practical” directly advocates for eliminating complexity and focusing on
activities that directly contribute to value. It emphasizes avoiding unnecessary processes, procedures, and
documentation that do not enhance service quality or customer satisfaction. This principle encourages teams to
streamline workflows, reduce waste, and prioritize efficiency by removing any steps that don't add value to the end
product or service. This aligns with Lean principles of eliminating waste (muda), which focuses on identifying and
removing any activity that does not add value from the customer's perspective. This could involve reducing the number
of handoffs in a process, automating repetitive tasks, or eliminating redundant approvals. Keeping things simple helps
to improve clarity, reduce errors, and increase the speed of service delivery. It contributes to a more agile and
responsive organization.

While "Optimize and automate" (D) also focuses on efficiency, it does so specifically through automation and
optimization techniques after simplifying the process. "Start where you are" (A) is about assessing the current state
before making changes, and "Collaborate and promote visibility" (B) focuses on communication and transparency.
These principles are important, but they don't directly address the elimination of valueless activities in the same explicit
manner as "Keep it simple and practical.”

Therefore, the core tenet of "Keep it simple and practical” directly emphasizes the reduction of activities that do not
contribute to value, making it the most suitable answer in this context.

Further reading on ITIL 4 Guiding Principles:

Axelos' official ITIL 4 documentation and courses.

Various blog posts and articles on the ITIL 4 Guiding Principles available through a search engine. For example:
https://www.bmc.com/blogs/itil-4-guiding-principles/

Question: 19

When should the effectiveness of a problem workaround be assessed?

A.Whenever the workaround is used
B.Whenever the problem is resolved
C.Whenever the workaround becomes a known error

D.Whenever the problem is prioritized

Answer: A

Explanation:

The correct answer is A: Whenever the workaround is used. Assessing the effectiveness of a problem workaround
each time it's utilized is crucial for several reasons tied to effective IT service management and continual service
improvement, both core principles of ITIL 4. A workaround, by definition, is a temporary solution to reduce or
eliminate the impact of an incident or problem for which a full resolution is not yet


https://www.bmc.com/blogs/itil-4-guiding-principles/

available.

Continual monitoring and assessment of a workaround's effectiveness are vital because the environment in which it
operates can change. For example, a workaround might effectively mitigate the impact of a software bug initially.
However, as user load increases or other system components are updated, the workaround's effectiveness could
degrade, potentially causing new issues or increased impact.

Assessing effectiveness each time it's used provides immediate feedback on whether the workaround is still
performing as expected. This proactive approach allows for timely adjustments or escalation if the workaround
becomes less efficient or introduces unintended consequences. It also ensures the workaround continues to be the
best available solution given the current circumstances.

Moreover, regular assessment allows IT teams to gather valuable data on the workaround's performance. This data can
inform the decision-making process regarding prioritization of a permanent fix or the implementation of a more robust
workaround. The information collected helps determine the true cost of the workaround, including resources used and
the impact on users.

Option B is incorrect because once the problem is resolved, the workaround is no longer needed. Option C is incorrect
because becoming a known error signifies a formal recognition of the underlying issue but doesn't inherently trigger
assessment of the workaround's effectiveness. Option D is incorrect because problem prioritization focuses on the
resolution effort, not necessarily the ongoing utility of the workaround. Prioritization focuses on the problems impact
and probability. Therefore, continually assessing a workarounds usefulness leads to continuous service improvement.

In summary, consistently evaluating the workaround guarantees that its impact remains positive and beneficial
until a permanent resolution is in place, aligning with ITIL 4's emphasis on value creation and continual
improvement.

Resource for further research:

Axelos ITIL 4 Foundation Study Material - although direct links to proprietary Axelos materials cannot be provided,
searching for "ITIL 4 Foundation Problem Management" or "ITIL 4 Foundation Incident Management" will provide
multiple authoritative resources.

Question: 20

Identify the missing word in the following sentence.
A change is defined as the addition, modification, or removal of anything that could have a direct or indirect effect on [?].

A.assets
B.values
C.elements

D.services

Answer: D

Explanation:

The correct answer is D. services. The ITIL 4 Foundation definition of a change emphasizes the potential impact on
services. A change, whether it involves adding, modifying, or removing something, is fundamentally assessed by how it
might affect the delivery and performance of services. Services, in the ITIL context, are means of delivering value to
customers by facilitating outcomes customers want to achieve without the ownership of specific costs and risks.



Option A, assets, while important, is not the central focus of change management. Changes might impact assets, but
the primary concern is the service they support. Option B, values, is too abstract. While changes should ultimately
contribute to value, the immediate and direct impact is on services. Option C, elements, is vague and lacks the
specific focus required by ITIL.

ITIL 4's core principles revolve around service management, and all activities, including change management, are
geared towards ensuring services remain reliable, effective, and valuable. Changes are implemented to improve
services, fix issues within services, or introduce new services. Therefore, the missing word that best fits the ITIL 4
framework is "services." A poorly managed change can disrupt service delivery, leading to negative consequences for
the customer. Change management practices within ITIL aim to minimize these risks and ensure that changes
contribute positively to service value. Understanding this connection is vital for ITIL practitioners.

For further information, consult the official ITIL 4 Foundation guidance: https://www.axelos.com/ and explore
resources on service management practices. You can also refer to the official ITIL publications for a more
comprehensive understanding of the change management process within the ITIL 4 framework.

Question: 21

What can be used to determine if a service is 'fit for purpose'?

A Availability
B.Warranty
C.Outcome
D.Utility

Answer: D

Explanation:
The correct answer is D. Utility. Here's a detailed justification:

In ITIL 4, "fit for purpose" directly relates to utility. Utility refers to the functionality a service offers to meet a
particular need. Essentially, it asks, "Does the service do what it is supposed to do?" This is about whether the service
delivers the promised performance and removes constraints that the consumer faces.

The concept of 'fit for purpose' is encapsulated by the utility of the service. Does it fulfill its intended purpose and meet
the needs of the service consumer? If a service is not useful, it is not 'fit for purpose’ regardless of its availability or
warranty.

Availability (A) ensures the service is accessible when needed, which is related to 'fit for use', not 'fit for purpose'.
Warranty (B) pertains to assurance that the service meets agreed-upon levels of availability, capacity, security, and
continuity, again relevant to 'fit for use' (reliability and resilience). Outcomes (C) are the results that a service enables,
but utility is the intrinsic characteristic that makes them possible. The service must function in the first place to achieve
those outcomes.

While availability and warranty contribute to the overall value of a service, they're more closely tied to 'fit for use'. A
service can be highly available (A) and well-warranted (B) but still not 'fit for purpose' if it doesn't meet the required
functionality (utility). Understanding 'fit for purpose’ is crucial for designing services that truly deliver value to the
consumer. ITIL 4 emphasizes value creation, and utility is a key component in determining that value.

Therefore, utility is the primary factor for determining if a service is 'fit for purpose'. The functionalities delivered by
the service need to meet the specific requirements and address the challenges of the consumer


https://www.axelos.com/

for the service to be deemed suitable for its intended use.

Further reading:

AXELOS ITIL 4 Foundation Handbook

Question: 22

In service relationships, what is a benefit of identifying consumer roles?

A.lt enables effective stakeholder management
B.It provides shared service expectations
C.It removes constraints from the customer

D.It enables a common definition of value

Answer: A

Explanation:

The correct answer is A: "It enables effective stakeholder management." Identifying consumer roles in service
relationships is crucial for understanding the diverse needs and expectations of various stakeholders. This
understanding is the bedrock of effective stakeholder management. By knowing the roles and responsibilities of each
consumer type (e.g., user, customer, sponsor), service providers can tailor communication, service offerings, and
support strategies accordingly. This targeted approach ensures that the right information reaches the right people at the
right time, fostering trust and collaboration.

Without a clear understanding of consumer roles, it becomes difficult to prioritize requirements, allocate resources
efficiently, and measure service success. Stakeholder management involves identifying, analyzing, planning, and
implementing actions to engage with stakeholders. By identifying the consumer roles, the service provider gains
insights into who the key stakeholders are and what their interests and concerns are.

This in turn helps them to manage expectations and avoid misunderstandings, promoting a positive
relationship and better service outcomes.

Option B is incorrect because while shared service expectations are important, identifying consumer roles is a
prerequisite to defining them effectively. Option C is incorrect because identifying consumer roles doesn't remove
constraints; constraints are generally tied to resources, budgets, or other factors, not the consumer's designation.
Option D is incorrect because a common definition of value is a result of understanding the needs and contributions of
all stakeholders, including the consumer. A precise identification of consumer roles facilitates a more nuanced
understanding of the value proposition for each role. In summary, understanding the consumer roles provides a
foundation for effective stakeholder management, leading to better alignment of services with business needs and
enhanced overall service value.

Authoritative link for further research:

AXELOS ITIL 4 Foundation: Provides a comprehensive overview of ITIL 4 concepts, including service relationships
and stakeholder management. While specific links to free content are limited, purchasing the ITIL 4 Foundation
study material provides detailed information.

Question: 23

Identify the missing words in the following sentence.
The management of information security incidents usually requires [?].

AJmmediate-escalation



B.Specialist teams
C.A separate process

D.Third party support

Answer: C

Explanation:

The correct answer is C: A separate process. Here's why:

ITIL 4 emphasizes a holistic approach to service management, where processes are well-defined and tailored to
specific needs. Information security incidents require a distinct, documented process for handling, not merely
immediate escalation (A), specialist teams (B), or third-party support (D). While escalation, specialist teams, and
third-party support might be components within the security incident management process, they are not the
overarching requirement. The "separate process" provides structure, repeatability, and accountability in responding
to incidents, ensuring that steps are taken methodically to contain, eradicate, and recover from security breaches.

A dedicated process ensures consistent handling of incidents, including identification, containment, investigation,
eradication, recovery, and post-incident review. It also ensures relevant teams are involved, data is collected, and
preventative measures are implemented. Such a process will include aspects of

communication, escalation procedures, and even when to involve specialists or external support, but those elements
aren't sufficient without a clear overall procedural framework. Simply escalating or calling in specialists without a
defined process can lead to confusion, duplicated efforts, and potentially exacerbate the situation. A separate process
clarifies roles, responsibilities, and workflows related to managing information security incidents. This is vital for
effective and efficient resolution. Therefore, having a documented, repeatable, and tailored process is paramount.

Authoritative Links:

AXELOS ITIL 4 Foundation Syllabus:https://www.axelos.com/ (While you need to purchase the

syllabus/course materials, this is the official source for ITIL 4 information.)

ISACA (Information Systems Audit and Control Association):https://www.isaca.org/ (ISACA provides resources and
best practices related to information security governance and management, including incident management.)

Question: 24
What are the ITIL guiding principles used for?

A.To help an organization make good decisions
B.To direct and control an organization
C.To identify activities that an organization must perform in order to deliver a valuable service

D.To ensure that an organization's performance continually meets stakeholders' expectations

Answer: A

Explanation:
The correct answer is A: To help an organization make good decisions.

ITIL 4 guiding principles represent recommendations that guide organizations in all circumstances, regardless of
changes in their goals, strategies, type of work, or management structure. They are universal and enduring.

These principles focus on how an organization thinks and behaves to achieve service management and


https://www.axelos.com/
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organizational goals.

Option A directly aligns with this core purpose. Guiding principles provide a framework for decision-making, ensuring
that actions are aligned with organizational values and desired outcomes. They encourage a holistic perspective,
considering various factors before arriving at a decision.

Option B is incorrect because ITIL 4 guiding principles do not primarily "direct and control" an organization.
Directing and controlling are functions of management, and while the guiding principles influence management
practices, their primary role is to inform decisions, not dictate them.

Option C is also inaccurate. Identifying activities necessary for service delivery is the purpose of specific ITIL practices
and service value chain activities, not the guiding principles themselves. The principles inform how those activities are
conducted.

Option D is partially correct but not the primary purpose. While following the guiding principles can lead to better
performance and stakeholder satisfaction, their main goal isn't solely to ensure performance meets expectations.
They influence a wider range of aspects, including culture, collaboration, and problem-solving.

In summary, the ITIL 4 guiding principles are a set of recommendations designed to help organizations adopt a
consistent and value-driven approach to service management. Their primary function is to guide thinking and behavior
to support sound decision-making across all aspects of service management and organizational activities. They provide
a compass for navigating complex situations and ensuring alignment with desired outcomes. They promote a culture of
continuous improvement and adaptation, enabling organizations to respond effectively to changing needs and
opportunities.

Authoritative link:

AXELOS ITIL 4 Foundation guidance.

Question: 25

What is the purpose of the 'incident management' practice?

A.To minimize the negative impact of incidents by restoring normal service operation as quickly as possible
B.To capture demand for incident resolution and service requests
C.To reduce the likelihood and impact of incidents by identifying actual and potential causes of incidents

D.To support the agreed service quality by effective handling of all agreed user-initiated service requests

Answer: A

Explanation:

The correct answer is A: "To minimize the negative impact of incidents by restoring normal service operation as
quickly as possible." Here's a detailed justification:

The core purpose of ITIL 4's Incident Management practice is to rapidly restore normal service operation following an
incident. An incident, in ITIL terms, is an unplanned interruption to a service or a reduction in the quality of a service.

The primary goal isn't necessarily to prevent incidents (that's the realm of problem management and other practices)

but to react swiftly and effectively when they do occur.

Answer A directly addresses this fundamental objective. By minimizing the negative impact, incident management
aims to reduce disruption to business operations and maintain productivity. Rapid restoration translates to
minimizing downtime and associated financial or reputational losses.

Option B is partially related but incomplete. While incident management does capture demand for resolution, this is a
means to the end of service restoration, not the ultimate purpose itself. Service requests are handled



differently within a dedicated service request management process.

Option C describes the purpose of Problem Management. Problem Management focuses on identifying the root causes
of incidents to prevent their recurrence. This is a proactive practice aimed at long-term stability, while incident
management is a reactive one focused on immediate recovery.

Option D describes a small portion of Service Request Management. Service request management is about fulfilling
pre-approved requests, and maintaining a good quality of service is a benefit of the practice as a whole.

In summary, incident management is centered on minimizing the disruption caused by incidents and restoring services
to their normal operating state as quickly as possible. It's about responding effectively to unforeseen service
interruptions to maintain business continuity.

For further research, consider reviewing the official ITIL 4 Foundation guidance. There are many resources available
online, including the AXELOS website (the governing body for ITIL) and reputable IT service management (ITSM)
blogs and articles. Searching for "ITIL 4 Incident Management" will yield numerous helpful results.

Question: 26

What is the purpose of the “"deployment management' practice?

A.To ensure services achieve agreed and expected performance
B.To make new or changed services available for use
C.To move new or changed components to live environments

D.To set clear business-based targets for service performance

Answer: C

Explanation:
The correct answer is C. To move new or changed components to live environments.

Deployment Management, within the ITIL 4 framework, focuses specifically on the controlled and efficient transition
of new or modified service components (hardware, software, documentation, processes, etc.) into the live,
operational environment. It's about the mechanics of getting the change into production.

Option A is incorrect because ensuring services achieve agreed performance is the purpose of performance
management and often service level management. Option B, while related, is broader. Deployment Management
contributes to making services available, but availability is a wider concern including aspects like service design,
incident management, and service validation. Option D addresses service performance target setting, which relates
more to service strategy, demand management, and capacity management than deployment.

The core function of Deployment Management is planning, scheduling, and controlling the build, test, and release of
changes into the live environment. Activities include coordinating resources, ensuring proper build procedures are
followed, conducting pre- and post-deployment testing, and managing the rollback plan if necessary. This process
minimizes disruption and ensures a smooth transition of new or changed components. The practice encompasses
various deployment approaches like big bang, phased, or continuous deployment, all aimed at efficient and controlled
delivery. While some related activities may also be part of release management, deployment management is specifically
focused on the actual physical or logical transfer and installation of the components.



For further research, you can refer to the official ITIL 4 documentation provided by Axelos, or search for reputable
ITIL 4 resources and articles online. Some relevant keywords include "ITIL 4 Deployment Management practice

guide”, "ITIL 4 change enablement vs deployment management”, and "ITIL 4 service transition practices".

Question: 27

Which ITIL practice has the purpose to establish and nurture the links between the organization and its
stakeholders at strategic and tactical levels?

A.Supplier management
B.Change control
C.Relationship management

D.Service desk

Answer: C

Explanation:

The correct answer is C, Relationship management. This practice is fundamentally concerned with building and
maintaining strong connections between an organization and its stakeholders.

Relationship management focuses on understanding stakeholder needs, managing expectations, and fostering
positive interactions. It encompasses activities like communicating service value, gathering feedback, and resolving
conflicts. At a strategic level, it ensures the organization aligns its services and capabilities with stakeholder
objectives, such as ensuring cloud services are enabling business goals. Tactically, it involves managing day-to-day
interactions, such as addressing service issues related to cloud infrastructure.

Supplier management (A) focuses on managing relationships with vendors and suppliers, not all stakeholders.
Change control (B) manages changes to services and infrastructure, while the service desk (D) provides support to

users. While these practices interact with stakeholders, they don't have the primary objective of establishing and
nurturing relationships at strategic and tactical levels.

Relationship management, in the ITIL context, directly addresses how the organization interacts with and understands
the needs of stakeholders to deliver optimal services. For instance, in a cloud environment, relationship management
would involve understanding how a cloud service provider's offerings align with the organization's IT strategy and
ensuring effective communication around service level agreements (SLAs) and cloud adoption goals.

Authoritative links for further research:

AXELOS ITIL 4 Foundation Guidance: (Typically provided through official ITIL training or certification materials.
AXELOS is the official source for ITIL.)

ITIL 4 Relationship Management Practice Guide (AXELOS): (This document provides deeper insights and
practical advice on implementing the practice effectively.)

Question: 28

What can help to reduce resistance to a planned improvement when applying the guiding principle 'collaborate and
promote visibility'?

A Restricting information about the improvement to essential stakeholders only



B.Increasing collaboration and visibility for the improvement
C.Involving customers after all planning has been completed

D.Engaging every stakeholder group in the same way, with the same communication

Answer: B

Explanation:

The best answer is B. Increasing collaboration and visibility for the improvement.

The guiding principle "collaborate and promote visibility" emphasizes the importance of working together and ensuring
transparency throughout the improvement process. Resistance to change often stems from a lack of understanding, fear
of the unknown, or feeling excluded from decision-making. Increasing collaboration directly addresses these concerns.

By involving stakeholders early and often, organizations can foster a sense of ownership and shared responsibility. This
helps individuals feel heard and understood, reducing anxiety and resistance. Open communication channels and
transparent sharing of information regarding the improvement's goals, progress, and potential impact allow
stakeholders to understand the "why" behind the change and its potential benefits.

This transparency helps build trust and confidence in the improvement process, leading to greater
acceptance and adoption.

Options A, C, and D are all detrimental to reducing resistance. Restricting information (A) breeds mistrust and fuels
rumors. Delaying customer involvement until the end (C) ignores valuable feedback and potential roadblocks that could
have been identified earlier. Treating all stakeholders identically (D) fails to recognize the diverse needs and concerns of
different groups, leading to miscommunication and dissatisfaction.In contrast, collaboration and visibility empower
stakeholders, allowing them to actively participate in shaping the improvement and addressing any concerns
proactively. This collaborative approach transforms stakeholders from resisters to advocates, ultimately increasing the
likelihood of successful implementation.

Supporting Link:

AXELOS. ITIL Foundation: ITIL 4 Edition. TSO, 2019.

Question: 29

What varies in size and complexity, and uses functions to achieve its objectives?

A.A risk
B.An organization
C.A practice

D.An outcome

Answer: B

Explanation:

The correct answer is B. An organization. Here's why:

Organizations are entities designed to achieve specific objectives. The defining characteristic of an organization is its
ability to vary greatly in both size and complexity. From a small startup to a multinational corporation, the scale and
internal structures can differ dramatically.

Organizations leverage various functions (e.g., marketing, finance, operations, IT) to accomplish their goals. These
functions work together, often within a hierarchical or matrix structure, to deliver value and meet the



organization's defined purpose. The way these functions are organized and interact is part of the
organization's complexity. The ITIL 4 framework recognizes the importance of organizational structures and their
influence on service management practices.

A risk (A) is a potential event or condition that, if it occurs, can have a positive or negative effect on objectives. It's a
single element, not a structure that varies in size and complexity.

A practice (C) is a set of organizational resources designed for performing work or accomplishing an objective. While
practices are important for organizations, they are not themselves organizations. They are used within organizations.

An outcome (D) is the result for a stakeholder enabled by one or more outputs. Outcomes are what
organizations strive to achieve, but not the entities themselves.

Therefore, only an organization fits the description of something that varies in size and complexity and utilizes
functions to achieve its objectives. This aligns with fundamental management principles and organizational theory.

[ITIL 4 Foundation: ITIL is a registered trade mark of AXELOS Limited, used under permission of AXELOS Limited. All
rights reserved.]While a direct link to a free online ITIL 4 guide detailing this specific definition is unlikely, consulting
any official ITIL 4 Foundation study guide or course material will confirm this

understanding of organizations within the ITIL context. Numerous reputable sources offer ITIL 4 training and
resources.

Question: 30

Which practice ensures that any addition, modification, or removal of anything that could have an effect on services
is-assessed and authorized?

A.Deployment management
B.Release management
C.Change control

D.Service configuration management

Answer: C

Explanation:

The correct answer is C, Change Control. Change Control is the practice that meticulously assesses and authorizes any
addition, modification, or removal of items that might impact services. This includes hardware, software, processes,
documentation, and anything else within the IT environment. Its core purpose is to minimize risks associated with
changes by ensuring they are properly evaluated, planned, tested, and implemented.

Option A, Deployment Management, focuses on moving new or changed hardware, software, documentation,
processes, or any other component to a live environment. While related to change, it doesn't encompass the initial
assessment and authorization phase.

Option B, Release Management, concentrates on making services available for use. It manages the build-up of multiple
changes into a single release, but again, doesn't intrinsically cover the authorization aspect.

Option D, Service Configuration Management, is responsible for maintaining information about configuration items
(CIs) needed to deliver services. This practice defines and controls the components of services and infrastructure, but
it's primarily about identifying, controlling, recording, and verifying CIs rather than controlling the process of change
itself.



Change Control provides the framework for evaluating the impact of proposed changes, involving relevant
stakeholders, assessing risks and benefits, and ensuring that changes are aligned with organizational goals and
service level agreements. It aims to avoid disruptions, reduce incidents, and maintain the stability and reliability of
services. The formal authorization process within Change Control signifies that the change has been reviewed and
approved by the appropriate authorities, based on the documented assessment. The practice is crucial for
maintaining a controlled and stable IT environment.

Authoritative Link:

AXELOS ITIL 4 Foundation Handbook

Question: 31

Which practice has a purpose that includes managing risks to confidentiality, integrity and availability?

A.Information security management
B.Continual improvement
C.Monitoring and event management

D.Service level management

Answer: A

Explanation:

The correct answer is A, Information Security Management.

Information Security Management's core purpose revolves around protecting an organization's information assets.
This protection is fundamentally based on maintaining confidentiality (preventing unauthorized disclosure),
integrity (ensuring accuracy and completeness), and availability (ensuring timely and reliable access). The practice
includes establishing and maintaining policies, procedures, and controls to manage these risks effectively.

Continual Improvement focuses on improving products, services, and practices. While it can indirectly impact security,
it's not its primary objective. Monitoring and Event Management deals with observing services and infrastructure and

responding to anomalies; however, it's more about detection and reaction rather than proactive security management.
Service Level Management focuses on defining and managing service levels to meet customer expectations, which may
include security aspects, but it's not the core focus of the practice.

Information security management practice directly addresses the risks related to confidentiality, integrity, and
availability through a comprehensive and systematic approach. This includes risk assessments, security policies, access
controls, incident management, and security awareness training. The other practices mentioned support information
security but do not primarily manage the risks to confidentiality, integrity, and availability. For further information on
ITIL 4's Information Security Management practice, refer to official ITIL 4 publications and resources, such as AXELOS
materials.

Here's a link to a resource with further information on Information Security Management within the context of ITIL 4:
https://www.axelos.com/ (This is the official AXELOS website, where you can find information on ITIL and related
practices). You can also refer to official ITIL 4 publications for a detailed understanding of this practice. While a direct
link to a specific page about this practice is unavailable, navigating the AXELOS website will provide access to relevant
publications and training material. Also, searching "ITIL 4 information security management" on Google Scholar will
provide academic and professional papers on this topic.


https://www.axelos.com/

Question: 32

Which is a key requirement for a successful service level agreement?

A.It should be written in legal language
B.It should be simply written and easy to understand
C.It should be based on the service provider's view of the service

D.It should relate to simple operational metrics

Answer: B

Explanation:
The correct answer is B: "It should be simply written and easy to understand.” Here's a detailed justification:

A Service Level Agreement (SLA) is a contract between a service provider and a customer that specifies, measurable
targets for service delivery. Its primary goal is to clearly define expectations and ensure that both parties have a shared
understanding of the service being provided.

Option B emphasizes clarity and understandability. An SLA written in plain language minimizes ambiguity and ensures
that all stakeholders, including those without legal expertise, can comprehend their rights and responsibilities. This
leads to better communication, reduced disputes, and improved overall satisfaction. A complex, legally-dense SLA can
be difficult to interpret, leading to misunderstandings and conflict.

Option A is incorrect because legal language, while precise, can be difficult for non-legal professionals to grasp.
This defeats the purpose of ensuring mutual understanding.

Option C is flawed because an SLA should be customer-centric, reflecting the customer's needs and expectations, not
solely the service provider's perspective. Basing it solely on the provider's view might not address the customer's
critical requirements, potentially leading to dissatisfaction.

Option D is also incorrect because while operational metrics are important, an SLA should cover a broader range of
factors including response times, resolution times, availability, and security. Restricting it to simple operational
metrics provides an incomplete picture of service performance.

In summary, a successful SLA prioritizes clarity, ease of understanding, and customer-centricity to ensure that both
parties are aligned and have a shared understanding of the service being delivered. The SLA needs to translate
technical specifications into a document easily understood by the consumer. This ensures the metrics being tracked
are relevant and useful in evaluating service performance.

https://www.atlassian.com/it-glossary/service-level-agreementhttps://www.bmc.com/blogs/sla-service-level-
agreement/

Question: 33

When is the earliest that a workaround can be documented in 'problem management'?

A:Afterthe problemrhasbeenlogged
B.After the problem has been prioritized
C.After the problem has been analyzed

D.After the problem has been resolved

Answer: A


https://www.atlassian.com/it-glossary/service-level-agreement
https://www.bmc.com/blogs/sla-service-level-agreement/
https://www.bmc.com/blogs/sla-service-level-agreement/
https://www.bmc.com/blogs/sla-service-level-agreement/

Explanation:

The correct answer is A: After the problem has been logged. Here's why:

Problem Management focuses on identifying and resolving the root causes of incidents. A workaround is a temporary
solution to reduce or eliminate the impact of an incident or problem. The goal is to get the service or system operational
again as quickly as possible. As soon as a problem is logged, even if the root cause isn't yet known, discovering and
documenting a workaround becomes important.

While prioritization and analysis are critical steps in Problem Management, documenting a workaround doesn't
require waiting for them. A workaround can be discovered during initial troubleshooting, even before the problem is
formally prioritized or analyzed. The sooner a workaround is available, the better, because it minimizes service
disruption.

Furthermore, documentation is essential from the beginning to ensure that the workaround is readily available to other
support teams, minimizing repeated troubleshooting efforts for the same underlying issue. Waiting until after
prioritization or analysis delays this critical step. Resolution occurs after the problem is fully understood and
permanently fixed, and is thus too late for documenting a workaround (which is, by definition, a temporary solution).
Logging the problem is the very first step and hence the earliest point at which workaround documentation becomes
relevant and beneficial.

Here are some resources that highlight this point:

AXELOS ITIL 4 Foundation Guidance: Provides an overview of Problem Management practices, emphasizing the
importance of workarounds for mitigating incident impact. (Generally accessible through ITIL 4 Foundation training
materials)

ITIL Foundation Handbook: Explains the different stages of the ITIL Problem Management process, starting with
problem identification and logging. (Accessible through official ITIL publications)

Question: 34

How-does-a-service-consumer-contribute to-the reduction-of disk?

A.By paying for the service
B.By managing server hardware
C.By communicating constraints

D.By managing staff availability

Answer: C

Explanation:

The correct answer is C, communicating constraints. Here's why:

A service consumer contributes to the reduction of risk (not disk, as the original question incorrectly stated -this
changes the focus significantly). Risk management in ITIL 4 is about understanding and mitigating potential issues
that could negatively impact service delivery. Service consumers possess valuable information about their needs,
priorities, and limitations.

Communicating constraints allows the service provider to design and operate the service in a way that
minimizes the likelihood of negative outcomes. For example, a consumer might specify a maximum acceptable
downtime, a strict data residency requirement, or a limited budget. This knowledge informs decisions about
architecture, security, and resource allocation.

By understanding these constraints, the service provider can proactively address potential issues, thereby



reducing the risk of service disruptions, data breaches, or cost overruns. Options A, B, and D do not directly address the
reduction of risk associated with service delivery. Paying for a service (A) is part of the agreement but doesn't directly
reduce risks. Managing server hardware (B) is typically the service provider's

responsibility, not the consumer's. Managing staff availability (D) is related to internal resource management but
doesn't directly influence the external risks the service provider needs to address. Clear communication from the
consumer is essential for proactive risk management within the service lifecycle. Communicated constraints provide the
service provider with a well-defined boundary, enabling the development and delivery of a service that effectively
meets the consumer’s needs while simultaneously minimizing potential problems.

Therefore, effective communication of constraints is a key contribution of the service consumer towards
reducing risks associated with a service.

For further information on risk management in ITIL 4:

AXELOS ITIL 4 Foundation Handbook: This is the official guide and provides comprehensive information on all
ITIL 4 concepts, including risk management.

ITIL Foundation Exam Study Guide: Numerous guides are available online from various publishers. Search for "ITIL 4
Foundation Exam Study Guide" to find resources on risk management within ITIL 4.

Question: 35
Which practice is MOST likely to benefit from the use of chatbots?

A.Service level management
B.Change enablement
C.Continual improvement

D.Service desk

Answer: D

Explanation:

The correct answer is D, Service Desk. Here's why:

Chatbots excel at handling routine, repetitive inquiries, which are a staple of service desk operations. These chatbots
provide instant answers to frequently asked questions, guide users through common

troubleshooting steps, and log incidents automatically. Automating these tasks reduces the workload on human
service desk agents, freeing them to address more complex issues. This leads to faster resolution times and
improved customer satisfaction.

Consider a user needing to reset their password. A chatbot can guide them through the process immediately, instead of
the user waiting for an agent. Or imagine a user experiencing a printer malfunction; a chatbot can help them by walking
them through basic troubleshooting steps. Furthermore, chatbots can be available 24 /7, ensuring support is always
accessible.

Service Level Management (SLM) focuses on defining, agreeing on, and managing service levels, which isn't a primary
chatbot application. Change Enablement is about managing changes to IT infrastructure, and while chatbots could
potentially assist in providing information about changes, it's not their core strength. Continual Improvement focuses
on identifying and implementing improvements across the organization, which is less directly related to the real-time
interaction and rapid query resolution capabilities that define chatbot value.

Ultimately, the service desk is the area most directly and immediately enhanced by the use of chatbot
technology due to its high volume of predictable user interactions.

For more information on the benefits of chatbots in IT service management:



BMC Blogs: Chatbots in IT Service Management
Atlassian: What is a Chatbot in ITSM

Question: 36
Which ITIL practice has a purpose that includes reducing the likelihood of incidents?

A.Change control
B.Continual improvement
C.Problem management

D.Service desk

Answer: C

Explanation:

The correct answer is C. Problem Management.

Problem management focuses on identifying the underlying causes of incidents and implementing solutions to prevent
recurrence. Its core objective is to minimize the negative impact of incidents by addressing the root causes, not just the
immediate symptoms. By proactively investigating and resolving problems, problem management significantly reduces
the likelihood of future incidents occurring.

Change control (A), while important for managing changes in a controlled manner, primarily aims to minimize risks
associated with changes, not directly reducing incident likelihood in the same way as problem management. Continual
improvement (B) is a broader practice focused on improving all aspects of service management, but it doesn't
specifically target incident reduction in the same direct manner as problem management. The service desk (D)
handles incidents and service requests, but it does not proactively investigate and resolve the root causes of those
incidents. While a good service desk can assist in identifying patterns suggesting a problem, the actual root cause
analysis and preventative action falls under problem management.

Problem management proactively seeks to identify, analyze, and manage the underlying causes of incidents.

By eliminating these root causes, organizations experience a reduction in the frequency and severity of incidents. This
leads to improved service stability, reduced costs associated with incident resolution, and increased user satisfaction.
Effectively implemented problem management provides a systematic way to address weaknesses within the IT
infrastructure or processes that contribute to incidents, which is precisely why it’s the practice most directly aimed at
reducing their likelihood. This proactive approach distinguishes problem management from the reactive nature of
incident management or the broader scope of continual improvement.

For further reading, refer to the official ITIL 4 Foundation guidance:
AXELOS ITIL 4 Foundation: ITIL 4 Edition
While a direct URL to the official publication isn't available (as it requires purchase or subscription), searching for

"ITIL 4 Foundation Problem Management" will lead to numerous resources and summaries of the practice. Look for
sources that reference AXELOS, the official source for ITIL.

Question: 37

Which service level metrics are BEST for measuring user experience?
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A.Single system-based metrics
B.Metrics for the percentage of uptime of a service
C.Operational metrics

D.Metrics linked to defined outcomes

Answer: D

Explanation:

Here's a detailed justification for why option D, "Metrics linked to defined outcomes," is the BEST choice for measuring
user experience (UX) in the context of ITIL 4 Foundation:

User experience is inherently subjective and focused on how users perceive and interact with a service. It's about
satisfaction, ease of use, and perceived value. Therefore, metrics need to reflect these user-centric aspects.

Option D focuses on outcomes. Outcomes are the results a user achieves through the use of a service. By linking metrics
to these outcomes, you directly measure whether the service is helping users accomplish what they need to. For
example, if the outcome is "seamless order placement,” a relevant metric could be "percentage of successful order
completions"” or "time taken to complete an order," directly indicating user success and efficiency.

A single system-based metric (Option A) may only measure internal technical performance without any impact on user
experience. Metrics for uptime percentage (Option B) are important for availability but don't tell you if users can
actually use the service effectively when it is up. Operational metrics (Option C) are essential for the service provider
but can be irrelevant to user experience.

Metrics reflecting user satisfaction, task completion rates, error rates during interactions, and overall efficiency in
achieving desired outcomes provide insights into how users are actually experiencing the service.

These tie directly to outcomes. Therefore, outcomes-based measurements provide the most direct
understanding of UX.

In summary, user experience metrics are more effective when aligned with desired outcomes. Focus on the end-
users goals and needs, rather than the operational data.

Relevant link for additional research:

AXELOS ITIL 4 Foundation guidance: Although a specific link can't be provided due to the proprietary nature of the
ITIL content, the core ITIL 4 Foundation training materials extensively cover the importance of value creation and user-
centricity, concepts that underpin the need for outcome-based metrics to measure UX. Check out the official AXELOS
website for ITIL training information.

Question: 38

What are the MOST important skills required by service desk staff?

A.Incident analysis skills
B.Technical skills
C.Problem resolution skills

D.Supplier management skills

Answer: A

Explanation:



The correct answer is A (Incident analysis skills). While technical skills, problem resolution skills, and supplier
management skills are all valuable in an IT environment, incident analysis skills are paramount for service desk staff,
especially in the context of ITIL 4.

The primary function of a service desk is to be the single point of contact for users, managing incidents and service
requests. Effective incident analysis is crucial for accurately capturing the details of the incident, understanding its
impact on the user and business, and categorizing it appropriately. Proper categorization allows for faster routing to the
right support team and enables accurate reporting on common issues. Without good incident analysis, resolution can be
delayed, user satisfaction suffers, and underlying problems might go unaddressed.

Technical skills are useful, but the service desk often acts as a triage point; deep technical expertise isn't always
required for initial assessment and logging. Problem resolution skills are more associated with the problem
management process, which is related to, but distinct from, incident management. Supplier management is a
separate ITIL practice, focused on relationships with external vendors, not a core skill for frontline service desk
agents.

The service desk needs to quickly understand what is happening and how it's affecting users. This demands keen
observation, active listening, clear communication, and the ability to ask the right questions - all core elements of
incident analysis. These analytical capabilities allow the service desk to effectively manage the incident lifecycle from
registration to resolution, contributing to a smoother and more efficient IT service delivery. ITIL 4 emphasizes the
importance of value creation and collaboration, and a well-functioning service desk with strong incident analysis skills
contributes significantly to both.

For further information on Incident Management and the Service Desk role within ITIL 4:

AXELOS Official ITIL Website:https://www.axelos.com/ (While specific pages might change, this is the governing
body for ITIL, and provides the most authoritative information)
"ITIL Foundation ITIL 4 Edition" by AXELOS: (The official study guide for the ITIL 4 Foundation certification.)

Question: 39

Which two practices interact the MOST with the service desk practice?

A.Incident management and service request management
B.Service request management and deployment management
C.Deployment management and change enablement

D.Change enablement and incident management

Answer: A

Explanation:

The correct answer is A: Incident management and service request management. Here's why:

The service desk practice is the single point of contact between the service provider and its users. Its primary function is
to handle incidents and service requests. Incident management focuses on restoring normal service operation as quickly
as possible to minimize the impact on business operations. The service desk directly interacts with users reporting
incidents, logging them, troubleshooting, and resolving them where possible, or escalating them to appropriate support
teams. Service request management, on the other hand, handles pre-defined requests from users for standard services
or information. Users contact the service desk to request things like software installation, password resets, or
information on services.

Therefore, the service desk is heavily involved in both logging and managing incidents (incident management) and
fulfilling standardized service requests (service request management). The other options involve
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practices that have less direct, day-to-day interaction with the service desk from a user's perspective. Deployment
management focuses on the movement of new or changed hardware, software, documentation, processes, or any
other component to live environments. While the service desk might be involved in communicating deployment
schedules or addressing deployment-related issues, it's not the most frequent interaction. Change enablement focuses
on assessing, authorizing, and managing changes. Although the service desk might be involved in initiating or
documenting changes, its core interaction centers on resolving incidents and fulfilling service requests.

In essence, the service desk is where users go when something is broken (incident management) or when they need
something (service request management). These two practices represent the bulk of the interactions that the service
desk handles directly with users.

For further information:

ITIL 4 Foundation Syllabus: This document outlines the core concepts of ITIL 4, including service
management practices. It can usually be obtained from accredited ITIL training providers.

Axelos Website:https://www.axelos.com/ - The official source for ITIL information.

Question: 40

When should a change request be submitted to resolve a problem?

A.As soon as a solution for the problem has been identified
B.As soon as a workaround for the problem has been identified
C.As soon as the analysis of the frequency and impact of incidents justifies the change

D.As soon as the analysis of cost, risks and benefits justifies the change

Answer: D

Explanation:

The correct answer is D because a change request should be submitted when the analysis of cost, risks, and benefits
justifies implementing a permanent solution to a problem. While identifying a solution or workaround (options A and B)
is necessary, submitting a change request without understanding the financial implications, potential disruptions, and
overall value is premature and potentially wasteful. Even if the problem is frequently occurring with a significant impact
(option C), a change request should not be raised before proper risk assessments, cost analyses, and benefit evaluations.
This is in alignment with ITIL 4's guiding principle of "Focus on value." Change requests should be driven by a careful
consideration of all aspects, ensuring the resolution is not only effective but also economically and operationally sound.
A structured, phased approach, incorporating these elements, minimizes unintended consequences and optimizes
resource allocation. The analysis helps to prioritize changes, ensuring that those with the highest value and lowest risk
are addressed first.

Further reading and resources:

Axelos ITIL 4 Foundation Handbook: This is the official resource for ITIL 4 and provides detailed information on
change management and problem management.

ITIL 4 Managing Professional Drive Stakeholder Value: This resource provides detailed insights into value
creation and stakeholder engagement within ITIL 4, which are directly relevant to assessing the benefits of a change.
Official ITIL Website:https://www.axelos.com/
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Question: 41

Identify the missing words in the following sentence:
A user is [?] that uses services.

A.an organization
B.arole
C.ateam

D.a supplier

Answer: B

Explanation:

The correct answer is B. a role. Here's why:

The ITIL 4 definition of a user focuses on the interaction with services. A user doesn't necessarily have to be a formal
organization (A), a team (C), or a supplier (D). While organizations utilize services and teams may use them
collaboratively, the core concept revolves around the role an individual or entity takes when interacting with a service.

A user is a role assumed by someone who consumes and interacts with IT services. This role is defined by their access
rights, permissions, and the way they utilize the service. Consider a scenario where a single employee in a company
utilizes multiple IT services; they assume different user roles for each service. For example, they might be a "data entry
user” for one application and a "report generator user” for another. The crucial element is their active consumption and
interaction with the service based on the specific tasks they perform. The phrase "user role" is frequently used within
ITIL and service management contexts. The term emphasizes that it's the function or position someone has regarding a
service, not necessarily their entire organizational affiliation. Therefore, the statement "A user is a role that uses
services" is the most accurate reflection of ITIL 4 principles.

For further reading, consider the following resources:

AXELOS ITIL 4 Foundation Syllabus: This provides the official definition of key terms. Official
ITIL 4 Foundation publications: These offer in-depth explanations of ITIL concepts.

Question: 42

Which is included in the purpose of the 'change enablement' practice?

A.Make new and changed services available for use
B:Ensure that risks have been properly assessed
C.Record and report selected changes of state

D.Plan and manage the full lifecycle of all IT assets

Answer: B

Explanation:

The correct answer is B, "Ensure that risks have been properly assessed.” The primary purpose of the change
enablement practice, formerly known as change management, is not simply about implementing changes. Instead, it
focuses on controlling the risks associated with changes, thereby minimizing negative impacts on services and
maximizing the number of successful IT changes. Option A, "Make new and changed services available for use," is more
aligned with the service transition and release management aspects of service



management. Option C, "Record and report selected changes of state," is closer to configuration

management, while option D, "Plan and manage the full lifecycle of all IT assets," is the realm of IT asset management.
Change enablement is about evaluating, authorizing, and scheduling changes to minimize disruption. A key activity
within change enablement is risk assessment, where potential problems arising from a change are identified and
analyzed, and mitigation strategies are developed. Therefore, ensuring that risks are properly assessed is central to the
purpose of the change enablement practice. Without proper risk assessment, organizations could face service outages,
data breaches, and other costly problems. The entire framework of ITIL emphasizes controlled change, which
necessitates a robust risk management component.

For further reading and authoritative sources, refer to:

AXELOS ITIL 4 Foundation: ITIL 4 Edition (https://www.axelos.com/)
Official ITIL 4 publications

Question: 43

Which activity is part of the 'continual improvement' practice?

A.ldentifying the cause of incidents and recommending related improvements
B.Authorizing changes to implement improvements
C.Logging and managing incidents that result in improvement opportunities

D.Making business cases for improvement action

Answer: D

Explanation:

The correct answer is D. Making business cases for improvement action.

Here's why: The Continual Improvement (CI) practice within ITIL 4 is fundamentally about systematically improving
services, practices, and processes across the service value system. A core tenet of Cl is that improvements should be
justified and aligned with business needs and objectives. This is achieved through the development of business cases. A
business case outlines the rationale for a proposed improvement, including the benefits, costs, risks, and potential
return on investment (ROI). By creating a solid business case, organizations can prioritize improvements based on their
strategic value and ensure resources are allocated effectively. It ensures improvements aren't implemented randomly,
but are targeted, measurable, achievable, relevant, and time-bound (SMART).

Let's look at why the other options are less appropriate:

A. Identifying the cause of incidents and recommending related improvements: While identifying root causes of
incidents is important, it primarily falls under the 'incident management' and 'problem management' practices. The
identification is a precursor to CI, but making the business case initiates the actual

improvement implementation planning within CI.

B. Authorizing changes to implement improvements: Change authorization is part of the 'change
management' (now 'change enablement') practice. While necessary for implementing improvements identified by CI,
authorization is a distinct activity.

C. Logging and managing incidents that result in improvement opportunities: This is part of 'incident
management'. [dentifying opportunities stemming from incidents feeds into CI, but the act of logging is not the same
as taking action to implement improvements through a business case.

In summary, the 'continual improvement' practice emphasizes a structured approach to identifying, planning, and
implementing improvements. Creating business cases is a crucial step in this process, ensuring that improvements are
aligned with business goals and justified by their potential value. It represents a deliberate
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and strategic approach to enhancing services and processes.

Authoritative Links:

AXELOS ITIL 4 Foundation: ITIL 4 Edition
Official ITIL Website: (Search for "Continual Improvement Practice Guide") - While locked behind
subscription, gives insight into this.

Question: 44

How does information about problems and known errors contribute to 'incident management'?

A.lt enables quick and efficient diagnosis of incidents
B.It removes the need for regular customer updates
C.It removes the need for collaboration during incident resolution

D.It enables the reassessment of known errors

Answer: A

Explanation:

The correct answer, A, is justified because information about problems and known errors significantly accelerates and
enhances incident diagnosis within ITIL 4 Incident Management. When a problem or known error exists, a record
detailing its symptoms, root cause, and potential workarounds is created. This historical data is invaluable when a
new incident arises.

Instead of starting from scratch, Incident Management teams can consult the problem/known error records. If the
incident's symptoms match a known error, the team can immediately apply the documented workaround, resolving the
incident quickly. This reduces downtime and minimizes the impact on users. Without this pre-existing knowledge,
incident resolution would be a much slower and more resource-intensive process, requiring potentially lengthy
investigation and trial-and-error troubleshooting.

Option B is incorrect because regular customer updates are a critical aspect of incident management, regardless of
known errors. Keeping users informed about progress and estimated resolution times maintains trust and manages
expectations. Option C is incorrect because collaboration is almost always essential for resolving incidents, especially
complex ones. Known errors might provide initial clues, but teamwork and expertise are still needed to fully address the
issue. Option D is incorrect because known errors themselves are not reassessed during incident resolution. The
problem management process handles the reassessment of known errors to determine if a permanent solution is
feasible. Incident management focuses on restoring service as quickly as possible.

In essence, problems and known errors act as a knowledge base for incident management, providing valuable
information for quicker diagnosis and resolution, thus improving service availability and user satisfaction.

Further reading:

AXELOS ITIL 4 Foundation Handbook
https://www.bmc.com/blogs/itil-incident-management/ (Note: While from a vendor, BMC provides a generally
accurate overview)

Question: 45

Which practice owns and manages issues, queries and requests from users?
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A.Incident management
B.Service desk
C.Change control

D.Problem management

Answer: B

Explanation:

The correct answer is B, Service Desk. A Service Desk practice's primary responsibility is to act as the single point of
contact between the service provider and users. This includes handling a wide range of user interactions, such as
incidents, service requests, queries, and complaints. The Service Desk ensures that users have a way to communicate
their needs and receive timely assistance.

While Incident Management (A) focuses on restoring normal service operation as quickly as possible after an
interruption, it doesn't inherently manage all user requests and queries. Change Control (C) deals with the controlled
implementation of changes to the IT infrastructure. Problem Management (D) investigates the underlying causes of
incidents to prevent them from recurring.

The Service Desk, however, is designed to be the front door for all user interactions, including logging, categorizing,
and prioritizing issues, requests, and queries. It routes these interactions to the appropriate teams for resolution or
fulfillment. The other practices primarily come into play after the Service Desk has captured the initial interaction.
Therefore, of the options given, the Service Desk is the practice most directly related to owning and managing issues,
queries, and requests from users.https://www.axelos.com/(Axelos is the official source for ITIL)

Question: 46

Which statement about the automation of service requests is CORRECT?

A.Service requests that cannot be automated should be handled as incidents
B.Service requests and their fulfilment should be automated as much as possible
C.Service requests that cannot be automated should be handled as problems

D.Service requests and their fulfilment should be carried out by service desk staff without automation

Answer: B

Explanation:
The correct answer is B: Service requests and their fulfillment should be automated as much as possible.

Here's why:

ITIL 4 emphasizes optimizing processes and leveraging technology to improve efficiency and user experience.
Automating service request fulfillment aligns directly with this principle. Automation reduces manual effort, minimizes
errors, speeds up response times, and frees up staff to focus on more complex tasks. This leads to increased productivity
and customer satisfaction. Consider, for instance, password resets, software installations, or access requests - these are
frequently recurring and predictable tasks that can be easily automated with workflows and scripts.

Option A is incorrect because service requests that cannot be automated are still service requests. They might require
manual intervention due to their complexity or unique nature, but they shouldn't automatically be classified as
incidents (which are unplanned disruptions to service).
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Option C is wrong because service requests aren't typically related to underlying problems. Problems involve
identifying the root cause of incidents and preventing them from recurring. While a service request could reveal a
problem, that's not the primary reason for not automating it.

Option D is undesirable because it's inefficient and doesn't leverage the benefits of automation. Maintaining a fully
manual service request process negates the potential for cost savings, faster turnaround times, and reduced human
error.

In essence, ITIL 4 advocates for adopting automation to improve service delivery and optimize resource allocation.
Automated service request fulfillment directly contributes to achieving these goals. By automating routine requests, IT
organizations can significantly enhance operational efficiency and the overall user experience.

Further reading:

AXELOS ITIL 4 Foundation Book: This is the primary source for ITIL 4 guidance.

ITIL 4 Practice Guides: These guides offer practical advice on implementing specific ITIL practices, including service
request management. Consider reviewing the service request management guide for more in-depth information.
These can be purchased from AXELOS's website or authorized resellers.

Question: 47

Which can act as an operating model for an organization?

A.The four dimensions of service management
B.The service value chain
C.The ITIL guiding principles

D.Continual improvement

Answer: B

Explanation:

The service value chain in ITIL 4 represents a coordinated arrangement of activities that enable an

organization to create, deliver, and continually improve services. It outlines the key steps an organization takes to
respond to demand and create value. These activities encompass planning, improvement,

engagement, design and transition, obtain/build, and deliver and support. Because it describes how value is created, the
service value chain acts as an operating model. An operating model defines how an organization structures its resources
and processes to achieve its strategic goals. The service value chain outlines the core functions and processes that
underpin service delivery, essentially dictating how the organization operates in the service management context.

The four dimensions of service management (organizations and people, information and technology, partners and
suppliers, and value streams and processes) are considerations relevant to all service management activities, but they
do not, on their own, constitute a complete operating model. The ITIL guiding principles guide decisions and actions
across the service value system but are not an operating model themselves. Continual improvement is a practice that
should be applied to all aspects of the service value system, rather than being an operating model. It's a principle
underpinning its operation. The service value chain is uniquely positioned as the answer, as it presents a structured
approach to how value is co-created by the organization and its customers through various interconnected activities.

For further reading and confirmation:

AXELOS Official ITIL 4 Foundation Materials: (Unfortunately, these are typically behind a paywall, available



through official training providers. The concepts are best confirmed by the official source).

Service Value Chain Definition: Many IT service management blogs and resources explain the Service Value Chain.
Search for "ITIL 4 Service Value Chain" to find numerous articles detailing its components and function within the ITIL
framework. Look for reputable sites adhering to the official ITIL definitions.

Question: 48

Which practice recommends the use of event-based surveys to gather feedback from customers?

A.Service level management
B.Change enablement
C.Service request management

D.Problem management

Answer: A

Explanation:

The answer is A. Service Level Management.

Here's why: Service Level Management (SLM) focuses on setting clear service expectations and ensuring that those
expectations are met. Gathering feedback is critical to achieving this. Event-based surveys, triggered after specific
customer interactions or service deliveries, are a common practice within SLM to gauge customer satisfaction and
identify areas for improvement related to service level agreements (SLAs). These surveys provide valuable insights into
how well the service is performing against agreed-upon metrics and customer perceptions.

Change Enablement focuses on managing changes efficiently and effectively. While customer satisfaction is important
for change success, event-based surveys are not a primary tool for its core functions. Service Request Management
primarily focuses on efficiently handling routine user requests. While feedback is helpful, it's not as central to the
practice as it is for monitoring SLA performance. Problem Management focuses on identifying and resolving the root
causes of incidents. While indirectly impacting customer satisfaction, direct feedback through event-based surveys is
not a typical component of this practice.

Event-based surveys directly support SLM's objective of continuous service improvement by providing specific,
timely feedback tied to service performance. This feedback loop is essential for refining SLAs and optimizing service
delivery to meet customer needs and maintain satisfaction. SLM utilizes this feedback to proactively address issues,
adjust service levels, and enhance the overall customer experience.

For further research, consider exploring these resources:

AXELOS ITIL 4 Foundation Guidance: (Official ITIL documentation requires purchase, but often summaries and
articles are available online) Look for information on Service Level Management and feedback loops. ITSM.tools:
Offers articles and resources on ITIL practices, including Service Level Management. Search for articles about "ITIL 4
Service Level Management" and "customer feedback in ITIL."

BMC Blogs: BMC often publishes informative blog posts on ITIL and ITSM best practices. Search for articles related to
"ITIL 4 customer satisfaction" or "Service Level Agreements and customer feedback."

Question: 49
Which statement about change authorities is CORRECT?

A.Change authorities are only required for authorizing emergency changes



B.Change authorities are assigned when each change is deployed
C.Change authorities are only required for authorizing normal changes

D.Change authorities are assigned for each type of change and change model

Answer: D

Explanation:
The correct answer is D: Change authorities are assigned for each type of change and change model.
Here's why:

ITIL 4 emphasizes flexibility and context in change management. Different types of changes carry different levels of risk
and urgency. Therefore, a "one-size-fits-all" approval process isn't efficient or effective. Instead, change authorities are
delegated at different levels in the organization depending on the change type. The change authority is the person or
group authorized to approve a change.

Why A is incorrect: Change authorities are needed for more than just emergency changes. While emergency changes
require expedited handling, other changes also require proper authorization based on their risk and impact.

Why B is incorrect: Change authorities are needed before deployment, not during. Their role is to authorize the
change before it goes live.

Why C is incorrect: Change authorities are not limited to normal changes. They are required for all types of changes,
although the level of authority may differ.

Each change model (a pre-defined, repeatable approach to handling a specific type of change) should specify the
required change authority. This ensures that changes are approved by individuals with the appropriate knowledge,
experience, and decision-making power related to that particular type of change. Pre-approved changes are also
possible, but require proper review and approval. The appropriate change authority ensures that changes are properly
assessed for risk, resources are correctly assigned, and that implementation follows the proper change model. This
aligns with ITIL 4's guiding principles of "focus on value" and "optimize and automate" by streamlining the change
approval process while maintaining governance.

Supporting resources:

Official ITIL 4 Foundation materials (AXELOS): These materials provide a complete understanding of change
management and change authority.

https://www.axelos.com/ (AXELOS official website)
Various ITIL 4 online resources and training courses further explain the delegation of change authority.

Question: 50
Which statement about outcomes is CORRECT?

A.Outcomes are one or more services that fulfill the needs of a service consumer
B.Service providers help service consumers achieve outcomes
C.Outcomes help service consumers achieve outputs

D.Helping service consumers achieve outcomes reduces service provider costs

Answer: B

Explanation:

Here's a detailed justification for why option B is the correct answer, and why the others are incorrect,
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drawing upon ITIL 4 concepts:

Option B, "Service providers help service consumers achieve outcomes," is the correct answer because it aligns directly
with the core purpose of service management in ITIL 4. The primary goal of a service provider is to enable service
consumers to achieve their desired results (outcomes) without the consumer needing to manage specific costs and
risks. A service provider is there to take care of all the technicalities.

Option A is incorrect because outcomes are not services themselves. Outcomes are results achieved by the service
consumer when utilizing services. A service can contribute to an outcome, but it isn't the outcome itself.

Option C is incorrect because outcomes and outputs are distinct concepts. Outputs are tangible deliverables (e.g., a
report, a completed task), whereas outcomes are the value or result the consumer experiences from those outputs.
Outputs can contribute to outcomes, but they aren't the same thing. A service consumer does not achieve outputs; they
achieve outcomes.

Option D is incorrect because while optimizing costs for the service provider is essential for sustainability, it's not the
defining characteristic of achieving outcomes. The primary focus is enabling the consumer to achieve their desired
results. Cost reduction for the provider is a secondary benefit that can arise from efficient service delivery.

In essence, ITIL 4 emphasizes value co-creation. Service providers and consumers work together, with the
provider facilitating the consumer's ability to achieve their desired business outcomes. This collaboration involves
understanding the consumer's needs, designing services to meet those needs, and continually improving those
services to maximize value.

Here are some resources for further research:

AXELOS ITIL 4 Foundation Guidance: You can find the core principles of ITIL 4 in their official publications. These
are usually found in the course material or a similar learning document.

Official ITIL Website: Search for "ITIL 4 service value system" or "ITIL 4 key concepts" to get specific
information from the official source.

Question: 51

Which will NOT be handled as a service request?

A.The degradation of a service
B.The replacement of a toner cartridge
C.The provision of a laptop

D.A complaint about a support team

Answer: A

Explanation:

Here's a detailed justification for why option A, "The degradation of a service," is NOT handled as a service request,
along with supporting explanations and resources.

Service requests are standardized requests from users for something, such as information, advice, a standard change, or
access to a service. They are typically low-risk, frequently occurring, and well-defined. The key characteristic is that a
service request doesn't involve a failure or degradation of an existing service. It's about fulfilling a predefined need.

Examples provided in the options are "The replacement of a toner cartridge", "The provision of a laptop", and "A
complaint about a support team". These represent common, relatively



simple requests that have established procedures for fulfillment.

However, the degradation of a service signals that something is not working as intended. This indicates an incident,
not a service request. An incident is an unplanned interruption to a service or a reduction in the quality of a service.
Degradation falls squarely under this definition. Incident management processes are designed to rapidly restore

service to normal operating levels. Therefore, degraded services are escalated as incidents to be resolved promptly.

The focus on incident management would be on quickly diagnosing the cause of the degradation and applying a fix or
workaround. In contrast, service requests focus on fulfilling routine user needs without addressing existing problems.
The ITIL 4 framework specifies clear separation and management for Incidents and Service Requests.

In summary, if a service is degrading, you wouldn't request it to be fixed (service request); you would report it as an
incident so the support teams can restore it to normal operations. The other options are requests for service or items
which fall under normal requests.

Further Reading:

AXELOS ITIL 4 Foundation Study Guide: The official study guide provides a comprehensive overview of ITIL 4
concepts.

ITIL 4 Foundation: ITIL 4 Edition:https://www.axelos.com/certifications/itil-certifications (AXELOS, the official
ITIL body) - This link gives information on the ITIL 4 framework and the definition of incident and service request.
While the specific definitions aren't directly on this page, it links to resources describing ITIL 4.

Question: 52

A service offering may include goods, access to resources, and service actions. Which is an example of a service action?

A.A mobile phone enables a user to work remotely
B.A password-allows a-user connect to-a WiFi-network
C.Alicense allows a user to install a software product

D.A service desk agent provides support to a user

Answer: D

Explanation:

The correct answer is D. A service action is work performed to deliver a service. Options A, B, and C describe resources
or access provided as part of a service offering, not the actions performed by the service provider.

A mobile phone (A) is a good or product. A password granting WiFi access (B) represents access to a resource. Similarly,
a software license (C) grants access to a software product. These are all components included in a service offering, but
they aren't the activities undertaken by the service provider.

A service desk agent providing support (D) is an activity performed by the service provider to directly assist the
service consumer. This aligns directly with the definition of a service action. Service actions include tasks like incident
resolution, user support, proactive monitoring, and other activities designed to maintain or improve the service for
the user. They are the concrete activities the service provider performs.

In the ITIL 4 framework, understanding the composition of service offerings, which includes goods, access to resources,
and service actions, is crucial for effective service management. Service actions are essential because they represent the
direct interaction and value delivered by the service provider. The quality of these
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actions directly impacts the perceived value and satisfaction of the service consumer.For more information, you can
consult the official ITIL 4 Foundation syllabus or materials.https://www.axelos.com/

Question: 53

Which is a purpose of the 'engage' value chain activity?

A.Meeting expectations for quality, costs and time-to-market
B.Providing transparency and good relationships
C.Ensuring the continual improvement of services

D.Ensuring that the organization's vision is understood

Answer: B

Explanation:
The correct answer is B. Providing transparency and good relationships.

The 'Engage’ value chain activity in ITIL 4 focuses on understanding stakeholder needs, fostering strong relationships,
and ensuring transparent communication. Its purpose is to build and maintain trust, ensuring all parties are aligned and
informed throughout the service value system. By engaging with stakeholders proactively and openly, the organization
can better understand their expectations and improve customer satisfaction. This proactive communication helps to
manage expectations and build confidence in the service provider. The 'Engage’ activity involves understanding
customer needs, providing visibility into service performance, and actively seeking feedback. This bidirectional
communication strengthens the relationships between the service provider and the consumers. Options A, C, and D
relate to other value chain activities like 'Plan’, 'Improve’, and 'Deliver & Support' more directly. Option A is more
aligned with Deliver and Support.

Option C is more closely related to the Improve value chain activity. And Option D is more aligned with planning
aspects. In conclusion, engage concentrates primarily on interactions, transparency, and relationships.

Further reading:

AXELOS ITIL 4 Foundation Study Guide: https://www.axelos.com/
Official ITIL 4 Foundation Documentation

Question: 54

Which statement about a service value stream is CORRECT?

A.lt uses prescriptive inputs and outputs
B.It is a value chain activity
C.It integrates practices for a specific scenario

D.Itis used to provide governance

Answer: C

Explanation:
The correct answer is C: "It integrates practices for a specific scenario." Here's why:

A service value stream is a series of steps an organization undertakes to create and deliver value to a
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consumer. The key is that it's specific to a scenario.

Why A is incorrect: Service value streams aren't prescriptive. They are flexible and adapted to the situation. The ITIL
4 framework emphasizes adaptability rather than rigid processes.

Why B is incorrect: While a service value stream does contribute to the overall value chain, it's not a value chain
activity in itself. The value chain encompasses all of the service value streams.

Why D is incorrect: Governance is a separate aspect. The service value stream focuses on how value is created,
not on overseeing and controlling the process (which is what governance is about).

Answer C highlights that a value stream is designed to integrate practices (like incident management, change
management, etc.) in a way that efficiently achieves a specific goal or outcome. This targeted approach is the essence of
value stream mapping. This can be mapped with methodologies like Agile, or DevOps.For Example: Think of deploying a
new feature to a cloud-based application. A value stream might involve requirements gathering, code development,
testing, infrastructure provisioning (using cloud resources), deployment, and monitoring. Each step integrates different
practices to achieve the specific goal of releasing the feature.

Supporting Reference:ITIL 4 Foundation: ITIL Foundation Study Guide by Claire AgutterITIL Foundation
Handbook

For further research, check out these links:

AXELOS ITIL 4 resources: https://www.axelos.com/

Question: 55
Which statement about outputs is CORRECT?

A.They consist of several outcomes
B.They capture customer demand for services
C.They contribute to the achievement of outcomes

D.They describe how the service performs

Answer: C

Explanation:

The correct answer is C: "They contribute to the achievement of outcomes." Here's why:

ITIL 4 focuses heavily on value creation, and value is co-created through services. Services are organized to provide
outputs that contribute to outcomes.

Outputs are tangible or intangible deliverables of an activity. They represent what the service produces. Outcomes
are the results desired by the service consumer. They represent the value the service consumer receives.

The link between outputs and outcomes is crucial. The outputs enable the outcomes. For example, an output might be
a functional application, while the desired outcome for the user is increased productivity. The application's
functionality contributes directly to achieving that increased productivity. Without reliable and correctly functioning
outputs, the desired outcomes cannot be achieved.

A is incorrect because outcomes are the results.B is incorrect because demand is not an output.D is incorrect because
outputs are not how the service performs, that would be defined by measurements, not what it creates.
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In summary, outputs are the means to achieve the ends (outcomes). Service management focuses on ensuring
these outputs are of sufficient quality and consistency to reliably deliver the desired outcomes for service
consumers.

Authoritative Link:

Axelos. ITIL Foundation: ITIL 4 Edition. TSO, 2019. (While a specific URL is not publicly available for the official ITIL
manual, searching for "ITIL 4 Foundation" on reputable bookselling sites or consulting official ITIL training providers
will lead you to resources that detail the relationship between outputs and outcomes).

Question: 56

Which is an example of a business related measurement?

A.The number of passengers checked in
B.The average time to respond to change requests
C.The average resolution time for incidents

D.The number of problems resolved

Answer: A

Explanation:

The correct answer is A, "The number of passengers checked in," because it directly reflects a core business activity and
outcome for a passenger transportation company. Business-related measurements focus on indicators that demonstrate
the effectiveness and efficiency of the business in achieving its strategic goals. In this context, a higher number of
passengers checked in signifies greater business volume and potentially higher revenue. Options B, C, and D (average
time to respond to change requests, average resolution time for incidents, and the number of problems resolved) are IT
service management (ITSM) metrics. While ITSM metrics indirectly contribute to business value by ensuring stable and
reliable IT services, they don't directly represent a business outcome in the same way as the number of passengers.
ITSM metrics reflect the efficiency and effectiveness of IT support activities which ultimately facilitates the business
operations (passenger check-in, in this specific case). The number of passengers is a key performance indicator (KPI)
that is linked to customer satisfaction and revenue generation for the airline. A high number of passengers checked in
can translate to a higher profit margin, which makes this a crucial business measurement. The ITIL framework
emphasizes aligning IT services with business needs. The number of passengers checked in illustrates this alignment
because it shows the successful delivery of the transportation service which IT helps facilitates.

Here are links for more research:

AXELOS ITIL 4 Foundation Guidance: (Official ITIL provider - requires purchase or subscription, but provides the
most authoritative information)
ITIL Foundation Essentials: ITIL 4 Edition by Claire Agutter (A well-regarded study guide)

Question: 57

What is defined as any component that needs to be managed in order to deliver an IT service?

A.A service request
B.A configuration item (CI)
C.An incident



D.An IT asset

Answer: B

Explanation:

The correct answer is B: A configuration item (CI). Let's break down why:

ITIL 4 focuses on value creation through services. These services depend on various components that need to be
managed. A Configuration Item (CI) is defined in ITIL as "any component that needs to be managed in order to deliver
an IT service." This is the defining characteristic of a CI. It can be hardware, software,

documentation, a process, or even a person. Crucially, it needs to be tracked and managed to ensure the service
functions correctly. Examples include servers, databases, network devices, software applications, virtual machines, and
even documentation.

A service request (A) is a request from a user for something, like a new piece of software or password reset. While
resolving service requests might involve Cls, the request itself isn't a component managed for service delivery. An
incident (C) is an unplanned interruption to, or reduction in the quality of, an IT service. Like service requests, incident
management will often involve manipulating Cls, but the incident itself is not a managed component. An IT asset (D)
refers to any financially valuable component. While all Cls could potentially be IT assets, the definition of CI is broader
because not all CIs are necessarily financially valuable (like a piece of service documentation).

Therefore, option B, Configuration Item (CI), most precisely fits the ITIL definition of any component that needs to be
managed to deliver an IT service. The aim of Configuration Management is to identify, control, record, report, audit, and
verify Cls, including versions, baselines, constituent components and their attributes.

This controlled management allows for accurate incident management, change management and overall service
improvement. Without effective Cl management, organizations would struggle to understand the dependencies
within their IT infrastructure and the impact of changes or failures.

For further reading:

Axelos ITIL 4 Foundation: ITIL 4 Edition: This is the official ITIL 4 Foundation guidance.
ITIL 4 Pocket Guide by Van Haren Publishing: A concise summary of ITIL 4 concepts.

Question: 58

Which includes governance, management practices, and continual improvement?

A.The service value system
B.The 'deliver and support' value chain activity
C.The 'focus on value' guiding principle

D.The 'value stream and processes' dimension

Answer: A

Explanation:

The correct answer is A, the Service Value System (SVS). The SVS is the overarching framework in ITIL 4, encompassing
how all the components and activities of an organization work together as a system to enable value creation.
Governance is inherently part of the SVS as it sets the direction and boundaries within which the organization operates.
Management practices, like incident management or change management, are core components that execute the
governance's mandates. Continual improvement is not just a practice, but a principle embedded throughout the SVS,
ensuring that the organization is always seeking ways to enhance value.



Let's look at why the other options are incorrect:

B. The 'deliver and support' value chain activity: While important, this is only one part of the value chain and
doesn't represent the entire system of governance, management practices, and continual improvement. It primarily
focuses on operational aspects.

C. The 'focus on value' guiding principle: This principle guides actions, but it's not a system that includes
governance, practices, and continual improvement. It's more of a guiding thought.

D. The 'value stream and processes' dimension: This is one of the four dimensions of service management, which
considers the overall aspects necessary for the successful delivery and management of products and services. This
dimension focuses on how the organization structures itself and the processes it uses. While linked to governance,
management practices, and continual improvement, it does not include them.

In summary, the SVS provides the holistic structure that integrates governance, management practices, and continual
improvement to create, deliver, and support value for the organization and its stakeholders. It's the encompassing
system designed to coordinate all aspects of service management within an organization.

For further research, refer to the official ITIL 4 Foundation syllabus and publications, available through Axelos or other
ITIL training providers. Specifically, explore the sections detailing the Service Value
System.https://www.axelos.com/

Question: 59
What is the definition of a problem?

A.An unplanned interruption to a service, or reduction in the quality of a service
B.A cause, or potential cause, of one or more incidents
C.An incident for which a full resolution is not yet available

D.Any change of state that has significance for the management of a configuration item (CI)

Answer: B

Explanation:

The correct answer is B because the ITIL 4 definition of a "problem" specifically refers to its nature as a root cause or
potential root cause. Problems are the underlying reasons behind incidents, which are the actual service disruptions
experienced by users. The goal of problem management is to identify and resolve these root causes to prevent future
incidents.

Option A defines an incident, not a problem. Incidents represent the symptom, while problems represent the
underlying disease. Option C describes a workaround, a temporary fix for an incident when a full resolution is not
immediately available. While workarounds might be associated with problem management, they don't define what a
problem is. Option D defines a change event related to configuration items (CIs) and is relevant to change
management, not problem management.

Problem management aims to proactively identify and address issues before they lead to incidents, or to reactively
investigate and resolve incidents to prevent recurrence. Focusing on root causes improves service stability and
reduces downtime, directly impacting business outcomes. A well-managed problem process enhances overall service
quality and user satisfaction. By addressing the core issues, organizations can improve the reliability of their IT
services and reduce the need for reactive incident management.

Understanding this distinction is crucial for successful IT service management. Ignoring the root causes and only
focusing on fixing incidents will lead to repeated disruptions and increased costs. Effective problem management leads
to more resilient and stable IT infrastructure. Therefore, the correct definition emphasizes the problem's role as a
potential or actual cause of incidents. This proactive approach is critical for long-term
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IT service improvement.

Authoritative Links:

Axelos ITIL 4 Foundation Syllabus: (Search for the latest official syllabus; it's often available through training
providers)
ITIL Foundation Handbook: (Similar to syllabus, often available via training partners)

Question: 60

Which practice provides a communications point for users to report operational issues, queries and requests?

A.Incident management
B.Continual improvement
C.Service desk

D.Relationship management

Answer: C

Explanation:

The correct answer is C, Service Desk, because the primary function of a service desk is to act as the single point of
contact (SPOC) between the service provider and the users. Users can report incidents (operational issues), ask
questions (queries), and request services (requests) through the service desk. Incident

Management (A) focuses on restoring normal service operation as quickly as possible, but the Service Desk is often the
initial point of contact for reporting incidents. Continual Improvement (B) focuses on improving services, practices, and
processes over time; while relevant, it's not the communication channel described in the question. Relationship
Management (D) focuses on building and maintaining relationships with

stakeholders; however, it is not primarily focused on managing day-to-day user interactions and issue reporting. The
ITIL 4 Foundation guidance clearly emphasizes the Service Desk's role as a central

communication hub for users. A well-functioning service desk ensures efficient logging, categorization, and routing of
user issues and requests, thereby contributing to overall service quality and user satisfaction. This is a crucial aspect of
service management within any cloud or traditional IT environment. The ITIL framework puts the service desk at the
forefront of managing user interactions and ensuring efficient service
delivery.https://www.axelos.com/https://www.bmc.com/blogs/itil-service-desk/

Question: 61

Which dimension is MOST concerned with skills, competencies, roles and responsibilities?

A.Organizations and people
B.Information and technology
C.Partners and suppliers

D.Value streams and processes

Answer: A
Explanation:
The correct answer is A: Organizations and people. This dimension of service management is fundamentally about the

human element within a service management system. It considers how the organizational structure, the skills and
competencies of individuals, defined roles, and clear responsibilities contribute to the creation,
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delivery, and improvement of services.

Option B, Information and technology, focuses on the tools, technologies, and data that support service management.
While important, it doesn't directly address skills and responsibilities. Option C, Partners and suppliers, relates to the
external relationships needed to support service value streams, but not the internal competencies. Option D, Value
streams and processes, deals with how activities are organized to create value, but does not cover the skills and
responsibilities needed to perform those activities.

The "Organizations and people" dimension ensures that the right people, with the right skills, are in the right roles to
effectively manage and deliver services. Competencies such as technical expertise, communication skills, problem-
solving abilities, and leadership qualities are vital. Clear roles and responsibilities define accountability and decision-
making authority, preventing overlaps or gaps in service management. Without addressing this dimension, services will
likely suffer from inefficiencies, errors, and a lack of clear ownership, regardless of the quality of technology or
processes in place.

In summary, the "Organizations and people" dimension directly and explicitly addresses the crucial aspects of skills,
competencies, roles, and responsibilities, making it the most appropriate answer.

Authoritative source: AXELOS, "ITIL 4 Foundation: ITIL 4 Edition"

Question: 62

An organization asks a stakeholder to review a planned change. Which guiding principle does this demonstrate?

A.Collaborate and promote visibility
B.Start where you are
C.Focus on value

D.Keep it simple and practical

Answer: A

Explanation:
The correct answer is A. Collaborate and promote visibility.

Here's why: The scenario describes an organization actively involving a stakeholder in reviewing a planned change. This
action directly embodies the principle of collaboration. By seeking input from a stakeholder, the organization fosters a
cooperative environment and acknowledges the stakeholder's potential impact or insights related to the change.
Involving the stakeholder also promotes visibility. Sharing the planned change for review ensures transparency and
allows the stakeholder to understand the rationale, scope, and potential effects of the change. This transparency builds
trust and facilitates informed decision-making. Collaboration allows organizations to leverage diverse perspectives,
enhancing the quality of the change implementation and reducing potential risks. Visibility, on the other hand, enables
early detection of potential issues and promotes alignment among stakeholders.

The other options are less relevant. "Start where you are" focuses on assessing the current situation and leveraging
existing resources, but it doesn't directly address stakeholder involvement. "Focus on value" emphasizes delivering
outcomes that are beneficial to the organization and its customers, but while stakeholder input can lead to increased
value, the action described primarily reflects collaboration and visibility. "Keep it simple and practical" highlights the
importance of avoiding unnecessary complexity, and whilst obtaining stakeholder feedback may contribute to
simplifying a complex process, the overarching principle shown is one of collaboration and promoting visibility. The
act of asking a stakeholder to review a change is primarily focused on collaboration and ensuring that the
stakeholder understands the change -visibility.



ITIL 4 Guiding PrinciplesITIL Foundation Handbook

Question: 63

Which practice has a strong influence on the user experience and perception of the service provider?

A.Service desk
B.Change enablement
C.Service level management

D.Supplier management

Answer: A

Explanation:

The answer is A, Service Desk, because the service desk is often the single point of contact between the service provider
and its users. As such, it profoundly shapes the user experience. A well-functioning service desk provides timely, helpful,
and friendly support, leading to positive perceptions. Conversely, a slow, unresponsive, or unhelpful service desk can
severely damage the user experience and perception of the entire service provider, regardless of the underlying
technical excellence of the services being offered.

Change enablement (B) focuses on managing changes effectively, reducing risk, and optimizing IT changes, but its direct
influence on daily user interactions is less pronounced compared to the service desk. Service Level Management (C)
defines and agrees on service levels, influencing expectations and satisfaction, but the execution of those service levels,
particularly issue resolution, is often mediated through the service desk.

Supplier Management (D) manages relationships with external suppliers, and while essential for service delivery,
its impact is indirect on the immediate user experience.

The Service Desk practice's direct interaction with users concerning incident resolution, service requests, and
information provision gives it a unique ability to create positive or negative impressions. The quality of interactions, the
speed of resolution, and the empathy displayed by service desk agents contribute

significantly to how users perceive the service provider's overall competence and commitment to their needs.

A good service desk actively listens to users, understands their problems, and provides effective solutions, thereby
building trust and fostering positive relationships. The other three practices work behind the scenes to enable the
service desk to provide this excellent service, but the service desk is the visible face.

For more information on ITIL 4 service desk, you can consult the official AXELOS ITIL 4 Foundation publication, as

well as resources from ITIL-accredited training providers. While a direct link to a free, authoritative description of

"service desk" within the ITIL framework isn't readily available, researching ITIL 4 Foundation resources generally
will provide further details.

Question: 64
Which statement about service requests is CORRECT?

A.Complex service requests should be dealt with as normal changes
B.Service requests that require simple workflows should be dealt with as incidents
C.Service requests require workflows that should use manual procedures and avoid automation

D.Service requests are usually formalized using standard procedures for initiation, approval and fulfilment
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Answer: D

Explanation:

The correct answer is D: "Service requests are usually formalized using standard procedures for initiation, approval,
and fulfillment." This is because service requests represent pre-defined, relatively low-risk, and frequently
requested services. To ensure efficiency and consistency, organizations establish standardized processes for
managing them.

Option A is incorrect because complex service requests are more akin to standard changes, which have pre-approved
risk profiles and implementation plans. The complexity warrants change management, not simply dealing with them
as normal changes without proper control.

Option B is incorrect because service requests are distinct from incidents. Incidents are unplanned disruptions or
degradations of service, whereas service requests are requests for a service that is already available.

Option C is incorrect because automation is a key aspect of efficient service request management.

Standardized workflows allow for automation of approvals, fulfillment tasks, and notifications, reducing manual effort
and improving response times. Manual procedures hinder efficiency and scalability.Formalizing the initiation, approval,
and fulfillment of service requests through standard procedures ensures consistent service delivery, reduced risk, and
efficient resource utilization. Standardized processes also support auditability and compliance.

For further research, consult the ITIL 4 Foundation syllabus and official AXELOS publications on service request
management. ITIL 4 defines service requests as a standard process within service management.

https://www.axelos.com/certifications/itil-certifications

Question: 65

Which guiding principle recommends coordinating all dimensions of service management?

A.Start where you are
B.Progress iteratively with feedback
C.Think and work holistically

D.Keep it simple and practical

Answer: C

Explanation:
The correct answer is C. Think and work holistically.

The ITIL 4 guiding principle of "Think and work holistically" emphasizes the importance of understanding how all parts
of an organization work together in an integrated way. It advocates for considering all dimensions of service
management, including people, processes, technology, and partners, to deliver value effectively. This principle
acknowledges that a service or a process is not an isolated entity; it is part of a larger ecosystem. Therefore, changes in
one area can have ramifications in others.

Coordinating all dimensions of service management directly aligns with this principle. It requires a comprehensive
view of the organization's capabilities and resources. For example, when introducing a new cloud-based application, a
holistic approach would consider not only the technical implementation but also the impact on users, the necessary
training, the support processes, and the relationships with the cloud provider. This includes considering the four
dimensions of service management. Failing to do so could lead to unforeseen problems and hinder the realization of
value.
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The other options are less directly aligned with the idea of coordinating all dimensions. "Start where you are" focuses
on leveraging existing resources and capabilities. "Progress iteratively with feedback" emphasizes incremental
improvement. "Keep it simple and practical” advocates for avoiding unnecessary complexity.

While all are valuable guiding principles, none speaks to the necessity of a comprehensive, coordinated approach
encompassing all aspects of service management as clearly as "Think and work holistically."

For further reading, refer to the official ITIL 4 Foundation publications and AXELOS resources:
https://www.axelos.com/ or search for "ITIL 4 guiding principles" online.

Question: 66

Which dimension focuses on relationships with other organizations that are involved in the design, development,
deployment and delivery of services?

A.Organizations and people
B.Information and technology
C.Partners and suppliers

D.Value streams and processes

Answer: C

Explanation:

The correct answer is C, Partners and suppliers. This dimension of service management directly addresses the crucial
external relationships an organization has with entities that contribute to the design, development, deployment, and
delivery of services. These relationships are fundamental to the value chain because few organizations operate entirely
independently. Services often rely on third-party components, infrastructure, or specialized expertise.

Partners and suppliers provide essential resources, capabilities, and support that enable the organization to deliver
value to its customers. Effectively managing these relationships, including contracts, service level agreements (SLAs),
and communication channels, is critical for ensuring service quality and reliability.

Ignoring this dimension can lead to disruptions, increased costs, and reduced customer satisfaction.

Option A, Organizations and people, focuses internally on organizational structure, roles, responsibilities, culture, and
skills. Option B, Information and technology, centers on the data, information, applications, and technologies that
support service delivery. Option D, Value streams and processes, concerns the sequence of activities that create and
deliver value to stakeholders. While these dimensions are important, they do not specifically address external
relationships with entities involved in service creation and delivery in the way that 'Partners and Suppliers' does.

For more information on the four dimensions of service management, refer to the official ITIL 4 Foundation
documentation or reputable ITIL training resources, such as:

AXELOS: https://www.axelos.com/
Official ITIL 4 Foundation publications.

Question: 67

Which of these activities is carried out as part of ‘problem management'?

A.Creating incident records
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B.Diagnosing and resolving incidents
C.Escalating incidents to a support team for resolution

D.Trend analysis of incident records

Answer: D

Explanation:

The correct answer is D, Trend analysis of incident records, because problem management focuses on identifying and
managing the underlying causes of incidents. Trend analysis is a key activity within problem management that helps
identify recurring incidents and potential problems. By analyzing incident records, problem management teams can
spot patterns and trends that indicate underlying issues affecting services.

Here's a detailed breakdown:

Problem Management's Core Goal: The primary goal of problem management is to prevent incidents from
happening in the first place. It is a proactive approach.

Trend Analysis as a Proactive Activity: Trend analysis is a proactive activity because it looks at historical data to
predict future issues. It involves reviewing incident data to find repeated patterns or root causes.

Incident vs. Problem: An incident is an unplanned interruption to a service, or reduction in the quality of a
service. A problem is a cause, or potential cause, of one or more incidents.

How Trend Analysis Connects to Problem Management: Through trend analysis, problem management teams can
uncover the underlying problems that are causing incidents. This allows them to implement permanent fixes and
prevent future disruptions. For example, repeated incidents related to a specific server could indicate a hardware
problem that needs to be addressed.

Why other options are incorrect: Creating incident records, diagnosing and resolving incidents, and escalating
incidents are all activities within incident management. These are reactive activities that focus on restoring service as
quickly as possible.

Authoritative Links:

Axelos ITIL 4 Foundation Syllabus: This syllabus provides a detailed overview of ITIL 4 concepts, including
problem management.

ITIL 4 Foundation Handbook: Published by TSO, this handbook offers a comprehensive guide to ITIL 4
Foundation principles and practices.

Question: 68

What must always be done before an activity is automated?

A.Check that the activity has already been optimized
B.Check that suitable new technology has been purchased
C.Ensure that DevOps has been successfully implemented

D.Ensure the solution removes the need for human intervention

Answer: A

Explanation:
The correct answer is A. Check that the activity has already been optimized.
Here's a detailed justification:

Automation, when applied to a poorly optimized process, simply automates inefficiencies. This leads to



magnified problems and faster execution of flawed steps. Before automating, the activity or process must be
thoroughly examined and streamlined to its most efficient state. This involves analyzing the process flow, identifying
bottlenecks, removing redundancies, and simplifying procedures. Only after optimization can automation truly deliver
its intended benefits, such as increased speed, reduced errors, and lower costs.

Optimizing before automating aligns with core ITIL 4 principles. It emphasizes value creation by ensuring that the
automated process contributes positively to service outcomes. Poorly optimized automation can lead to negative
consequences, directly contradicting the principle of focusing on value. Furthermore, it is an aspect of systems thinking,
where understanding how different parts of a service integrate is key to avoiding unintended negative consequences.

Option B is incorrect because purchasing new technology is secondary to optimizing the process. The existing
technology might be perfectly adequate once the process is improved. Option C is incorrect as DevOps is a methodology
and not a prerequisite for any automation. DevOps is about continuous integration and delivery, which could greatly
benefit from automating a well-optimized process, but not necessarily the other way around. Option D is incorrect
because it is a common misconception that full human intervention removal must be the end goal when automating a
process. Often, automation helps human employees deal with more complex tasks.

Here are some resources for further research:

ITIL 4 Foundation Handbook: Provides detailed information on ITIL 4 principles and practices.

AXELOS Official Website: The official source for ITIL information and certifications
(https://www.axelos.com/).

The ITIL Foundation Exam Study Guide: Multiple vendors exist that provide in depth information on ITIL, a good
google search will return these resources.

Question: 69

Identify the missing word in the following sentence.
The use of [?] should support, not replace what is observed, when using the 'start where you are' guiding principle.

A.measurement
B.tools
C.plans

D.process

Answer: A

Explanation:

The correct answer is A. Measurement. Here's why:
The 'start where you are' guiding principle in ITIL 4 emphasizes leveraging existing knowledge and practices within

an organization rather than immediately implementing sweeping changes. Measurement is vital in understanding the
current state. Without understanding current performance via measurement, it's impossible to meaningfully improve.

Option B, Tools, are instruments for accomplishing tasks. While tools are valuable, they should enhance, not
substitute, direct observation and understanding of the existing environment.

Option C, Plans, outline future actions. However, rushing to create elaborate plans without first assessing the current
state would violate the 'start where you are' principle.

Option D, Process, defines standardized ways of doing things. While important, processes shouldn't
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overshadow the need to directly understand existing work patterns.

Therefore, measurement is the best fit. The statement emphasizes that measurement provides valuable insights into the
current state, supporting observations and aiding decision-making. Blindly relying on metrics without actually
observing and understanding the nuances of the existing situation can lead to incorrect conclusions and ineffective
improvements. The 'start where you are' principle encourages using data to augment, not supplant, human observation
and understanding of existing practices. Relying solely on numbers can cause people to chase figures, losing the big
picture of how the different components of an organization come together. Measurement gives valuable insights only
when viewed with an understanding of the existing process and people.

Refer to:

Axelos ITIL 4 Foundation guidance. (The specific text where this guidance is mentioned is proprietary, however
this core principle is widely discussed)

Official ITIL 4 Foundation study guides. (Again, specific text is behind purchase, however core guiding
principles are key here)

Question: 70

How should automation be implemented?

A.By replacing human intervention wherever possible
B.By replacing the existing tools first
C.By initially concentrating on the most complex tasks

D.By optimizing as much as possible first

Answer: D

Explanation:

The correct answer is D: By optimizing as much as possible first. Automation within an ITIL 4 framework should not
be pursued blindly. Instead, optimization needs to precede any automation effort. Understanding existing processes,
identifying bottlenecks, and eliminating inefficiencies are crucial first steps. Premature automation without
optimization can simply amplify existing problems and inefficiencies, leading to wasted resources and even more
complex issues.

Optimizing first means streamlining workflows, standardizing procedures, and clarifying responsibilities. This involves
analyzing current processes to identify redundancies, manual interventions that can be reduced, and areas where
consistency can be improved. Only after these optimization efforts are complete should automation be considered.

The other options are less ideal. Replacing human intervention wherever possible (A) might lead to job losses and
overlooked nuances of human decision-making. Replacing existing tools first (B) could lead to a situation where
outdated processes are automated on new platforms. Concentrating initially on the most complex tasks (C) could lead
to project failure due to the difficulty and potential risk involved.

By focusing on optimization first, organizations can ensure that automation efforts are targeted, effective, and
contribute to tangible improvements in service management. For more detailed information, refer to the official ITIL 4

Foundation guidance on Continual Improvement and Value Streams.

Here's a breakdown linking optimization to ITIL 4 principles:

Focus on Value: Optimization identifies activities that don't contribute to value and eliminates them. Start
Where You Are: Optimization analyzes current processes as the starting point.



Progress Iteratively with Feedback: Optimization is an iterative process, continuously improving processes.
Collaborate and Promote Visibility: Optimization requires collaboration and transparency to understand the value
stream.

Think and Work Holistically: Optimization considers the entire system, not just individual components. Keep
it Simple and Practical: Optimization aims to simplify processes before automating them.

Therefore, optimizing processes is a fundamental prerequisite to successful and beneficial automation within the ITIL
4 framework.

Question: 71

Which activity is part of the 'continual improvement' practice?

A.ldentifying and logging opportunities
B.Delivering tactical and operational engagement with customers
C.Populating and maintaining the asset register

D.Providing a clear path for users to report issues, queries, and requests

Answer: A

Explanation:

The correct answer is A, identifying and logging opportunities, because continual improvement is

fundamentally about finding ways to make things better. The ITIL 4 continual improvement practice focuses on the
ongoing process of aligning an organization's practices and services with changing business needs through the
identification and improvement of services, service components, and service relationships. Identifying and logging
opportunities is the crucial first step in this process, as it establishes the foundation for future improvement efforts.
These opportunities can stem from various sources, including incident analysis, customer feedback, process reviews,
and technology advancements.

Option B, delivering tactical and operational engagement with customers, is more aligned with service relationship
management. While customer engagement is important, it is not the primary focus of the continual improvement
practice itself. Option C, populating and maintaining the asset register, falls under IT asset management. Maintaining an
accurate asset register contributes to overall service management, but it is not a direct activity of continual
improvement. Option D, providing a clear path for users to report issues, queries, and requests, is a key aspect of service
desk practice. While these reported issues can trigger improvement initiatives, simply providing the reporting
mechanism isn't the core of the improvement practice.

The emphasis of continual improvement is proactively seeking and capitalizing on opportunities for enhancement.
This process relies on identifying the current state, defining the desired future state, and charting a path to bridge the
gap. Logging these opportunities allows for prioritization, planning, and tracking of improvement activities.

For further information, refer to the official ITIL 4 publications, specifically the ITIL Foundation handbook and the ITIL
4 Practice Guides. Also, websites like Axelos.com (the official ITIL certification body) and relevant articles on ITSM best

practices can provide detailed insights into the continual improvement practice and its activities.

Authoritative links:

Axelos: https://www.axelos.com/
ITIL Foundation Handbook (Latest Edition) - Search online for the most recent version.
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Question: 72

Which describes the utility of a service?

A.A service that is fit for use
B.A service that meets its service level targets
C.A service that increases constraints on the consumer

D.A service that supports the performance of the consumer

Answer: D

Explanation:

The correct answer is D. A service that supports the performance of the consumer.

Utility, within the context of ITIL 4, refers to the functionality offered by a service to meet a particular need. It addresses
the question "What does the service do?". Essentially, it's about whether the service helps the consumer achieve their
desired outcomes. The service provides value by removing constraints or enhancing the consumer's performance in
some way.

Option A, "A service that is fit for use," describes warranty, not utility. Warranty deals with how the service
performs, its reliability, availability, and security. A service could have excellent utility (do a great job at its core
function), but poor warranty (unreliable, frequently down).

Option B, "A service that meets its service level targets," also relates to warranty, specifically to the agreed levels of
service quality. It does not describe the core functionality or what the service achieves.

Option C, "A service that increases constraints on the consumer," is the opposite of what a service should do. A well-
designed service reduces constraints and supports better performance.

In essence, utility focuses on the what of the service, and warranty focuses on the how well. A service with good utility
directly helps the consumer to perform tasks more effectively or achieve specific objectives. By providing appropriate
functionality and supporting performance, the service demonstrates valuable utility. ITIL 4 emphasizes the
importance of understanding both utility and warranty to deliver valuable services that meet customer needs and
drive desired outcomes.

For further research, consult the official ITIL 4 Foundation publication or Axelos resources:

Axelos ITIL 4 Foundation: https://www.axelos.com/

Question: 73

Which is included in the purpose of the 'service level management' practice?

A.To maximize the number of successful service and product changes
B.To ensure accurate information about the configuration of services is available
C.To set clear business-based targets for service levels

D.To ensure that suppliers and their performance are managed appropriately

Answer: C
Explanation:
The correct answer is C, "To set clear business-based targets for service levels," because the primary goal of Service

Level Management (SLM) in ITIL 4 is to establish agreements (SLAs) that define expected service performance based
on business needs. These SLAs specify measurable targets for aspects like availability,
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response time, and resolution time, thereby aligning IT services with business objectives.

Here's why the other options are incorrect:

A. To maximize the number of successful service and product changes: This aligns more closely with the
'change enablement' (formerly change management) practice, which focuses on managing and controlling changes
to IT services and infrastructure to minimize risks and disruptions.

B. To ensure accurate information about the configuration of services is available: This is the main objective of the
'service configuration management' practice, which maintains information about Configuration Items (Cls) required to
deliver services, including their relationships.

D. To ensure that suppliers and their performance are managed appropriately: While supplier management is
related to SLM, it is specifically addressed by 'supplier management' practice, which focuses on ensuring that
suppliers deliver services and meet their contractual obligations.

Service Level Management proactively manages the demand, capacity, and utilization of IT resources to ensure
consistent service delivery. SLA's are key to aligning customer and service provider expectations, fostering
customer satisfaction and ensuring IT services contribute to the overall business

success.Authoritative links:

AXELOS ITIL 4 Foundation Syllabus
Official ITIL Website

Question: 74
Which-statement-about-costs-is- CORRECT?

A.Costs imposed on the consumer are costs of service utility
B.Costs removed from the consumer are part of the value proposition
C.Costs imposed on the consumer are costs of service warranty

D.Costs removed from the consumer are part of service consumption

Answer: B

Explanation:
The correct answer is B: Costs removed from the consumer are part of the value proposition. Here's why:

The value proposition in ITIL 4 refers to the overall benefits a customer receives from a service, weighing benefits
against costs. These benefits aren't solely about added features; they also include the reduction of things the customer
has to pay for or handle themselves. When a service removes costs for the consumer, it directly contributes to the
overall perceived value. For example, a managed service provider taking over server maintenance removes the cost of
hiring dedicated IT staff, purchasing monitoring tools, and spending time troubleshooting.

Option A is incorrect because costs imposed on the consumer are not directly related to service utility. Utility refers to
the service's fitness for purpose, addressing what the service does.

Option C is incorrect because costs imposed on the consumer are not directly related to service warranty.
Warranty refers to fitness for use, addressing how the service performs. It covers aspects like availability, capacity,
and security.

Option D is incorrect because costs removed from the consumer directly enhance the value delivered by the service,
but are not specifically a part of service consumption itself. Service consumption relates to how the user engages
with the service, while cost removal relates to the overall value.
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In essence, reducing costs for the consumer is a tangible benefit that enhances the service's value proposition. This
reduction directly impacts the return on investment (ROI) a customer experiences. A cloud service, for example, that
reduces the need for on-premises infrastructure lowers capital expenditures (CAPEX) and operational expenditures
(OPEX), adding to its value. This resonates with the principles of lean management, which emphasize eliminating
waste (including costs) to maximize value.

For further reading, consider:

AXELOS ITIL 4 Foundation materials: These are the definitive source for ITIL 4 concepts. ITIL
Foundation Handbook: https://www.amazon.com/ITIL-Foundation-Handbook-2019-Ruth-
Johnstone/dp/0117099438 - A helpful resource for understanding ITIL 4 concepts in detail.

Question: 75

Which value chain activity ensures that service components meet agreed specifications?

A.Plan
B.Design and transition
C.Obtain/build

D.Deliver and support

Answer: C
Explanation:
The correct answer is C: Obtain/build. This activity within the ITIL 4 service value chain directly addresses the

creation or procurement of service components. Ensuring that these components meet agreed specifications is a core
responsibility of the Obtain/build activity.

Let's break it down:

Obtain/build's Focus: This activity encompasses sourcing, developing, and configuring service components. It directly
handles the resources and capabilities needed to create new services or modify existing ones.

Meeting Specifications: Ensuring service components align with pre-defined specifications (performance, security,
functionality, etc.) is paramount during development, acquisition, and configuration. This ensures the service functions
as intended and meets user expectations.

Why other options are incorrect:

Plan: This activity establishes the strategy and direction for service management. It doesn't directly involve the
actual creation or sourcing of components, therefore not directly ensuring they meet specification.

Design and Transition: While design is involved in defining specifications, this activity's primary focus is on creating
the overall service design and transitioning it to operations. It ensures the "what" but not necessarily that the created
components meets them.

Deliver and Support: This activity concerns the ongoing delivery and support of services to users. It focuses on
maintaining the service's functionality and availability after the components have been obtained or built. It detects
defects but doesn't guarantee the meeting of the original requirement.

In summary, Obtain/build is where the actual "construction” or sourcing happens, making it the activity most directly
responsible for verifying service components adhere to the agreed-upon specifications.

Supporting Documentation:
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AXELOS. ITIL Foundation: ITIL 4 Edition. TSO, 2019. (Refer to the service value chain section for detailed descriptions of
each activity). While a direct URL isn't available for the book, this is the authoritative source for ITIL 4 information. You
can often find summaries of the ITIL 4 framework online by searching for "ITIL 4 service value chain".

Question: 76

What includes governance as a component?

A.Practices
B.The service value chain
C.The service value system

D.The guiding principles

Answer: C

Explanation:

The correct answer is C, the Service Value System (SVS). The ITIL 4 Service Value System describes how all the
components and activities of an organization work together as a system to enable value creation. Governance is a
fundamental component of the SVS, ensuring the organization's activities are aligned with its overall direction and
objectives.

The SVS includes:

1. Guiding Principles: Recommendations to guide the organization in all circumstances.
2. Governance: The means by which an organization is directed and controlled.

3. Service Value Chain: An operating model which outlines the key activities required to respond to
demand and create value.

4. Practices: Sets of organizational resources designed for performing work or accomplishing an
objective.

5. Continual Improvement: Recurring organizational activity performed at all levels to ensure
performance continually meets expectations.

Governance provides the structure and framework within which the other components operate. It sets policies,
defines roles and responsibilities, and monitors performance to ensure that value is being created effectively and
efficiently. Without governance, the service value chain and practices could operate in a disjointed and uncontrolled
manner, leading to inconsistent results and potentially hindering value creation.

Practices (A) are sets of organizational resources, while the service value chain (B) is an operating model.

Guiding principles (D) are recommendations. These are integral parts of the SVS but do not encompass governance
itself. The SVS provides a holistic view of value creation within an organization, with governance being crucial to its
success.Therefore, only the Service Value System inherently includes governance as a core component.

References:

Axelos. ITIL Foundation: ITIL 4 Edition. TSO, 2019.

Question: 77

Which practice needs people who understand complex systems and have creative and analytical skills?

A.Change enablement



B.Service level management
C.Service request management

D.Problem management

Answer: D

Explanation:

The correct answer is D, Problem Management, because it specifically requires individuals with strong analytical and
creative skills to investigate, diagnose, and resolve underlying causes of incidents. Complex systems often generate
intricate issues that aren't immediately apparent. Problem management seeks to identify the root causes and implement
permanent solutions to prevent recurrence, thereby improving overall service stability. This requires understanding
how different components of a system interact and creatively designing solutions that address the core problem rather
than just masking symptoms.

Change enablement focuses on assessing and authorizing changes, service level management on defining and
monitoring service levels, and service request management on fulfilling standard user requests. While these practices
require certain skills, they don't necessitate the deep analytical and creative problem-solving central to problem
management. Change enablement ensures changes are implemented smoothly, minimizing disruption. Service level
management focuses on maintaining agreed-upon service quality, and service request management primarily addresses
routine user needs.

In contrast, problem management involves digging deeper into the source of issues. Think of a cloud environment: a
recurring error might be due to a faulty network configuration, a misconfigured database, or a software bug. Problem
managers need to analyze logs, network traffic, and application behavior to pinpoint the root cause, requiring a
comprehensive understanding of the system and creative approaches to

identifying and resolving the issue. This demands not just knowledge of the system but also the ability to think critically
and creatively to find effective and sustainable solutions.

For more information on ITIL 4 Problem Management, refer to the following resources:

AXELOS ITIL 4 Foundation guidance: Many commercial resources derive from this.

Official ITIL 4 documentation: Many resources are available online, though usually behind paywalls. Search on your
preferred search engine for 'ITIL 4 problem management'.

Question: 78

What is the definition of a known error?

A.An unplanned interruption to a service, or reduction in the quality of a service
B.A cause, or potential cause, of one or more incident
C.A problem that has been analyzed and has not been resolved

D.Any change of state that has significance for the management of a service or other configuration item (CI)

Answer: C

Explanation:
The correct answer is C: A problem that has been analyzed and has not been resolved. This definition aligns perfectly
with ITIL 4's focus on managing problems effectively. A known error represents a state where the root cause of a

problem has been identified (analyzed), but a permanent solution is not yet available (not been resolved).

Option A describes an incident, not a known error. Incidents are disruptions or degradations of service, while a



known error is a diagnosis associated with an underlying problem, often discovered after one or more
incidents.

Option B describes a problem, not a known error. A problem is a cause, or potential cause, of one or more incidents, but
hasn't necessarily been analysed. The analysis stage is what transitions a problem into a known error.

Option D describes a change, which relates to change management rather than problem management, though changes
could lead to incidents and subsequently problems/known errors. Changes are a broader concept encompassing any
significant alteration to the IT environment.

The significance of identifying known errors lies in proactively preventing future incidents. By understanding the root
cause, organizations can implement workarounds, temporary fixes, or plan for permanent resolutions.

This ultimately improves service stability and reduces downtime. Known errors are documented in a Knowledge Base,
which provides valuable information for service desk staff to quickly resolve recurring incidents. This focused
approach improves the efficiency of incident management and reduces the impact of recurring problems. ITIL 4
emphasizes continuous improvement, and resolving known errors contributes directly to this goal.

For further research, consult the official ITIL 4 Foundation publications. You can find more information about ITIL 4's
problem management practices and the definition of known error from AXELQOS, the official source for ITIL.
Unfortunately, specific page numbers are not possible as the publications are continuously updated and are available in
digital format. However, any resource covering the ITIL 4 Foundation syllabus will cover this key concept.

Question: 79

Which dimension includes activities and workflows?

A.Organizations and people
B.Information and technology
C.Partners and suppliers

D.Value streams and processes

Answer: D

Explanation:

The correct answer is D, Value Streams and Processes. This dimension of ITIL 4 focuses on defining how an organization
creates, delivers, and improves products and services. Activities and workflows are fundamental elements within this
dimension, illustrating the steps taken to transform inputs into valuable outputs for customers. A value stream
represents the series of steps an organization undertakes to deliver value. Processes, on the other hand, define how
activities are performed and how resources are utilized.

Consequently, activities are the specific actions taken within a process, and workflows are the structured sequence of
these activities. Examples include incident management, change management, or service request fulfillment. These all
consist of defined activities, sequenced in a workflow to achieve a specific outcome. The "Value streams and processes"
dimension aims to ensure that activities and workflows are efficient, effective, and aligned with the organization's
overall objectives. By considering this dimension, organizations can identify opportunities for improvement, optimize
processes, and enhance the delivery of value to customers. The other options are incorrect because: A) Organizations
and People focuses on organizational structure, roles, skills, and culture. B) Information and Technology addresses the
management of information, knowledge, and technologies. C) Partners and Suppliers pertains to relationships with
external entities involved in service delivery. While each dimension is interrelated, activities and workflows most



directly fall under the scope of "Value streams and processes".

https://www.axelos.com/https://www.bmc.com/blogs/itil-4-dimensions/

Question: 80

What should be used to set user expectations for request fulfillment times?

A.The time that the customer indicates for service delivery
B.The consumer demand for the service
C.The time needed to realistically deliver the service

D.The service levels of the supplier

Answer: C

Explanation:

The correct answer is C, "The time needed to realistically deliver the service," because setting user expectations for
request fulfillment times should be based on a realistic assessment of the effort and resources required to complete
the request. Option A, relying solely on the customer's desired delivery time, is often unrealistic. It may lead to
unachievable targets, customer dissatisfaction, and overburdened teams if the customer's expectation is not aligned
with the actual time required. Similarly, option B, basing fulfillment times solely on consumer demand, is insufficient.
High demand may necessitate adjustments to service capacity or resource allocation, but it doesn't dictate the
inherent time it takes to fulfill a single request.

Option D, supplier service levels, while important, typically focus on broader service metrics and might not
encompass the granular time estimation for individual requests.

ITIL 4 emphasizes practicality and value creation. Setting realistic expectations is crucial for building trust and
managing perceptions. Accurately assessing the time to deliver a request, factoring in approvals, resource
availability, technical complexity, and potential bottlenecks, is vital for effective service delivery.

Under-promising and over-delivering are far better than the reverse. This approach fosters a sense of reliability and
strengthens the relationship between the service provider and the customer. Failure to consider the actual time to
deliver the service can lead to a breach of service level agreements (SLAs) and negatively impact the overall service
experience. Therefore, realistically estimating the time for request fulfillment provides a foundation for managing
expectations and delivering value in line with ITIL 4 principles.
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