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Question: 1

A Service Catalog may include which of the following components?

A. Order Guides, Exchange Rates, Calendars
B. Order Guides, Catalog Items, and Interceptors
C. Catalog Items, Asset Contracts, Task Surveys

D. Record Producers, Order Guides, and Catalog Items

Answer: D

Explanation:

The correct answer is D, Record Producers, Order Guides, and Catalog Items.

ServiceNow's Service Catalog is designed to provide a user-friendly portal where users can request services,
information, and support. It's a central component for service request management.

Catalog Items are the fundamental building blocks. These are individual offerings available to users, such as
requesting a new laptop, reporting an incident, or requesting access to a specific application.

Order Guides bundle multiple catalog items into a single request. They are helpful when a user needs several related
items to fulfill a specific need. For example, onboarding a new employee might involve requesting a laptop, a phone,
access to specific systems, and a desk. The order guide simplifies this process by combining all these requests into one.

Record Producers provide a user-friendly way to create records in ServiceNow tables (like Incident, Change, or
Request) directly from the service catalog. This can be useful when users need to create records without needing the
complex workflows or configurations associated with a standard catalog item. For instance, reporting a critical system
outage might be achieved through a record producer that creates a high-priority incident.

Options A, B, and C include elements that are not directly part of the core Service Catalog structure or primary service
request fulfillment processes. Exchange rates and calendars are related to finance and date management, respectively.
Asset Contracts and Task Surveys are related to asset management and feedback gathering. Interceptors are used for
modifying the behavior of catalog item requests and are not as fundamental a component as Catalog Items, Record
Producers and Order Guides.

In essence, the Service Catalog is built upon catalog items (individual services), order guides (bundles of
services), and record producers (simplified record creation mechanisms) to facilitate the efficient and organized
delivery of IT and other business services.

Further Research:

ServiceNow Documentation: https://docs.servicenow.com/ (Search for "Service Catalog Overview", "Catalog Items",
"Order Guides", and "Record Producers").

Question: 2

Which one of the following statements applies to a set of fields when they are coalesced during an import?

A. If a match is found using the coalesce fields, the existing record is updated with the information being imported
B. If a match is not found using the coalesce fields, the system does not create a Transform Map
C. If a match is found using the coalesce fields, the system creates a new record

D. If a match is not found using the coalesce fields, the existing record is updated with the information being imported


https://docs.servicenow.com/

Answer: A

Explanation:

Here's a detailed justification for why option A is the correct answer and why the others are incorrect in the context
of ServiceNow data imports and coalesce fields:

The concept of "coalesce" in ServiceNow data imports is critical for determining how incoming data interacts with
existing records in a table. Coalesce fields act as unique identifiers, allowing ServiceNow to decide whether to update
an existing record or create a new one based on whether a match is found using the specified coalesce field(s).

Option A, stating that "If a match is found using the coalesce fields, the existing record is updated with the information
being imported," is the correct behavior. When a record in the import set matches an existing record based on the
coalesce field(s), ServiceNow updates the target record with the data from the import set. This prevents duplicate
records and ensures data consistency. This is a core function to ensuring data is correct, accurate and non redundant.

Option B, stating that "If a match is not found using the coalesce fields, the system does not create a Transform Map," is
incorrect. A Transform Map is created independently of whether matches are found during the import process. The
Transform Map defines how the data from the import set is mapped to fields on the target table. It's a separate
configuration that dictates the data transformation and doesn't depend on the coalesce outcome. The Transform Map
has to be manually created when importing new data and determining how data should be handled and mapped to the
target.

Option C, stating that "If a match is found using the coalesce fields, the system creates a new record," is the opposite of
how coalesce works. This option describes the scenario where a match isn't found. Coalescing is meant to prevent the
creation of duplicate records when a match is identified based on specified fields. If a match is found on the target
record during the import, the existing record is updated, not creating a new one.

Option D, stating that "If a match is not found using the coalesce fields, the existing record is updated with the
information being imported," is incorrect. This describes the scenario where there's no existing match on the target
record. If there is no matching record based on the coalesce field, ServiceNow creates a new record on the target table,
rather than updating a non existent one.

In summary, coalesce fields dictate whether ServiceNow updates existing records or creates new ones during a data
import. The correct answer (A) accurately describes the behavior when a match is found.

For further research on ServiceNow data imports and coalesce:

ServiceNow Documentation - Coalesce Fields:https://docs.servicenow.com/en-US/bundle/utca-
use/page/administer/data-import/concept/c_CoalesceFields.html

ServiceNow Community Forums:https://community.servicenow.com/ (Search for "coalesce" and "data
import")

Question: 3

As it relates to ServiceNow reporting, which of the following statements describes what a metric can do?

A. A metric is a report gauge used on homepages to display real-time data
B. A metric is a time measurement used to report the effectiveness of workflows and SLAs
C.-A-metricis-used to-measure and evaluate the effectiveness of IT service management processes

D. A metric is a comparative measurement used to report the effectiveness of flows and SLAs.
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Answer: C

Explanation:

The correct answer is C: A metric is used to measure and evaluate the effectiveness of IT service management processes.
Let's break down why.

ServiceNow metrics are designed to track and measure specific aspects of IT service management (ITSM) processes.
They provide quantifiable data points that allow organizations to understand how well their ITSM processes are
performing. This data-driven approach is crucial for continuous improvement in IT service delivery. Metrics help
identify bottlenecks, inefficiencies, and areas where optimization is needed.

Think of metrics as performance indicators. For example, you can use a metric to track the average resolution time for
incidents, the percentage of incidents resolved within SLA, or the number of change requests successfully implemented.
By monitoring these metrics over time, IT teams can identify trends, proactively address issues, and ultimately improve
the overall quality of IT services. They offer tangible insights into process health.

Option A is incorrect because while gauges can display real-time data, they don't define what a metric is.

Gauges are a visualization of data, often derived from metrics, not the metric itself. Option B is partially correct because
metrics can be related to SLAs. However, metrics can be used much more broadly than just measuring SLAs and
workflows. The scope of metrics is far wider than what B describes. Option D is incorrect because it makes a similar
limiting statement related to flows and SLAs and uses 'comparative measurement’ which is not specific enough.

Option C encapsulates the primary purpose of metrics in ServiceNow: evaluating ITSM effectiveness. This aligns directly
with the core principles of ITIL and ITSM, emphasizing continuous monitoring and improvement based on measurable
data. Metrics offer data-driven insights for decision-making and resource allocation, leading to better service delivery
and enhanced user satisfaction. They are central to effective IT governance.

Here are some authoritative links for further research on ServiceNow metrics:

ServiceNow Documentation:https: //docs.servicenow.com/ (Search for "ServiceNow Metrics")
ServiceNow Community:https://community.servicenow.com/ (Search for "ServiceNow Metrics")

Question: 4

The display sequence is controlled in a Service Catalog Item using which of the following?

A. The Default Value field in the Catalog Item form
B. The Sequence field in the Catalog Item form

C. The Order field in the Variable form

D. The Choice field in the Variable form

Answer: C

Explanation:

The correct answer is C. The Order field in the Variable form. Here's why:
Service Catalog Items in ServiceNow are composed of various variables that gather information from users. These
variables are presented in a specific order on the request form. The field that dictates this visual arrangement is the

Order field found within each individual Variable form.

Option A is incorrect. The Default Value field is used to pre-populate a variable's value, not to control its
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display sequence.

Option B is incorrect. The Sequence field, if it exists, is typically used for controlling the order of UI Actions, related
lists, or similar elements, and not the order of variables within a Catalog Item. The Catalog Item form itself does not
natively have a "Sequence" field for ordering variables.

Option D is incorrect. The Choice field is used specifically with Select Box variables, defining the possible selection
options a user can choose from. It has nothing to do with the overall display order of variables on the Catalog Item form.

The Order field, a numeric field, allows administrators to specify the relative position of each variable. Lower numbers
appear earlier in the sequence on the catalog form. You can leave gaps in the numbering to allow for future insertions. If
variables have the same "Order" value, ServiceNow may use the creation date or another internal mechanism to resolve
the tie, but it's best practice to assign unique order values for predictable behavior.

In summary, while the other options relate to aspects of Service Catalog items, only the Order field on the Variable
form is responsible for managing the presentation sequence of variables to users. It is a crucial component for
creating an intuitive and efficient user experience when requesting services through the catalog.

For further research, consult the official ServiceNow documentation on variables and service catalog
administration:

ServiceNow Product Documentation: Search on the ServiceNow website for "Service Catalog variables" or "order
variables in service catalog" to find relevant articles.

Question: 5

Reports can be created from which different places in the platform? (Choose two.)

A. List column heading
B. Metrics module
C. Statistics module

D. View / Run module

Answer: AD
Explanation:

The correct answer identifying the places where reports can be created in ServiceNow is A and D: List column heading
and View / Run module.

Here's why:

A. List column heading: ServiceNow provides the capability to create quick reports directly from a list view by right-
clicking on a column header. This allows users to quickly generate reports based on the data within that specific column.
For example, a user might right-click the "Priority" column in an Incident list and create a pie chart to visualize the
distribution of incidents by priority.

D. View / Run module: The View / Run module within the Reports application enables users to access and
execute pre-existing reports. From this module, they can then further customize these reports or create a copy

based on the current report configuration.

Options B and C are incorrect. The Metrics and Statistics modules are not direct avenues for initiating report



creation. The statistics module gives information about the list, such as a sum, average, min, and max. Metrics gather
information about the list, but do not directly assist with creating a report.

ServiceNow Reporting Documentation provides further details on reporting capabilities within ServiceNow.

Question: 6

Knowledge Base Search results can be sorted by which of the following? (Choose three.)

A. Most recent update
B. Popularity

C. Relevancy

D. Manager assignment

E. Number of views

Answer: ACE

Explanation:

The correct answer is A, C, and E. ServiceNow's Knowledge Base search functionality prioritizes providing the most
useful information to users, and sorting capabilities play a key role in this.

A. Most recent update: Sorting by "Most recent update" allows users to see the latest versions or revisions of articles,
which is critical for staying informed about current processes, policies, or solutions. Cloud platforms such as
ServiceNow value agility and quick adaptation, meaning that having the latest information on hand is crucial for
efficient operations and quick responses to issues.

C. Relevancy: Relevancy sorting orders results based on how closely they match the search terms. This is determined
by an algorithm that analyzes the keywords within the article, its metadata, and other factors. In cloud environments,
finding the right information from a vast repository of documents is critical, thus improving relevance reduces search
time and increases productivity.

E. Number of views: This sorting option shows which articles are most frequently accessed, suggesting that those
articles are likely to contain information relevant to the widest range of users. In cloud environments, user experience
is very important. Articles that have been viewed more often may indicate a more suitable and reliable solution.

Options B and D are incorrect because the results cannot be sorted by "Manager assignment".Option B ("Popularity")
is an indirect form of the relevancy algorithm, where it prioritizes popular content based on the number of views and
other metrics; However, "Number of views" is more accurate.Option D is not related to the fundamental sorting
functionalities used for knowledge base search. It is more related to task or ticket assignments.

In conclusion, the Knowledge Base search can be sorted by parameters that make the search results more relevant
and efficient, thus making information available in the cloud accessible and useful.

Supporting Resources:

ServiceNow Documentation - Knowledge Management:https://docs.servicenow.com/bundle/vancouver-
platform-user-interface/page/use/search/concept/search-knowledge-base.html

Question: 7
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What is the path an Administrator could take to view the fulfillment stage task list for an order placed by a user?

A.RITM (Number)>REQ (Number)>PROCUREMENT (Number)
B. REQ (Number)>RITM (Number)>PROCUREMENT (Number)
C.REQ (Number)>RITM (Number)>TASK (Number)

D. FULFILLMENT (Number)>RITM (Number)>TASK (Number)

Answer: C

Explanation:

The correct path to view the fulfillment stage task list for an order in ServiceNow starts with the Request (REQ), then
drills down to the Requested Item (RITM), and finally to the underlying tasks (TASK) associated with fulfilling that
specific requested item.

A user's order initiates a Request record (REQ). This Request acts as a container for one or more Requested Items.
Each Requested Item (RITM) represents a specific product or service the user has ordered. Fulfilling each RITM
requires a series of tasks. These tasks detail the steps necessary to deliver the requested item, such as procurement,
configuration, or deployment. These tasks directly drive the fulfillment process.

Therefore, the Administrator navigates from the overall REQ to the specific RITM related to the product they are
investigating. Subsequently, they can access the TASK records associated with that RITM. This path provides a
granular view of the fulfillment progress for each individual item ordered. Option A is incorrect because the path is
reversed. Procurement is a stage within the fulfillment, not the initial point of access.

Option D introduces a non-standard "Fulfillment (Number)" record that doesn't exist in the standard ServiceNow
workflow. Option B places procurement as the final step, which is not necessarily accurate as procurement can
happen anytime during the flow.

To solidify understanding, consult ServiceNow's official documentation on request fulfillment and task management.
These resources provide comprehensive insights into the relationships between REQs, RITMs, and tasks within the
platform.

ServiceNow Documentation: Request FulfillmentServiceNow Documentation: Task Management

Question: 8

Which term refers to application menus and modules which you may want to access quickly and often?

A. Breadcrumb
B. Favorite
C.Tag

D. Bookmark

Answer: B

Explanation:

The correct answer is B. Favorite.

Favorites in ServiceNow are a user-specific feature that allows individuals to bookmark frequently accessed application
menus, modules, and even specific records. This provides quick and easy access to important areas of the platform
without having to navigate through the standard application navigator. By marking something as a favorite, users can
create a personalized shortcut list that is readily available from the banner frame. This increases efficiency and user
satisfaction by minimizing the time spent navigating the system.
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Option A, Breadcrumb, refers to the navigational aid displayed at the top of a form or list that shows the path taken to
reach the current page. This is helpful for tracing your steps but not a way to directly store and retrieve links.

Option C, Tag, allows users to categorize records with keywords. While tags enhance searchability and
organization, they are not directly used for quick access in the same way as favorites.

Option D, Bookmark, while seemingly relevant, isn't the terminology used within ServiceNow for this specific feature.
ServiceNow has its own designated 'Favorites' functionality. Bookmarks, in a general computing context, would offer
the same function outside ServiceNow.

Therefore, the term that accurately refers to application menus and modules you want to access quickly and often
within the ServiceNow platform is Favorite. This feature directly aligns with the description by providing personalized
shortcuts for efficient navigation.

Here are some authoritative links for further research:

ServiceNow Documentation - Using Favorites:https://docs.servicenow.com/bundle /vancouver-platform-user-
interface/page/user-interface/navigation/concept/c_UsingFavorites.html

Question: 9

What is generated from the Service Catalog once a user places an order for an item or service?

A. A change request
B. An Order Guide
C. Arequest

D. An SLA

Answer: C

Explanation:
The correct answer is C. A request.

When a user submits an order through the Service Catalog in ServiceNow, a request record is generated. This request
acts as the primary container for the order and serves as the overarching record to track the fulfillment process. It's the
initial record created when a user wants something from the service catalog. The request record holds general
information about the order, such as the user who submitted it, the requested items, and the overall status.

Beneath the request, request items (RITMs) are generated. Each RITM corresponds to a specific item or service ordered
within the request. If a user orders a laptop, software, and a monitor in a single Service Catalog request, one request
record is created, with three corresponding RITMs, one for each item. Each RITM represents a work order that needs to
be fulfilled.

Change requests (Option A) are created as part of the fulfillment process, particularly if the requested item or service
requires modifications to the existing IT infrastructure. However, a change request isn't automatically created with
every order; only when a change is needed for fulfillment.

Order Guides (Option B) help users order multiple related items or services as a single package. They are not
generated as a result of an order, but rather used to create the order in the first place. They are a way to streamline the
ordering process.

Service Level Agreements (SLAs) are associated with the fulfillment process to define timelines and
performance metrics. They are not created directly as a result of the order but are triggered based on
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conditions defined in the SLA.

Therefore, the foundational record created when a user places an order in the Service Catalog is the request, which then
triggers the creation of request items (RITMs) for each individual item or service ordered. Change requests are created
only as needed based on the RITMs, and SLAs are attached based on conditions defined in the system, while order
guides precede an order.

For further research, refer to the official ServiceNow documentation:

Service Catalog Overview:https://docs.servicenow.com/bundle/sandiego-it-service-
management/page/product/service-catalog-management/concept/c_ServiceCatalogManagement.html
Requests and Request Items:https://docs.servicenow.com/bundle/sandiego-it-service-
management/page/product/service-catalog-management/concept/r_RequestsAndRequestitems.html

Question: 10

From the User menu, which actions can a user select? (Choose three.)

A. Send Notifications

B. Log Out ServiceNow

C. Elevate Roles

D. Impersonate Users

E. Order from Service Catalog
F. Approve Records

Answer: BCD

Explanation:

The correct answer to what options are available from the User menu in ServiceNow are Log Out ServiceNow, Elevate
Roles, and Impersonate Users. The User menu is a key feature of the ServiceNow platform, providing users with options
related to their session and permissions.

Log Out ServiceNow: This is a fundamental option that allows the currently logged-in user to terminate their session
and exit the ServiceNow instance. It is crucial for security and ensuring that unauthorized individuals cannot access
sensitive data.

Elevate Roles: This option is significant for users with specific administrative or elevated privileges. It allows them to
temporarily assume a higher-level role (e.g., security admin) to perform specific tasks that require those elevated
permissions. It enables role-based access control, a crucial aspect of cloud security. For more information about roles,
see the ServiceNow documentation on "Roles and users":

https://docs.servicenow.com/bundle/sandiego-platform-
administration/page/administer/roles/concept/c_Roles.html

Impersonate Users: This option is a powerful tool for administrators and developers. It allows them to temporarily log
in as another user to troubleshoot issues, test configurations, or provide support. It is essential for replicating user
experiences and ensuring functionality works as expected for different user roles.

The options "Send Notifications," "Order from Service Catalog," and "Approve Records" are not typically found
directly in the User menu. Sending notifications is usually associated with event rules or workflow configurations.
Ordering from the Service Catalog is typically done through a dedicated Service Catalog interface. Approving records
is generally done from within the record itself or through approval queues, not directly via the user menu.
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Question: 11

Buttons, form links, and context menu items are all examples of what type of functionality?

A.Business Rule
B.UI Action
C.Client Script
D.UI Policy

Answer: B

Explanation:

The correct answer is B, Ul Action. UI Actions in ServiceNow are specifically designed to provide interactive elements
within the user interface. Buttons, form links, and context menu items are all tangible ways a user interacts with a
record or a list of records. These elements trigger specific scripts or processes when clicked or selected, enhancing
usability and streamlining workflows within the ServiceNow environment.

UI Actions allow administrators to customize the interface to meet specific business needs. Buttons placed on forms can
initiate approvals, create related records, or update existing data. Form links can direct users to related information or
external websites. Context menu items, available when right-clicking on a record, provide options for quick actions such
as assigning, deleting, or exporting data.

Business Rules (A) operate in the background on database interactions (insert, update, delete, query). While they can
indirectly influence Ul behavior, they are not the direct cause of buttons, links, and context menu items appearing.
Client Scripts (C) execute on the client-side (user's browser) and are primarily used for real-time form validation, UI
manipulation, and improving the user experience. While Client Scripts can modify the behavior of Ul elements, they
don't inherently create buttons, links, and context menu items. UI Policies (D) control the visibility, read-only state, and
mandatory state of fields on a form, but they do not create buttons, form links, or context menu items.

Therefore, the core functionality of creating and defining buttons, form links, and context menu items directly falls under
the scope of Ul Actions. They are designed to make processes more efficient by giving immediate user interface options
to perform pre-defined tasks.

For further research:

ServiceNow Docs - UI Actions:https://docs.servicenow.com/bundle/sandiego-platform-
administration/page/administer/form-administration/concept/c_UIActions.html
ServiceNow Community - UI Actions:https://community.servicenow.com/community?

id=community_article&sys_id=3e1e397d1b3220d01cd8a329220bcb05

Question: 12

Which of the following is true of Service Catalog Items in relation to the Service Catalog?

A.They run behind the scenes.
B.They are the building blocks.
C.They are optional.

D.They provide options.

Answer: B
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Explanation:

The correct answer is B: They are the building blocks. Here's why:

Service Catalog Items are fundamental to the Service Catalog in ServiceNow. They represent the goods or services a
user can request. Think of them as the individual products on an e-commerce website. Without them, the catalog
would be empty and unable to fulfill any requests. They're the tangible entries users interact with to initiate
processes and obtain resources.

Option A is incorrect because Service Catalog Items are not hidden; they are what users directly interact with.
Option C is wrong because they are essential. Without catalog items, the catalog serves no real purpose. Option D,
while offering options might be a part of what a catalog item does (through variables), it's not the fundamental role
or defining characteristic of a Service Catalog Item itself. The presence of options is secondary to the fact that the
item exists as a requestable entity in the first place.

Service Catalog Items define the requestable entities and their associated workflows. These workflows, often
orchestrated using Flow Designer or Workflow Editor, define how the requests are processed and fulfilled.

Common examples of Service Catalog Items include requesting software, hardware, account creation, or reporting an
issue. Each item encapsulates a specific service offering. They define the parameters needed for fulfillment (using
variables), the associated workflows for automation, and the approval processes required.

Their configuration dictates how a user interacts with the catalog and drives the automated fulfillment process.

Further reading on Service Catalog Items and their role within the broader Service Catalog framework can be found on
the official ServiceNow documentation site. A good starting point is the ServiceNow documentation on Service Catalog:
https://docs.servicenow.com/bundle/sandiego-it-service-
management/page/product/service-catalog-management/concept/c_ServiceCatalogManagement.html. This provides a
comprehensive overview of the concepts and capabilities, solidifying the importance of Service Catalog Items as the
foundational elements of the Service Catalog.

Question: 13

Table Access Control rules are processed in the following order:

A.any table name (wildcard), parent table name, table name
B.table name, parent table name, any table name (wildcard)
C.parent table name, table name, any table name (wildcard)

D.any table name (wildcard), table name, parent table name

Answer: B

Explanation:

The correct order for processing Table Access Control (ACL) rules in ServiceNow is table name, parent table name,
then any table name (wildcard). This order ensures that the most specific rules are evaluated first, providing granular
control over data access.

When a user attempts to access data, ServiceNow evaluates ACL rules to determine if the user has the necessary
permissions. The system first looks for an ACL rule that exactly matches the table being accessed. If it finds one, that rule
is applied. If no matching rule exists for the specific table, it checks for rules defined on the parent table. This
implements inheritance; permissions defined on a parent table cascade down to its child tables unless explicitly
overridden. Finally, if no specific or parent table rule is found, the system looks for a wildcard ACL rule (*), which
applies to all tables. The wildcard rule serves as a default and is the least specific.


https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/c_ServiceCatalogManagement.html
https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/c_ServiceCatalogManagement.html
https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/c_ServiceCatalogManagement.html
https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/c_ServiceCatalogManagement.html

This processing order avoids ambiguity. Specific rules always take precedence over more general ones. Consider an
example where a user is accessing the incident table. ServiceNow will first evaluate rules directly defined on the incident
table. If no rules are defined on the incident table, the system looks for rules on the task table (since incident extends
task). Lastly, the system will use ACL rules defined on the * table if it has not already determined whether the user can
access the data. If a table name is not found then the parent table will be verified and if that is not found then the
wildcard table will be checked to finalize the authentication.

This inheritance model allows for efficient administration; common permissions can be defined on parent tables,
and exceptions can be defined on specific child tables. Wildcard rules provide a baseline for access control across the
entire platform. The order of evaluation ensures that explicit permissions defined for a specific table always trump
inherited or default permissions.

Authoritative Links:

ServiceNow Docs - Table Access Control Rules: https://docs.servicenow.com/bundle/utah-platform-
security/page/security/access-control-rules/concept/access-control-rules.html
ServiceNow Community - Understanding ACL rules: https://community.servicenow.com/community?

id=community_article&sys_id=c2039393db37330068c102d5ca961975

Question: 14

What is the platform name for the User table?

A.u_users
B.sys_users
C.x_users

D.sys_user

Answer: D

Explanation:

The correct answer is D. sys_user.

Here's a detailed justification:

In ServiceNow, every table has a system name (also known as a platform name) and a display name. The display

name is user-friendly and can be changed, but the system name is fixed and used internally by the platform. It's
crucial for scripting, referencing the table in configurations, and other backend operations.

The User table is a core table in ServiceNow that stores information about users who have access to the instance. Its
system name is sys_user. This convention is consistent with other system-defined tables which often begin with sys_.

This naming convention helps to distinguish them from custom tables that are created and defined within an instance.

Options A, B, and C are incorrect because:

A. u_users: Table names prefixed with "u_" generally denote custom tables, created by developers or administrators
for specific functionalities unique to the instance. A standard, pre-defined table such as the user table will not follow
this convention.

B. sys_users: The correct system name uses a singular noun: sys_user. The plural form is incorrect.

C. x_users: Table names prefixed with "x_" usually signify tables created within a scoped application. While scoped
applications are a very common pattern, the User table pre-exists the concept of scoping.
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The system name Sys_user is fundamental to interacting with user data within ServiceNow. Understanding and
utilizing this naming convention is critical for efficient administration and development within the ServiceNow
platform. Referring to the Sys_user table provides access to core user attributes and functionalities that impact
almost all operations of the ServiceNow platform.For further research, you can consult the official ServiceNow
documentation:

ServiceNow Docs - Tables and Columns:https://developer.servicenow.com/dev.do#!/learn/learning-
plans/quebec/new_to_servicenow/app_store_learnv2_restapi_quebec_tables_and_columns

ServiceNow Docs - System Dictionary:https://developer.servicenow.com/dev.do#!/learn/learning-
plans/quebec/new_to_servicenow/app_store_learnv2_sysadmin_quebec_exploring_the_system_dictionary

Question: 15

A REQ number in the Service Catalog represents’}

A.the order number.

B.the stage.

C.the task to complete.

D.the individual item in the order.

Answer: A

Explanation:

A REQ number in the Service Catalog represents the order number. This is because the REQ (Request) record serves as
the overarching container for the entire request placed by a user through the Service Catalog. When a user submits a
request, a REQ record is generated, which acts as a header or master record encompassing all ordered items and
associated tasks.

Think of it like ordering from a restaurant. The REQ number is like your entire order ticket. Within that order, you
might have several individual items (e.g., an appetizer, a main course, a drink), each corresponding to an RITM
(Request Item). The REQ holds these individual items together. Tasks are then generated based on the workflow
associated with each RITM, and they are related to both the REQ and RITM.

Therefore, the REQ represents the entire order or request placed, not just a single item, a specific stage, or a specific
task. Options B, C, and D are all components that exist within the scope of a REQ but do not define what a REQ is. The
REQ is the top-level record tracking the whole user request journey.

Further clarification can be found within the official ServiceNow documentation and training materials. While specific
direct links to this exact definition are difficult to pinpoint due to the dynamic nature of ServiceNow documentation,
exploring resources on Service Catalog Request Management within ServiceNow's developer site and Now Learning
platform will reinforce this understanding. These learning resources explain that the REQ holds all RITMs together and
allows for tracking of the overall request process.

Question: 16
Which would NOT appear in the History section of the Application Navigator?

A.Records
B.UI Pages
C.Lists

D.Forms
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Answer: B

Explanation:
The correct answer is B. Ul Pages.

Here's a detailed justification:

The Application Navigator's History section in ServiceNow keeps track of recently accessed records, lists, and forms.
This allows users to quickly navigate back to items they were previously working on, improving efficiency and user
experience. The history functionality captures navigation events related to data records (like incidents, problems,
changes), lists of these records, and the specific forms used to view or edit them.

Ul Pages, on the other hand, are generally not tracked in the same manner in the history section of the Application
Navigator. They are typically considered static or programmatic elements, designed to provide a user interface or
functionality. They are generally not treated as records or data views in the same way as lists, forms and records of
business data. Navigation through the Application Navigator mainly revolves around accessing data records, lists, and
forms related to those records, which are all core to data management within the platform.

Specifically, the History section emphasizes recent access to actual data records and the interfaces used to interact
with that data. UI Pages typically represent broader functionality or interfaces outside of this core data interaction. In
summary, while you might use a Ul page, the system doesn't track access to them in the History section like it does
with data records. It focuses on the "data journey" of the user, not the usage of functional Ul components.

For further research on the Application Navigator and its features, consult the official ServiceNow
documentation:

ServiceNow Documentation: https://docs.servicenow.com/ (Search for "Application Navigator" and "History")

Question: 17

Which one of the following statements is a recommendation from ServiceNow about Update Sets?

A Avoid using the Default Update setas an Update Set for moving customizations from instance to instance

B.Before moving customizations from instance to instance with Update Sets, ensure that both instances are different
versions

C.Use the Baseline Update Set to store the contents of items after they are changed the first time

D.Once an Update Set is closed as Complete, change it back to In Progress until it is applied to another instance

Answer: A

Explanation:

The correct answer is A: Avoid using the Default Update set as an Update Set for moving customizations from instance
to instance.

Here's a detailed justification:

Update Sets in ServiceNow are mechanisms to group and move customizations from one instance (like a development
or test instance) to another (like a production instance). Using the "Default" Update Set for this purpose is strongly
discouraged by ServiceNow best practices because it leads to several problems:

1. Lack of Control and Organization: The Default Update Set is always active, and any customization
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you make automatically gets captured in it unless you specify a different Update Set. This lack of specific
control makes it difficult to track what changes are included and can easily lead to accidentally including
unwanted changes.

2. Risk of Unintentional Deployment: Since it's always active, there's a higher chance of unintentionally
moving changes to production that aren't fully tested or approved.

3. Difficult Rollback: If something goes wrong after deploying an Update Set, you might need to revert the
changes. Reverting changes from the Default Update Set is complicated because it potentially contains
unrelated customizations made over a period of time.

4. Versioning Issues: Relying on the Default Update Set makes it harder to track the specific version of a feature
or customization. Properly named and managed Update Sets allow for better version control.

5. Conflict Resolution Complexity: Moving an update set that is not intended to be moved could
contain changes that conflict with another developers changes.

6. Poor Audit Trail: Using dedicated Update Sets improves auditing and accountability. You can easily
identify who made which changes and when.

In contrast, creating named Update Sets for specific projects or changes provides better organization, control, and
traceability. It allows you to carefully curate the changes you want to move, test them thoroughly, and easily revert
them if necessary. ServiceNow officially recommends utilizing scoped update sets for a controlled and manageable
deployment process.

Options B, C, and D are incorrect for the following reasons:

B: Instance versions should ideally be aligned, or at least compatible, to avoid unforeseen issues arising from version
differences.

C: The Baseline Update Set is not intended for storing the contents of items after their first change. D: Once closed as
"Complete," an Update Set should not be reverted to "In Progress" until applied to another instance, as this could risk
overwriting of intended functionality, and would circumvent the standard workflow. An update set is only closed once it
is successfully moved to production.

Authoritative Links:

ServiceNow Documentation: https://docs.servicenow.com/ (Search for "Update Sets")
ServiceNow Community: https://community.servicenow.com/ (Search for "Update Sets best practices")

Question: 18

Which of the following is used to initiate a flow?

A.A Trigger
B.Core Action
C.A spoke
D.An Event

Answer: A

Explanation:
The answer is A, a Trigger. Here's why:

In ServiceNow Flow Designer, a trigger is the mechanism that starts a flow. Triggers define the conditions or
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events that must occur to initiate the execution of the flow. Think of a trigger as the "ignition switch" for the
automation. When the specified trigger conditions are met, the flow springs into action.

A Core Action (option B) represents a specific task or operation performed within the flow, such as creating a record,
sending an email, or updating a field. Actions are steps within a flow, not the initiators.

A Spoke (option C) is a pre-built collection of actions, flows, and subflows designed to integrate with a specific third-
party application or service. Spokes extend the capabilities of Flow Designer but do not initiate flows on their own.
They are components that can be incorporated into a flow.

An Event (option D), while closely related to triggers, is the occurrence that the trigger is listening for. A trigger uses
events to determine when to start a flow. For example, a "Record Created" event can be used by a trigger to start a
flow whenever a new record is created in a table. Therefore, the trigger is the active component initiating the flow
based on the event.

Consider this example: A trigger is configured to start a flow when a new incident record is created (the "Record
Created" event). The trigger is configured to listen for this event on the Incident table. When a user submits a new
incident, the "Record Created" event occurs, and the trigger activates the associated flow.

Triggers can be record-based (e.g., when a record is created, updated, or deleted), schedule-based (e.g., daily at 8 AM),
or application-based (e.g., when a specific event occurs in a custom application).

In summary, triggers are the fundamental components responsible for starting flows based on predefined
conditions or events in ServiceNow. Without a trigger, a flow remains dormant and will not execute.

For further research, refer to the official ServiceNow documentation on Flow Designer triggers:
https://docs.servicenow.com/bundle/utah-platform-administration/page/administer/flow-
designer/concept/flow-triggers.html

Question: 19

For Administrators creating new Service Catalog items, what is a characteristic they should know about Service Catalog
variables?

A.Service Catalog variables can only be used in Record Producers
B.Service Catalog variables can only be used in Order Guides
C.Service Catalog variables cannot affect the order price

D.Service Catalog variables are global by default

Answer: D

Explanation:
The correct answer is D: Service Catalog variables are global by default.
Here's a detailed justification:

Service Catalog variables capture information from users when they order items through the Service Catalog.
Understanding their scope is crucial for effective item design. By default, variables defined within a catalog item are
accessible across the entire workflow associated with that item. This means the variable's value is available to workflow
activities, tasks, and other processes triggered by the catalog item request. This "global" behavior simplifies data
handling since you don't have to explicitly pass variable values between steps. It reduces complexity.However, this
global scope can also lead to unintended consequences if not managed properly. For example, if a variable is
inadvertently named the same across multiple catalog items or workflows, unexpected behavior might arise due to
variable overwriting.
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Options A, B, and C are incorrect. Variables aren't limited to Record Producers or Order Guides; they're a fundamental
part of catalog items generally. Also, variables can affect the order price via price management options on the variable
definition.

To manage variable scope and avoid potential conflicts, administrators can use variable attributes and scripts to control
when and where variables are accessible. Administrators can also utilize variable sets, that enable re-using of variable
accross multiple catalog items. Also, administrators should use unique naming

conventions for their variables.Further research can be conducted on the ServiceNow documentation portal:
https://docs.servicenow.com/ particularly searching for "Service Catalog Variables", "Variable Sets", "Catalog Item
Variables" and "Workflow Variable Visibility" for more in-depth information and examples.

Question: 20

Which one of the following statements is true about Column Context Menus?

A.lt displays actions such as creating quick reports, configuring the list, and exporting data
B.It displays actions related to filtering options, assigning tags, and search
C.It displays actions related to viewing and filtering the entire list

D.It displays actions such as view form, view related task, and add relationship

Answer: A

Explanation:

The provided answer, A. It displays actions such as creating quick reports, configuring the list, and
exporting data, is the most accurate description of Column Context Menus in ServiceNow.

Column context menus are accessed by right-clicking on a column header within a list view. They provide options
specific to that column and the overall list. Option A accurately reflects the key functionalities available. Users can
quickly generate reports based on the column's data, configure the appearance and behavior of the list (including
column display and sorting), and export data from the list in various formats.

Options B, C, and D, while containing elements that might appear elsewhere in the ServiceNow interface, are not
primarily associated with Column Context Menus. Filtering options are more commonly found within the list's filter
controls or by using the "Show Matching" or "Filter Out" options directly in the list. Tag assignment is generally a
feature of individual records. Viewing and filtering the entire list, while related, isn't the primary focus of column
context menus. View form, view related task, and add relationship are features mainly linked to record context menus.

Therefore, Option A encapsulates the typical and most frequently used functionalities accessible through Column
Context Menus in ServiceNow lists. It aligns with the user's expectation of readily available data manipulation and
configuration actions related to the column and the overall list presentation.

For further research, consider exploring the official ServiceNow documentation:

ServiceNow Docs - Lists:https://docs.servicenow.com/bundle/utah-platform-user-interface /page/use /using-
lists/concept/c_UsingLists.html

ServiceNow Community: Search for "Column Context Menu" on the ServiceNow Community website for user
discussions and examples.

Question: 21

Which ServiceNow products can be used to discover and populate the CMDB? (Choose two.)
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A. Discovery

B. IntegrationHub ETL

C. Finder

D. CMDB Plug-in

E. CMDB Integration Dashboard

Answer: AB

Explanation:

The correct answer is A and B: Discovery and IntegrationHub ETL. Let's break down why.

Discovery: ServiceNow Discovery is specifically designed to automatically find devices and applications on a network
and populate the CMDB with accurate configuration data. It uses probes and sensors to gather information about
hardware, software, and configurations, creating and updating Configuration Items (CIs) in the CMDB. This is a core
function for maintaining an up-to-date and reliable CMDB. Think of it as an automated inventory and configuration
tracking system for your IT infrastructure.

IntegrationHub ETL (Extract, Transform, Load): IntegrationHub ETL provides powerful capabilities to import and
transform data from external sources into the CMDB. This allows you to bring in data from other systems, databases,
and applications that might not be directly discoverable through Discovery. ETL processes can clean, normalize, and
map data into the correct CMDB attributes, enriching the CMDB with a broader range of information. This is crucial
when certain configuration data is stored in legacy systems or in a format that Discovery cannot directly interpret.
IntegrationHub is a robust cloud-based integration platform as a service (iPaaS).

Why the other options are incorrect:

Finder: There is no standard ServiceNow product named "Finder" directly related to CMDB population. CMDB Plug-in:
While ServiceNow does have CMDB plug-ins, they are generally extensions that extend CMDB functionality or integrate
it with specific features, rather than products solely dedicated to discovering and initially populating it. They are
typically not the primary means of initial CI discovery and population.

CMDB Integration Dashboard: This dashboard provides visibility into the health and completeness of your CMDB
data. It aids in managing the CMDB but does not directly populate it.

In summary, Discovery automatically finds and adds Cls, while IntegrationHub ETL enables importing and
transforming data from diverse sources into the CMDB, making them the primary tools for building a
comprehensive configuration database in ServiceNow. They work hand-in-hand to create a complete and accurate
view of your IT environment.

Further research:

ServiceNow Discovery Documentation: https://docs.servicenow.com/bundle/utah-it-operations-
management/page/product/discovery/concept/c_Discovery.html

ServiceNow IntegrationHub ETL Documentation: https://docs.servicenow.com/bundle/utah-platform-
administration/page/administer/flow-designer/concept/etl-transformations.html

Question: 22
When using the Load Data and Transform Map process, what is the Mapping Assist used for?

A. Mapping fields using the Import Log
B. Mapping fields using Transform History
C. Mapping fields using an SLA
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D. Mapping fields using a Field Map

Answer: D

Explanation:

The provided answer (D: Mapping fields using a Field Map) is the correct understanding of Mapping Assist within
the context of ServiceNow's Load Data and Transform Map process.

Here's a detailed justification:

The Load Data and Transform Map process in ServiceNow is a critical function for importing data into the platform. It
involves loading data from an external source (like a CSV file) and then transforming it into records within
ServiceNow tables. This process hinges on correctly mapping the fields from the source data to the corresponding
fields in the target ServiceNow table.

Mapping Assist is a feature specifically designed to aid in this mapping process. It provides a user-friendly interface for
visually connecting source fields to target fields. Field Maps are the actual objects in ServiceNow that store these field-
to-field mappings. Therefore, Mapping Assist simplifies the creation and modification of Field Maps. It helps users
define how data should be transformed and transferred, which can include direct mapping, applying scripts for data
manipulation, or setting default values.

Options A, B, and C are incorrect because:

A. Mapping fields using the Import Log: Import Logs are used to review the results of a transform, showing which
records were successfully created or updated and highlighting any errors. They are not used to define the mapping.

B. Mapping fields using Transform History: Transform History provides a record of previous transform runs, but it
doesn't directly enable mapping. It's more for audit and troubleshooting.

C. Mapping fields using an SLA: SLAs (Service Level Agreements) are completely unrelated to data
transformation processes and field mapping.

In summary, Mapping Assist directly contributes to the creation and management of Field Maps, facilitating accurate
and efficient data transformation during the Load Data process. It provides a visual interface to define these mappings,
linking source data fields to the appropriate ServiceNow table fields.

Authoritative link:

ServiceNow Docs - Transform Maps: https://docs.servicenow.com/en-US/bundle/utopia-platform-
administration/page/administer/data-import/concept/c_TransformMaps.html (Specifically, look for sections
detailing field mapping and best practices.)

Question: 23

Which one of the following statements describes the contents of the Configuration Management Database (CMDB)?

A. The CMDB contains data about tangible and intangible business assets
B. The CMDB contains the Business Rules that direct the intangible, configurable assets used by a company
C. The CMDB archives all Service Management PaaS equipment metadata and usage statistics

D. The CMDB contains ITIL process data pertaining to configuration items

Answer: A

Explanation:
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The correct answer is A: The CMDB contains data about tangible and intangible business assets.

Here's why:

Core Function of CMDB: The primary purpose of a CMDB is to store information about Configuration Items (CIs).
Configuration Items are any component that needs to be managed to deliver an IT service.

Tangible and Intangible Assets: Cls can be both tangible (physical servers, network devices, laptops) and
intangible (software, services, applications, business processes).

Comprehensive Representation: A well-maintained CMDB provides a comprehensive view of the IT environment
and its relationship to business services. This visibility enables better incident management, change management,
problem management, and other ITIL/ITSM processes.

Why other options are wrong:

B is incorrect because Business Rules are separate configurations within ServiceNow and do not describe the contents
of the CMDB.

Cis incorrect because the CMDB does not primarily store usage statistics but rather the attributes and relationships of
configuration items. PaaS metadata is a subset of the CMDB content if the PaaS is part of the IT service delivery.

D is incorrect because ITIL process data like incidents and changes are related to Cls in the CMDB but are not contained
within the CMDB itself. The CMDB provides the context for those ITIL processes.

In essence, the CMDB serves as a central repository of information about all aspects of the IT environment, enabling
effective IT service management and better decision-making.

Authoritative Links for Further Research:

ServiceNow Documentation on CMDB:https://docs.servicenow.com/bundle/utopia-platform-
administration/page/product/configuration-management/concept/cmdb-concept.html

ITIL 4 Foundation Handbook: (Provides general ITIL concepts, including the CMDB's role in service
management. Paywalled resource, consult your organization for access.)

Question: 24

In what order should filter elements be specified?

A:-Field, Operator, then Value
B. Field, Operator, then Condition
C. Operator, Condition, then Value
D. Value, Operator, then Field

Answer: A

Explanation:

The correct answer is A: Field, Operator, then Value. This is the standard order for defining filter conditions within
the ServiceNow platform and many other database query systems.

Here's the justification:

In ServiceNow, filters are used to narrow down the results displayed in lists, reports, and various other areas.

The system needs to understand what to filter on (Field), how to filter (Operator), and what value to use for comparison
(Value). This structured approach ensures that the system can correctly interpret and execute the filter condition.

The Field specifies the data column you want to evaluate. For example, "Incident Number" or "Assigned To". It
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defines which attribute of a record you're examining. Without specifying the Field, the system wouldn't know which
data point to assess.

The Operator defines the relationship or comparison you want to make. Common operators include "is," "is not,"
"contains,"” "greater than," "less than," etc. This dictates the logic of the filtering process, establishing the relationship
between the field and the value. For instance, you might want to find incidents where the "State" is "New".

The Value is the specific data point you're comparing against the field. It's the target you're using for the filtering
comparison. In the example above, "New" is the value we're using to compare against the "State" field.

By specifying the filter elements in this order (Field, Operator, Value), you create a clear and understandable
statement that the system can process. This sequence reflects the logical structure of a database query predicate in
most systems. Reversing this order (e.g., Value, Operator, Field) would make the filter condition unintelligible and
invalid. The other options provided (B and C) simply substitute elements that are not typically part of a standard
ServiceNow filter element.

Further research and information about ServiceNow filters can be found at these official ServiceNow
documentation links:

ServiceNow Docs - Using Filters and Queries
ServiceNow Docs - List Filters

Question: 25

Which statement is true about business rules?

A. A business rule must run before a database action occurs
B. A business rule can be a piece of Javascript
C. A business rule must not run before a database action occurs

D. A business rule monitors fields on a form

Answer: B

Explanation:
The correct answer is B: "A business rule can be a piece of Javascript.”

Here's a detailed justification:

ServiceNow business rules are server-side scripts that execute when records are displayed, inserted, updated, deleted,
or queried. These rules automate processes and enforce logic within the ServiceNow platform. Crucially, business
rules are written using JavaScript. This allows administrators and developers to implement complex logic using a
familiar scripting language. The JavaScript code within a business rule defines the conditions under which the rule
runs and the actions it performs.

Option A is incorrect because business rules can run before or after database actions. There are "before" and "after"
business rule types.

Option C is incorrect because business rules are often configured to run before a database action (a "before" business
rule), for example, to validate data before it's written to the database.

Option D is incorrect because while business rules can be triggered by form actions and changes to fields, their
functionality extends beyond simply monitoring. They execute actions based on those changes. They can perform
calculations, update related records, send notifications, etc. Monitoring is more a passive function.


https://docs.servicenow.com/bundle/utah-platform-administration/page/use/using-lists/concept/c_UsingFiltersAndQueries.html
https://docs.servicenow.com/bundle/utah-platform-user-interface/page/use/lists/concept/c_ListFilters.html

Therefore, only option B accurately reflects a fundamental characteristic of ServiceNow business rules: they utilize
JavaScript for their scripting logic.

Supporting links:

ServiceNow Docs: Business Rules
ServiceNow Community: Business Rules Best Practices

Question: 26

Which of the following are a type of client scripts supported in ServiceNow? (Choose four.)

A. onSubmit
B. onUpdate
C. onCellEdit
D. onLoad

E. onEdit

F. onChange

G. onSave

Answer: ACDF

Explanation:

The correct client script types supported in ServiceNow are onSubmit, onCellEdit, onLoad, and onChange. Let's
break down why these are the correct choices and why the others are not.

onSubmit: This script runs when a form is submitted. Its primary function is to validate data before it's sent to the
server, ensuring data integrity and preventing invalid or incomplete records from being created. This is critical for
maintaining data quality within the ServiceNow platform.

onCellEdit: Introduced relatively recently, onCellEdit scripts execute when a cell in a list is directly edited using
inline editing. They allow for real-time validation and manipulation of data within lists, improving user experience
and data consistency.

onLoad: As the name suggests, onLoad scripts execute when a form is loaded. They are often used to initialize form
fields, set default values, or customize the user interface based on user roles or other conditions. This ensures a
consistent and streamlined user experience.

onChange: These scripts trigger when a specific field's value changes. They are used to perform actions based on the
new value, such as updating related fields, displaying messages, or triggering workflows. This allows for dynamic
form behavior and improved data accuracy.

Now, let's look at why the other options are incorrect:

onUpdate: While the concept of an update event exists, ServiceNow uses Business Rules for server-side logic when a
record is updated. There isn't a direct "onUpdate" client script type. Updates should be handled server-side for security
and reliability.

onEdit: This isn't a standard client script type in ServiceNow. The "onCellEdit" client script covers specific cases of
editing in lists.

onSave: There isn't an "onSave" client script in ServiceNow. Saving is typically handled automatically through the
ServiceNow platform. The pre-save validation is controlled with the onSubmit script.


https://developer.servicenow.com/dev.do#!/learn/courses/kingston/scripting_in_servicenow/scripting_in_servicenow_kingston/server_side_scripting
https://community.servicenow.com/community?id=community_article&sys_id=d1636443db6473c066f1ff681ca96158

In summary, ServiceNow client scripts facilitate dynamic behavior and validation on the client-side, enhancing user
experience and data integrity. The supported types are onSubmit, onCellEdit, onLoad, and onChange. The incorrect
options are either handled server-side with Business Rules or aren't defined as distinct client script types.

Further Research:

ServiceNow Client Script Documentation:
https://developer.servicenow.com/dev.do#!/learn/courses/kingston/scripting_in_servicenow/scripting_in_serviceno (Note;
While this link may be to an older version, the fundamental concepts remain consistent.)

Question: 27
Which type of tables may be extended by other tables, but do not extend another table?

A. Base Tables

B. Core Tables

C. Extended Tables
D. Custom Tables

Answer: A

Explanation:

The correct answer is A, Base Tables. Here's a detailed justification:

In ServiceNow, table extension is a core concept of its data model, promoting reusability and inheritance. The
hierarchy works from a base table upwards. Base tables are foundational tables that do not inherit properties or fields
from any other table. They are the starting point for defining different types of data within the platform. Think of them
as the root of the table hierarchy.

Core tables (B) and Extended tables (C) are misleading options because core tables, while fundamental to
ServiceNow's functionality, can themselves be extended. Extended tables, by definition, do extend from another table
(either a base table or another extended table), thus disqualifying them from being the answer. Custom tables (D) are
tables you create yourself, and they typically extend from a base table or an existing extended table. They are,
therefore, also not at the root of the hierarchy.

Because Base tables are not extensions of any other table, they are the only tables in the ServiceNow data model that
provide a starting point, or foundation, for other tables to be extended. Other tables can inherit fields and properties
from them, defining specific and separate functionalities within the ServiceNow instance.

Therefore, only Base tables fulfill the criteria of being extendable by other tables, without extending from any table
themselves.

For further research, refer to the official ServiceNow documentation:

ServiceNow Docs: Tables
ServiceNow Docs: Table Administration

Question: 28

Which of the following statement describes the purpose of an Order Guide?


https://developer.servicenow.com/dev.do#!/learn/courses/kingston/scripting_in_servicenow/scripting_in_servicenow_introduction/scripting_in_servicenow_using_client_scripts
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/use/using-forms/concept/c_Tables.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/table-administration/concept/c_TableAdministration.html

A. Order Guides restrict the number of items in an order to only one item per request
B. Order Guide provide a list of guidelines for Administrators on how to set up item variables
C. Order Guide provide the ability to order multiple, related items as one request

D. Order Guides take the user directly to the checkout without prompting for information

Answer: C

Explanation:

The correct answer is C because Order Guides in ServiceNow are designed to streamline the ordering process for users
who need multiple, related catalog items to fulfill a specific request. They consolidate the selection and ordering of these
items into a single, user-friendly interface.

Option A is incorrect because Order Guides are specifically for ordering multiple items, not restricting orders to single
items. Individual catalog items would be used for single-item requests.

Option B is incorrect because Order Guides are focused on the end-user ordering experience, not providing
administrative guidelines for item variables. Variable management is a separate aspect of catalog item configuration.

Option D is incorrect because Order Guides typically do prompt the user for information through variables
associated with the catalog items they are ordering. This information is crucial for configuring the items correctly
for the user's specific needs. Taking the user directly to checkout bypasses this essential configuration step.

In essence, an Order Guide functions as a curated shopping experience. It presents a tailored list of items based on
predefined criteria, guides the user through the necessary configurations (via variables), and bundles everything into
a single request. This enhances efficiency and reduces the complexity of ordering multiple related items
independently. For example, onboarding a new employee might involve ordering a laptop, phone, software licenses,
and access badges. An Order Guide could bundle all these items into one request, prompting the user for details like
the employee's name, department, and job title to configure each item appropriately.

Relevant Links:

ServiceNow Docs on Order Guides: https://docs.servicenow.com/bundle/sandiego-servicenow-
platform/page/product/service-catalog-management/concept/c_OrderGuides.html
ServiceNow Community on Order Guides: https://community.servicenow.com/community?

id=community_question&sys_id=c9b4b42ddbd89090fa192183ca9619f4

Question: 29

Which tool is used to have conversations with logged-in users in real-time?

A. Connect Chat
B. Now Messenger
C. User Presence

D. Comments

Answer: A

Explanation:

The correct answer is A. Connect Chat.


https://docs.servicenow.com/bundle/sandiego-servicenow-platform/page/product/service-catalog-management/concept/c_OrderGuides.html
https://docs.servicenow.com/bundle/sandiego-servicenow-platform/page/product/service-catalog-management/concept/c_OrderGuides.html
https://docs.servicenow.com/bundle/sandiego-servicenow-platform/page/product/service-catalog-management/concept/c_OrderGuides.html
https://docs.servicenow.com/bundle/sandiego-servicenow-platform/page/product/service-catalog-management/concept/c_OrderGuides.html
https://community.servicenow.com/community?id=community_question&sys_id=c9b4b42ddbd89090fa192183ca9619f4
https://community.servicenow.com/community?id=community_question&sys_id=c9b4b42ddbd89090fa192183ca9619f4
https://community.servicenow.com/community?id=community_question&sys_id=c9b4b42ddbd89090fa192183ca9619f4

Connect Chat in ServiceNow provides real-time, multi-user communication capabilities directly within the
ServiceNow platform. This allows agents and other users to engage in instant conversations with logged-in users,
facilitating immediate assistance and resolution of issues.

Option B, Now Messenger, is not a standard ServiceNow application or feature.

Option C, User Presence, indicates whether a user is online or offline but does not facilitate actual
conversations. It simply displays the user's availability status.

Option D, Comments, allows users to add notes and updates to records, but these are asynchronous and not designed
for real-time interaction. They're more for documentation and tracking progress than immediate communication.

Connect Chat distinguishes itself by offering features like chat rooms, direct messaging, and the ability to share files, all
within the ServiceNow interface. This is crucial for collaborative problem-solving and efficient communication, which
are hallmarks of effective IT service management. It enables agents to directly support users who are experiencing
issues or require immediate assistance. The real-time nature of Connect Chat dramatically improves the user experience
and reduces resolution times.

https://docs.servicenow.com/en-US/bundle/sandiego-now-platform/page/use/connect-
support/concept/connect-
support.htmlhttps://www.servicenow.com/content/dam/servicenow/documents/resource-center/analyst-
reports/servicenow-servicemanagement.pdf (This is a general ServiceNow document discussing service
management benefits, including improved communication.)

Question: 30

Which of the following concepts are associated with the ServiceNow CMDB? (Choose four.)

A. Service Processes

B. User Permissions

C. Tables and Fields

D. A Database

E. The Dependency View

Answer: ACDE

Explanation:

The correct associations with the ServiceNow CMDB are Tables and Fields, a Database, the Dependency View, and
Service Processes. Let's break down why each is essential.

The CMDB at its core is a database (D). It's where all the configuration items (CIs) and their relationships are stored.
Without a database, there is nothing to store the CMDB data.

Within this database, the data is structured into tables and fields (C). Each configuration item (e.g., a server, a laptop, a
network device) is represented as a record in a table, and the characteristics of that CI (e.g, its name, IP address,

operating system) are stored in the fields of that record. The CMDB is a complex relational database, so relationships are
key.

The Dependency View (E) is a crucial feature that visually represents the relationships between Cls. This allows
administrators to understand how different parts of the IT infrastructure are connected and how a change or
outage in one area might affect others. This dependency mapping is directly linked to the database's data and its
logical connections.


https://docs.servicenow.com/en-US/bundle/sandiego-now-platform/page/use/connect-support/concept/connect-support.html
https://docs.servicenow.com/en-US/bundle/sandiego-now-platform/page/use/connect-support/concept/connect-support.html
https://www.servicenow.com/content/dam/servicenow/documents/resource-center/analyst-reports/servicenow-servicemanagement.pdf
https://www.servicenow.com/content/dam/servicenow/documents/resource-center/analyst-reports/servicenow-servicemanagement.pdf
https://www.servicenow.com/content/dam/servicenow/documents/resource-center/analyst-reports/servicenow-servicemanagement.pdf
https://www.servicenow.com/content/dam/servicenow/documents/resource-center/analyst-reports/servicenow-servicemanagement.pdf
https://www.servicenow.com/content/dam/servicenow/documents/resource-center/analyst-reports/servicenow-servicemanagement.pdf
https://www.servicenow.com/content/dam/servicenow/documents/resource-center/analyst-reports/servicenow-servicemanagement.pdf

Service Processes (A) are fundamentally linked to the CMDB. ITIL (Information Technology Infrastructure Library)
highlights the importance of using a CMDB to manage the configuration of assets that support service delivery.
Incidents, problems, changes, and other service processes rely on the CMDB to understand the impact and scope of the
activity. CMDB's information helps identify affected services when a CI malfunctions or needs updates.

User Permissions (B) are important in ServiceNow overall but are not a core concept of the CMDB itself. While access to
the CMDB is controlled by user permissions, user permission is not an inherent component defining the CMDB itself.
The CMDB structure exists independently of user access controls.

Authoritative Links:

ServiceNow Documentation - CMDB:https://docs.servicenow.com/bundle /rome-platform-
administration/page/product/configuration-management/concept/c_AboutCMDB.html
ITIL 4 Practices Guide: (Consider purchasing for detailed info on IT service management and the CMDB) -AXELOS

In summary, the CMDB relies on database architecture, tables and fields for data representation, visualization of CI
relationships via Dependency View, and support of Service Processes. User permissions are related to ServiceNow
platform security but do not define the core CMDB concepts.

Question: 31

What is a formatter? Select one of the following.

AAformatter-allows you to-configure-applications-on your-instance
B.A formatter is a form element used to display information that is not a field in the record
C.A formatter allows you to populate fields automatically

D.A formatter is a set of conditions applied to a table to help find and work with data

Answer: B

Explanation:
The correct answer is B: "A formatter is a form element used to display information that is not a field in the record.”

Formatters in ServiceNow serve as visual aids on forms, enhancing the user experience by presenting
information that doesn't directly reside within a specific field of the record. They are primarily used for
displaying information related to a record. They do not define the core data structure but complement it.

Formatters can be used for purposes such as showing activity streams, displaying related lists inline, or
presenting custom visualizations based on record data. They are configurable elements added to a form layout.
They are not used for populating fields automatically.

Option A is incorrect because configuring applications involves a broader set of tasks that extend far beyond the
capabilities of a formatter. Application configuration involves modules, system properties, Ul policies, and data policies.
Formatters are just one element of the Ul Option C is incorrect because populating fields automatically is usually
achieved through mechanisms like business rules or client scripts. Formatters merely display information; they don't
manipulate data. Option D is incorrect because sets of conditions for finding and working with data are more related to
filters or encoded queries.

Therefore, the definition of a formatter aligns best with displaying supplementary information on a form.For further
information on formatters, consult the official ServiceNow


https://docs.servicenow.com/bundle/rome-platform-administration/page/product/configuration-management/concept/c_AboutCMDB.html
https://docs.servicenow.com/bundle/rome-platform-administration/page/product/configuration-management/concept/c_AboutCMDB.html
https://docs.servicenow.com/bundle/rome-platform-administration/page/product/configuration-management/concept/c_AboutCMDB.html

documentation:https://docs.servicenow.com/bundle/quebec-platform-administration/page/configure /form-
administration/concept/c_FormFormatters.html

Question: 32

When searching using the App Navigator search field, what can be returned? (Choose four.)

A.Names of Applications and Modules
B.Names of Modules

C.Names of Applications

D.Favorites

E.History Records

F.Titles of Dashboard Gauges

Answer: ABCD

Explanation:

The App Navigator in ServiceNow is a powerful search tool designed to help users quickly locate and access various
parts of the platform. It's far more than just a basic menu; it provides comprehensive search capabilities across several
key areas within the ServiceNow instance.

Option A, "Names of Applications and Modules," is correct. The App Navigator is primarily designed to help users find
applications and modules within those applications. By typing in a relevant keyword, the system will return any
application or module that contains that keyword in its name.

Option B, "Names of Modules," is correct for the same reason as option A. The App Navigator specifically includes
module names in its search scope. A module represents a specific functionality within an application (e.g., "Create
Incident" within the Incident application).

Option C, "Names of Applications," is also correct. The App Navigator directly searches application names. This
allows users to rapidly locate the appropriate application they need to work within.

Option D, "Favorites," is correct. The App Navigator also displays favorite items when searching. This feature enables
users to quickly access frequently used modules or functionalities that they have bookmarked.

Option E, "History Records," is incorrect. The App Navigator is not designed to search history records. While
ServiceNow tracks user activity, this is not something directly searchable from the App Navigator. Different tools
within ServiceNow offer access to history logs and audit trails.

Option F, "Titles of Dashboard Gauges," is incorrect. While dashboards and gauges are important components of
ServiceNow, the App Navigator is not built to search specifically within dashboard gauge titles. Dashboards are typically
accessed through a dedicated "Dashboards" application module, and finding specific gauges usually involves navigating
through the dashboard itself.

In summary, the App Navigator is a comprehensive search tool focused on application and module navigation, including
favorite items. Therefore, A, B, C, and D are the correct answers. It's crucial to understand the scope of the App
Navigator to efficiently navigate the ServiceNow platform.

Here are a few links for further research:

ServiceNow Documentation: Application Navigator: https://docs.servicenow.com/bundle/utah-platform-user-
interface/page/use/navigation/concept/c_ApplicationNavigator.html
ServiceNow Community: https://community.servicenow.com/ (Search for "App Navigator")


https://docs.servicenow.com/bundle/quebec-platform-administration/page/configure/form-administration/concept/c_FormFormatters.html
https://docs.servicenow.com/bundle/quebec-platform-administration/page/configure/form-administration/concept/c_FormFormatters.html
https://docs.servicenow.com/bundle/quebec-platform-administration/page/configure/form-administration/concept/c_FormFormatters.html
https://docs.servicenow.com/bundle/quebec-platform-administration/page/configure/form-administration/concept/c_FormFormatters.html
https://docs.servicenow.com/bundle/utah-platform-user-interface/page/use/navigation/concept/c_ApplicationNavigator.html
https://docs.servicenow.com/bundle/utah-platform-user-interface/page/use/navigation/concept/c_ApplicationNavigator.html
https://docs.servicenow.com/bundle/utah-platform-user-interface/page/use/navigation/concept/c_ApplicationNavigator.html
https://docs.servicenow.com/bundle/utah-platform-user-interface/page/use/navigation/concept/c_ApplicationNavigator.html
https://community.servicenow.com/

Question: 33

Which technique is used to get information from a series of referenced fields from different tables?

A.Table-Walking
B.Sys_ID Pulling
C.Dot-Walking
D.Record-Hopping

Answer: C

Explanation:

The correct answer is C, Dot-Walking. Dot-walking is a ServiceNow technique that allows you to access fields on related
tables directly through a reference field. It leverages the relationships defined between tables to navigate and retrieve
data from different tables in a single operation. Instead of writing complex scripts or queries to join multiple tables, you
can simply "dot-walk" through the reference fields. For example, if you have an Incident record that references a User
record in the Caller field, you can use dot-walking to access the user's email address directly from the Incident form or
script by using incident.caller_id.email. This simplifies data access and reduces the need for complex queries. Table-
Walking and Record-Hopping are not standard ServiceNow terms related to accessing related data. Sys_ID Pulling
involves retrieving a specific record using its unique system identifier (sys_id), but it doesn't inherently traverse related
tables. Dot-walking provides a convenient and efficient way to retrieve information from related tables by following the
reference fields, making it the most appropriate technique in this scenario.

For further research, you can refer to the ServiceNow documentation:

ServiceNow Docs - Dot-Walking:https://docs.servicenow.com/en-US/bundle/utopia-platform-
administration/page/script/useful_scripts/concept/c_UsefulScriptincludes.html

Question: 34

What is a schema map?

A.A schema map enables administrators to define records from specific tables as trouble sources for
Configuration Items

B.A schema map graphically organizes the visual task boards for the CMDB
C.A schema map graphically displays the Configuration Items that support a business service

D.A schema map displays the details of tables and their relationships in a visual manner, allowing
administrators to view and easily access different parts of the database schema

Answer: D

Explanation:

The provided answer, "A schema map displays the details of tables and their relationships in a visual manner, allowing
administrators to view and easily access different parts of the database schema," is the correct definition of a
ServiceNow schema map.

A schema map is a powerful tool within ServiceNow for understanding and navigating the database structure. It
provides a visual representation of tables and their relationships, making it easier to comprehend the data model. This
visual representation simplifies the process of understanding how different tables are connected via reference fields,
dependencies, and extensions.


https://docs.servicenow.com/en-US/bundle/utopia-platform-administration/page/script/useful_scripts/concept/c_UsefulScriptIncludes.html
https://docs.servicenow.com/en-US/bundle/utopia-platform-administration/page/script/useful_scripts/concept/c_UsefulScriptIncludes.html
https://docs.servicenow.com/en-US/bundle/utopia-platform-administration/page/script/useful_scripts/concept/c_UsefulScriptIncludes.html
https://docs.servicenow.com/en-US/bundle/utopia-platform-administration/page/script/useful_scripts/concept/c_UsefulScriptIncludes.html

Administrators leverage schema maps to troubleshoot data issues, understand data flows, design new applications, and
optimize existing processes. By visualizing the database schema, administrators can identify potential performance
bottlenecks and design efficient data structures.

The alternatives are incorrect because:

Option A is related to the Cls that might be the source of the Incident or Problem. Option B
refers to Visual Task Boards, which are used for managing tasks visually. Option C
describes the Application Service mapping.

Therefore, only the suggested answer accurately describes the function and purpose of a ServiceNow schema
map. It offers a straightforward way to view and analyze the underlying database schema.

For further research, consult the official ServiceNow documentation:

ServiceNow Docs - Schema Map

Question: 35

Which one of the following statements best describes the purpose of an Update Set?

A.An Update Set allows administrators to group a series of changes into a named set and then move this set as a unit to
other systems

B.By default, an Update Set includes customizations, Business Rules, and homepages
C.An Update Set is a group of customizations that is moved from Production to Development

D.By default, the changes included in an Update Set are visible only in the instance to which they are applied

Answer: A

Explanation:

The provided answer, A, is indeed the most accurate description of an Update Set's purpose in ServiceNow. Update
Sets serve as containers for tracking and migrating customizations and configurations made within a ServiceNow
instance. They allow administrators to bundle a series of changes - such as modifications to tables, forms, scripts, and
workflows - into a logically grouped unit identified by a specific name. This grouping is crucial for promoting changes
from one ServiceNow instance to another, typically moving from development to test and then to production
environments.

By capturing the changes within an Update Set, administrators ensure that all related modifications are moved
together, maintaining consistency and preventing issues caused by incomplete or out-of-sync customizations. This
controlled migration process significantly reduces the risk of errors during deployments.

Options B, C, and D are incorrect. While Update Sets can include customizations, Business Rules, and homepages, these
are not the only things included by default; the exact content depends on the

administrator's actions. Update Sets primarily move changes from Development to Production, not the reverse as stated
in C. Changes in an Update Set are, by design, not immediately visible on the target instance until the Update Set is
committed, contradicting D. The primary function is to transport modifications between instances, making A the
superior and most descriptive answer.

Authoritative Links for Further Research:

ServiceNow Documentation - Update Sets:https://docs.servicenow.com/bundle/sandiego-platform-
administration/page/administer/update-sets/concept/update-sets.html


https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/use/using-forms/concept/c_SchemaMap.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/update-sets/concept/update-sets.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/update-sets/concept/update-sets.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/update-sets/concept/update-sets.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/update-sets/concept/update-sets.html

Question: 36
Which of the following can be customized through the Basic Configuration Ul 16 module? (Choose three.)

A.Banner Image

B.Record Number Format
C.Browser Tab Title
D.System Date Format
E.Form Header Size

Answer: ACD

Explanation:

The ServiceNow Basic Configuration Ul 16 module provides a streamlined way to customize the visual aspects of a
ServiceNow instance for end-users. The correct answers are A, C, and D, corresponding to Banner Image, Browser Tab
Title, and System Date Format.

A. Banner Image: The Basic Configuration Ul allows administrators to easily upload or select a banner image to
display at the top of the ServiceNow interface. This helps in branding the instance to align with the organization's
identity. This customization is crucial for creating a consistent and professional user experience.

C. Browser Tab Title: Modifying the browser tab title through the Basic Configuration Ul lets administrators define
the text displayed in the browser tab when a user is accessing ServiceNow. This helps users quickly identify and
navigate between different browser tabs, enhancing usability, especially when multiple applications are open.

D. System Date Format: Adjusting the system date format via the Basic Configuration Ul ensures that dates are
displayed consistently throughout the platform, following the desired regional or organizational standards.
Standardizing the date format reduces ambiguity and improves data comprehension for all users.

Options B (Record Number Format) and E (Form Header Size) are incorrect. Record Number Format is typically
configured through system properties or number maintenance functionalities, and it is not readily accessible through
the basic configuration. Similarly, Form Header Size adjustments usually require CSS or Ul policy customizations, going
beyond the capabilities of the Basic Configuration Ul The basic config focuses on easily-accessible branding elements.

In essence, the Basic Configuration Ul module focuses on user interface elements that contribute to the visual branding
and user experience of a ServiceNow instance, without delving into more complex system configurations.

For further research, refer to the official ServiceNow documentation on Basic Configuration Ul:

ServiceNow Docs. (Search for "Basic Configuration UI") Note: Specific documentation links may vary based on your
ServiceNow version.

Question: 37

What is the function of user impersonation?

A.Testing and visibility
B.Activate verbose logging
C.View custom perspectives

D.Unlock Application master list


https://docs.servicenow.com/

Answer: A

Explanation:

The correct answer is A. Testing and visibility. User impersonation in ServiceNow allows administrators or
developers to log in as another user without knowing their password. This functionality is primarily used for testing
and troubleshooting purposes.

Here's why:

Testing: Impersonation enables administrators to experience ServiceNow from the perspective of a specific user,
verifying that configurations, Ul policies, client scripts, and access controls are functioning correctly for that user's role,
group memberships, and permissions. This is crucial for ensuring that end-users have the appropriate access and see
the intended interface.

Troubleshooting: If a user reports an issue, an administrator can impersonate that user to replicate the problem
and diagnose the cause directly. This is invaluable for identifying permission issues, data visibility problems, or
script errors that are specific to a particular user's context.

Visibility: It allows administrators to see ServiceNow as that user sees it. This is especially helpful when debugging
visibility issues and verifying that record access is configured correctly based on roles, groups, and ACLs.

The other options are incorrect:

B. Activate verbose logging: Verbose logging is a debugging technique that provides more detailed
information about system activities. It's a separate feature from user impersonation.

C. View custom perspectives: While impersonation can allow an administrator to see another user's
perspective, that is primarily for testing purposes.

D. Unlock Application master list: The application navigator is accessible according to roles and other
criteria. Impersonation would expose the list as the impersonated user would see it.

In summary, user impersonation's main function is to facilitate testing and troubleshooting by granting
administrators the ability to view and interact with the platform as if they were a different user, offering valuable
insight and aiding in problem resolution.

Authoritative Links:

ServiceNow Docs - Impersonating a user:https://docs.servicenow.com/bundle/utca-1/page/administer/user-
authentication/concept/c_ImpersonatingAUser.html

Question: 38

What information does the System Dictionary contain?

A.The human-readable labels and language settings
B.The definition for each table and column
C.The information on how tables relate to each other

D.The language dictionary used for spell checking

Answer: B
Explanation:
The provided answer, B (The definition for each table and column), is the correct choice. The System Dictionary is a

fundamental component within ServiceNow, serving as the central repository for metadata about the platform's
data structure.
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Here's a detailed justification:

The System Dictionary stores vital information that defines the structure and behavior of tables and fields in
ServiceNow. It contains definitions for every table, including extended tables, as well as definitions for each column
(field) within those tables. This includes crucial attributes like data type, field length, default values, dictionary
overrides, relationships, and display settings. This allows ServiceNow to dynamically interpret and manage data
storage and retrieval.

Option A (The human-readable labels and language settings) is partially correct but incomplete. While labels are
present within the system dictionary entries, particularly for field names, the main function is not just label
management; it is the entire definition of the data structure. There are modules specifically to handle
internationalization.

Option C (The information on how tables relate to each other) is also partially correct. While table

relationships (like references and extensions) are defined through dictionary entries, the System Dictionary doesn't
contain all relationship information in one central place. Many-to-many relationships rely on separate relationship
tables. The Dictionary entry defines how a reference links to another table.

Option D (The language dictionary used for spell checking) is incorrect. Spell checking relies on language-specific
dictionaries and configuration settings, which are managed separately within ServiceNow and are not part of the
System Dictionary.

Therefore, the most comprehensive and accurate description of the System Dictionary's contents is the definition for
each table and column. It provides the blueprint for how data is structured and handled within the ServiceNow
platform. Because the System Dictionary is at the core of the platform, any modifications to it should be handled with
careful consideration. It directly affects data integrity and the applications that rely on the defined structure.

Authoritative Links:

ServiceNow Documentation - System Dictionary:
https://developer.servicenow.com/devportal/$knowledge_article.do?sysparm_article=KB0714137
ServiceNow Docs - Tables and Columns:https://docs.servicenow.com/bundle/sandiego-platform-
administration/page/use/using-forms/concept/c_TablesAndColumns.html

Question: 39

When working on a form, what is the difference between Insert and Update operations?

Alnsert creates a new record and Update saves changes, both remain on the form
B.Insert creates a new record and Update saves changes, both exit the form
C.Insert saves changes and exits the form, Update saves changes and remains on the form

D.Insert saves changes and remains on the form, Update saves changes and exits the form

Answer: B

Explanation:
The correct answer is B. Insert creates a new record and Update saves changes, both exit the form.

Here's a detailed justification:

In ServiceNow, when interacting with forms, the "Insert" and "Update" actions serve distinct purposes related to data
persistence.


https://developer.servicenow.com/devportal/$knowledge_article.do?sysparm_article=KB0714137
https://developer.servicenow.com/devportal/$knowledge_article.do?sysparm_article=KB0714137
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/use/using-forms/concept/c_TablesAndColumns.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/use/using-forms/concept/c_TablesAndColumns.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/use/using-forms/concept/c_TablesAndColumns.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/use/using-forms/concept/c_TablesAndColumns.html

Insert: This action is specifically designed to create a brand new record in the ServiceNow database. When you're on
a form and click "Insert,” the system takes all the information you've entered and commits it as a new, unique entry
into the relevant table. Crucially, upon successful insertion, the system typically exits the form.

Update: The "Update" action is used when you're already working with an existing record. You might have opened an
incident, a change request, or any other type of record. If you make modifications to the fields within that record and
click "Update,"” the system saves those changes to the existing record. After updating, the system typically exits the
form.

Therefore, the key difference lies in whether you're creating a new record or modifying an existing one. The question
presents options that suggest differing behavior regarding remaining on or exiting the form after using "Insert" or
"Update." However, standard ServiceNow behavior is that both actions will generally result in exiting the form and
returning to the previous view, such as a list view of records.

Therefore, the "both exit the form" part of option B makes it the correct choice.

[https://developer.servicenow.com/devportal-static/singapore/documentation/instance/helsinki/en-
US/com.glide.ui.form/co

Question: 40
How is the Event Log different from the Event Registry?

A.Event Log contains generated Events, the Event Registry is a table of Event definitions
B.Event Log is formatted in the Log style, the Event Registry displays different fields

C.Event Log lists Events that were triggered by integrations, the Event Registry lists the Events that were triggered
during the day (24-hour period)

D.Event Log is the same as the Event Registry

Answer: A

Explanation:

The correct answer is A: "Event Log contains generated Events, the Event Registry is a table of Event
definitions."

Here's why:

Event Registry: The Event Registry in ServiceNow acts as a blueprint or definition for Events. It specifies the Event
name, the table it applies to (if any), parameters passed with the Event, and scripts to run when the Event is triggered.
It defines what an Event is and what should happen when it occurs. Think of it as a class definition in object-oriented
programming.

Authoritative Link:ServiceNow Docs - Event Registry

Event Log (sysevent table): The Event Log (specifically, the sysevent table) is where instances of Events that have
actually occurred are stored. Each entry in the Event Log represents a specific occurrence of an Event that was defined
in the Event Registry. It contains information like when the Event happened, who or what triggered it, and the values
of the parameters associated with that specific instance. Think of it as an object created from the class definition of an
Event.

Authoritative Link:ServiceNow Docs - sysevent table

Options B, C, and D are incorrect because:

B: The Event Log isn't just a matter of formatting. It's fundamentally different data.
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C: While integrations can trigger Events, that's not the defining distinction between the Event Log and Registry. Both
can be involved in various workflows. The Event registry is not related to triggering during the day.

D: The Event Log and Event Registry are entirely separate and serve different purposes. They are not the same.

In summary, the Event Registry is where you define Events, while the Event Log is where you record instances of those
Events.

Question: 41

What is a Dictionary Override?

A. A Dictionary Override is an incoming customer update in an Update Set which applies to the same objects as a newer
local customer update

B. A Dictionary Override is the addition, modification, or removal of anything that could have an effect on IT
services

C. A Dictionary Override is a task within a flow that requests an action before the flow can continue

D. A Dictionary Override sets field properties in extended tables

Answer: D

Explanation:
The correct answer is D, which states that a Dictionary Override sets field properties in extended tables.

A Dictionary Override allows you to modify field attributes for a specific table that extends another table (parent). This
is a key concept in ServiceNow because it enables customization and tailoring of inherited fields without directly
modifying the base table's schema. Without Dictionary Overrides, changes to a field on the base table would uniformly
affect all extending tables, which is often undesirable.

For example, consider a 'Task’ table with a field called 'Priority'. Extending 'Task’ is 'Incident’. Without a Dictionary
Override, changing the 'Priority’ field's attributes (like making it mandatory or changing its display value) on the 'Task'
table would affect the 'Priority’ field on 'Incident'. However, by using a Dictionary Override on the 'Incident’ table, you
can make the 'Priority’ field mandatory only for Incident records, leaving the 'Priority’ field on the base 'Task' table and
other extended tables unaffected.

Dictionary Overrides are essential for maintaining data integrity and enforcing specific business rules on extended
tables. They allow for granular control over how fields behave in different contexts within the ServiceNow platform.
They do not relate to customer updates in update sets, IT service disruptions, or task actions in flows as suggested
by the other options. They specifically deal with customizing inherited fields.

Option A describes an update conflict. Option B describes a change request. Option C describes a Wait For condition
in Flow Designer. None of these accurately represent the function of a Dictionary Override.

For further research, consult the official ServiceNow documentation:

ServiceNow Docs: Dictionary Overrides

Question: 42

Which group of permissions is used to control Application and Module access?

A. Access Control Rules


https://docs.servicenow.com/bundle/sandiego-platform-administration/page/use/using_forms/concept/c_DictionaryOverrides.html

B. Ul Policies
C. Roles

D. Assignment Rules

Answer: C

Explanation:

The correct answer is C. Roles. Roles are the primary mechanism within ServiceNow for controlling access to
applications and modules. Applications in ServiceNow act as containers for modules, which are links to specific
functionalities or data within the platform.

ServiceNow utilizes roles to define what users can see and do within the system. By assigning roles to users or groups,
administrators can grant or restrict access to specific applications and their modules. When a user attempts to access
an application or module, ServiceNow checks if they possess a role that grants them the necessary permissions. If the
user has the required role(s), they can access the application or module; otherwise, access is denied.

Access Control Rules (ACLs) control access to data at the row and field level, not at the application/module level
directly, though they work in concert with roles to achieve overall security. Ul Policies control the behavior and
appearance of forms and lists, but they don't inherently restrict access to applications or modules. Assignment Rules
automatically assign tasks to users or groups based on predefined conditions, and are not related to permission
controls.

While ACLs can indirectly influence what a user can ultimately do with a module's data (e.g., preventing them from

reading a table's records, even after getting to the module), the role is the gatekeeper that determines whether the

module and application are even visible and accessible in the first place. Thus, roles are the primary mechanism for
initially granting or denying access to applications and their modules within the ServiceNow environment.

For more information, you can consult the official ServiceNow documentation:

ServiceNow Docs: Roles:https://docs.servicenow.com/bundle/sandiego-platform-
administration/page/administer/roles/concept/c_Roles.html

Question: 43

What is a Record Producer?

A. A Record Producer is a type of Catalog Item that is used for Requests, not Services
B. A Record Producer creates user records

C. A Record Producer is a type of Catalog Item that provides easy ordering by bundling requests

D. A Record Producer is a type of a Catalog Item that allows users to create task-based records from the Service
Catalog

Answer: D
Explanation:

The correct answer is D: "A Record Producer is a type of Catalog Item that allows users to create task-based records
from the Service Catalog."

A Record Producer is a specific type of catalog item within the ServiceNow platform. Its primary purpose is to provide a
user-friendly interface, often resembling a form, that allows users to easily create records in specific tables within
ServiceNow, such as incidents, change requests, or problem records, directly from the
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service catalog. Unlike typical catalog items that might fulfill requests for services or goods, Record Producers
focus on facilitating the creation of task-based records.

The critical difference lies in the outcome. A standard request item results in a request being fulfilled. A Record
Producer directly generates a record in a chosen table (like incident or change), pre-populated with user-entered data.
The Record Producer leverages variables defined within it to capture user input and map that data to fields within the
target table record. This simplifies the record creation process, especially for non-technical users, making it more
accessible and efficient.

Option A is incorrect because Record Producers create task-based records, not specifically requests only, and they are
part of the Service Catalog offerings. Option B is incorrect because Record Producers don't primarily create user
records; their main goal is creating records related to tasks, incidents, or changes. Option C describes bundling requests,
which is more related to order guides or request bundles, not a Record Producer's core function of facilitating record
creation.

For further research, refer to the official ServiceNow documentation on Record Producers:

ServiceNow Docs: Record Producers

Question: 44

Create Incident, Password Reset, and Report outage: what do these services in the Service Catalog have in common?

A. They direct the user to a record producer
B. They direct the user to a catalog property
C. They direct the user to a catalog Ul policy
D. They direct the user to a catalog client script

Answer: A

Explanation:
The correct answer is A. They direct the user to a record producer.
Here's why:

Incident creation, password reset, and reporting outages are all common IT service requests initiated by users.

Within the ServiceNow Service Catalog, a straightforward way to handle these requests is through Record Producers.
Record Producers are a specific type of catalog item designed to create records in tables like Incident, Password Reset
requests (potentially a custom table), or outage reports (again, likely a custom table or an extension of the Incident
table). They provide a user-friendly interface on the Service Portal for submitting information relevant to the underlying
request.

Instead of directly interacting with the raw table forms (which might be complex or expose unnecessary fields), Record
Producers allow you to tailor a simplified form specifically for the user's task. This ensures users only see relevant
fields, increasing usability and data quality. For example, an Incident Record Producer might ask for a summary,
description, and impacted service. Password reset might ask for user ID and verification questions. Outage reporting
would require details about the affected service and impacted users.

Options B, C, and D are not the primary or most common method for structuring these types of service catalog requests:

Catalog Properties: These are global settings that control the behavior of the catalog itself. They wouldn't typically
be used to directly handle specific requests like incident creation.


https://docs.servicenow.com/bundle/sandiego-servicenow-platform/page/service-catalog/catalog-administration/concept/c_RecordProducer.html

Catalog Ul Policies: While Ul Policies can dynamically change the behavior of the catalog item form based on user input
(show/hide fields, make fields mandatory), they are usually applied within a Record Producer or Catalog Item. Ul
Policies enhance the form, but they don't initiate the record creation process.

Catalog Client Scripts: Similar to UI Policies, client scripts add client-side interactivity and validation to the catalog
item form (again, usually within a Record Producer). They don't handle the creation of the records themselves.

In conclusion, the fundamental action of creating Incident, Password Reset, or Report Outage is facilitated by a Record
Producer transforming user input into a structured record within the platform's tables.

Further research:

ServiceNow Documentation: Record Producer:https://docs.servicenow.com/bundle /utah-servicenow-
platform/page/product/service-catalog-management/concept/c_RecordProducer.html
ServiceNow Community: Search for "Record Producer Examples" to see real-world implementations.

Question: 45
What is-the Import Set Table?

A. A table where data will be placed, post-transformation
B. A table that determines relationships
C. A staging area for imported records

D. Arepository for Update Set information

Answer: C

Explanation:

The correct answer is C, a staging area for imported records, because that accurately describes the function of the
Import Set Table within the ServiceNow platform. Here's a detailed justification:

Import Sets are a crucial mechanism in ServiceNow for bringing data into the platform from external sources. The
Import Set Table serves as the initial landing point for this incoming data. It acts like a temporary holding place, not the
final destination for your data. The raw data, often from CSV, Excel files, or JDBC connections, is initially stored here
before any transformation or processing takes place.

Think of it as a "staging area" in a data warehousing context. This staging table allows you to inspect, cleanse, and
transform the data before it's committed to the target tables within ServiceNow. Without this staging, data errors or
inconsistencies in the source could directly corrupt your ServiceNow data.

The other options are incorrect. A. A table where data will be placed, post-transformation describes the Target Table. B.
A table that determines relationships refers to things like relationship tables or potentially Configuration Management
Database (CMDB) relationship tables. D. A repository for Update Set information describes the sys_update_set table (or
related tables). The Import Set Table is specifically for the initial intake of external data.

The Import Set Table allows for robust error handling and data validation before the data is moved to its final
destination. The transformation process, which utilizes Transform Maps, then takes the data from the Import Set
Table and maps it to the appropriate fields in the target table based on defined rules. The staging area approach offers
significant advantages in terms of data quality and system integrity. Therefore,

understanding the Import Set Table as a staging area is key to managing data effectively within ServiceNow.

For further reading, refer to the official ServiceNow documentation on Import
Sets:https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/administer/import-
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sets/concept/c_ImportSets.html

Question: 46

What is a characteristic of importing data into ServiceNow?

A. An existing Transform Map can be used one time on the same import set
B. Coalesce fields are used only after running Transform
C. Any user can manage and set up import sets

D. An existing Transform Map can be used multiple times on the same import set

Answer: D

Explanation:

The correct answer is D. An existing Transform Map can be used multiple times on the same import set. This is
because of the fundamental design of ServiceNow import sets and transform maps. Let's break down why.

Import sets are temporary staging tables used to hold data being imported into ServiceNow from various sources, like
CSV files, Excel spreadsheets, or databases. Transform Maps, on the other hand, define how data from the import set is
mapped to target tables within ServiceNow, such as Incident, User, or Configuration Item (CI) tables.

The critical point is that a single Transform Map can be reused on the same import set multiple times, perhaps after
modifying the data in the import set or adjusting the Transform Map itself for incremental refinement.

This reusability provides significant flexibility in data loading and transformation. If there are issues encountered
during the initial transform, the Import Set can be modified, and the existing Transform Map rerun without
needing to recreate the mapping logic.

Option A is incorrect because Transform Maps are specifically designed for reusability; they are not a one-time-use
resource. Option B is incorrect because coalesce fields (fields used to identify existing records for updates instead of
creating new ones) are used during the transform process to match incoming data with existing records, not after.
Option C is inaccurate because access to manage and set up import sets is typically restricted to users with specific
roles, such as import_admin or admin, due to the potential impact on data integrity. Allowing any user to manage
import sets poses a significant security and governance risk.

In essence, ServiceNow's architecture deliberately allows for the reuse of Transform Maps to accommodate the
iterative and often complex nature of data integration. This feature streamlines data management and reduces
administrative overhead by avoiding redundant configuration efforts.

Further Research:

ServiceNow Documentation on Import Sets: https://docs.servicenow.com/bundle/sandiego-
platform/page/administer/import-sets/concept/c_ImportSets.html

ServiceNow Documentation on Transform Maps: https://docs.servicenow.com/bundle/sandiego-
platform/page/administer/import-sets/concept/c_TransformMaps.html

Question: 47

What module in the Service Catalog application does an Administrator access to begin creating a new item?

A. Maintain Categories

B. Maintain Items
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C. Content Items

D. Items

Answer: B

Explanation:

The correct answer is B. Maintain Items.

Here's why: The ServiceNow Service Catalog application provides a centralized portal where users can request goods
and services. To create these requestable items, administrators must navigate to the specific area designed for item
management. This is precisely what the "Maintain Iltems" module offers. It provides the interface to define, configure,
and publish service catalog items available to end-users.

The "Maintain Items" module enables administrators to create new catalog items, define their properties (like name,
description, pricing, and approval workflows), and associate them with specific categories. It also allows for the
configuration of variables to capture user input and tailor the request. Essentially, it's the starting point for making
anything available through the service catalog.

"Maintain Categories" (Option A) focuses on organizing the service catalog items into logical groupings, but it doesn't
involve the creation of the items themselves. It is used to structure the catalog by allowing administrators to group
related items under specific categories, making it easier for users to find what they need. "Content Items" (Option C)
typically relate to knowledge articles, announcements, or informational content displayed in the service portal, but not
directly to requestable goods or services that can be ordered. "Iltems" (Option D) is too general and may or may not
directly refer to the specific item creation module; it is a less precise description compared to "Maintain Items."
Therefore, the "Maintain Items" module is where administrators initiate the creation of a new service catalog item,
providing the platform to define the item's functionality and appearance.

For further research, refer to the official ServiceNow documentation:

Service Catalog Management:https://docs.servicenow.com/bundle/tokyo-it-service-
management/page/product/service-catalog-management/concept/service_catalog_management.html Create a
catalog item:https://docs.servicenow.com/bundle /tokyo-it-service-
management/page/product/service-catalog-management/task/t_CreateACatalogltem.html

Question: 48

Which of the following allows a user to edit field values in a list without opening the form?

A. Data Editor
B. Edit Menu
C. List Editor

D. Form Designer

Answer: C

Explanation:

The correct answer, C, is List Editor because it directly enables in-place editing of field values within a ServiceNow
list view without requiring the user to navigate to the detailed form. This feature significantly improves efficiency

by allowing users to quickly update multiple records directly from a list, reducing the need to open each record
individually.

Option A, Data Editor, is not a standard term or feature directly associated with in-place list editing in
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ServiceNow. Option B, Edit Menu, might contain options related to editing, but doesn't inherently provide the direct
field editing capability offered by the List Editor. Option D, Form Designer, is used to configure the layout and fields
present on a form, not to enable direct editing within a list view.

The List Editor leverages client-side scripting to allow users to modify the displayed values, and when the change is
saved, the server-side database is updated. ServiceNow Administrators can control which lists enable the List Editor, as
well as which fields are editable using ACLs (Access Control Lists). This ensures that data integrity and security are
maintained while still providing a convenient user experience. The List Editor is a key component for bulk data
maintenance and general record management within the ServiceNow platform. It's a user-friendly interface for making
quick adjustments to multiple records simultaneously.

Further research and detailed documentation can be found on the ServiceNow documentation site by searching for
"List Editor". This is the authoritative source for ServiceNow features and configuration. For example, search for
topics like "Configure the list editor” or "Using the list editor" on the ServiceNow docs site.

Question: 49
Which three Variable Types can be added to a Service Catalog [tem?

A. True/False, Multiple Choice, and Ordered

B. True/False, Checkbox, and Number List

C. Number List, Single Line Text, and Reference
D. Multiple Choice, Select Box, and Checkbox

Answer: D

Explanation:

The correct answer is D (Multiple Choice, Select Box, and Checkbox) because these are indeed valid and commonly used
variable types within a Service Catalog item in ServiceNow. Service Catalog variables collect information from users
when they order a catalog item. These variables define the input fields users see in the order form.

Multiple Choice variables present users with a list of options, allowing them to choose one. Select Box variables

also present a list of options, typically in a dropdown menu, for users to select from. Checkbox variables provide
users with individual options they can either select (check) or deselect (uncheck). This allows users to indicate
multiple selections from a set of choices.

Options A, B, and C contain invalid combinations. "Ordered" is not a valid variable type. While "True/False," "Number
List," "Single Line Text," and "Reference" are all valid variable types, they aren't the only ones that can be added, and
the question implicitly asks for a combination of valid variable types. True/False is viable but is not the only variable
type. The prompt asks for a combination of valid types. Therefore, option D is the best answer as it lists valid variable
types commonly used.

These variable types enable the catalog item to collect necessary data from users, which is then used to fulfill the
requested service. The collected data is critical for automation and ensuring the proper provisioning of the service.
Choosing appropriate variable types allows for efficient and accurate order processing.

For further research, consult the official ServiceNow documentation on Service Catalog variables:

ServiceNow Docs - Variables


https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/variables.html

Question: 50

How are Workflows moved between instances?

A. Workflows are moved using Update Sets
B. Workflows are moved using Transform Maps
C. Workflows are moved using Application Sets

D. Workflows cannot be moved between instances

Answer: A

Explanation:

The correct answer is A: Workflows are moved using Update Sets.

Update Sets are a core feature in ServiceNow designed for capturing and migrating configurations and customizations
between different instances. They function as containers for changes made to the ServiceNow platform, allowing
administrators to group related changes together. When a workflow is created or modified, the system records these
changes within the current Update Set. Once the development or configuration is complete, the Update Set is then
marked as "Complete" and can be exported as an XML file.

This XML file containing the Update Set, and consequently, the workflow definition, can then be imported into another
ServiceNow instance, such as a testing or production environment. During the import process, ServiceNow analyzes the
changes within the Update Set and applies them to the target instance, effectively replicating the workflow. This ensures
consistency and control over the deployment process.

Transform Maps (Option B) are used for importing data into ServiceNow tables from external sources, not for
migrating configuration elements like workflows. Application Sets (Option C) are groups of applications used for
managing licensing and roles, not for moving specific workflows. Option D is incorrect because workflows absolutely
can be moved between instances using Update Sets.

Therefore, Update Sets provide the standardized and controlled mechanism for moving workflows, along with other
customizations, ensuring a smooth and predictable deployment process across different ServiceNow environments.
They encapsulate the workflow definition, its activities, and any associated scripts, making the transfer complete and
self-contained. Using Update Sets helps maintain consistency and reduces the risk of errors during manual re-creation
of workflows in different instances.

For further research, refer to the official ServiceNow documentation:

Update Sets: ServiceNow Docs
Workflows: ServiceNow Docs

Question: 51

The baseline Service Catalog homepage contains links to which of the following components?

A. Record Producers, Order Guides, and Catalog Items
B. Order Guides, Item Variables, and flows
C. Order Guides, Catalog Items, and flows

D. Record Producers, Order Guides, and Item Variables

Answer: A

Explanation:


https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/administer/update-sets/concept/c_UpdateSets.html
https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/administer/workflow/concept/c_Workflow.html

The ServiceNow Certified System Administrator exam question asks about the components linked on the baseline
Service Catalog homepage. The correct answer is A: Record Producers, Order Guides, and Catalog Items.

The Service Catalog homepage is the central access point for end-users to request services, information, and support
from various departments within an organization. Out-of-the-box, the ServiceNow Service Catalog is designed to
provide easy access to the core elements that drive service requests.

Record Producers act as simplified interfaces, often mimicking forms, that allow users to create records in other tables,
like incident or request. Order Guides bundle multiple related catalog items into a single request, streamlining the
process for complex needs (e.g., onboarding a new employee). Catalog Items are individual services or products that
users can request, ranging from software to hardware to access permissions.

While flows can be triggered by requests from the Service Catalog, they are not directly linked as a homepage element.
Item Variables define the characteristics of a Catalog Item (e.g., size, color), but they are part of the item's definition,
not a distinct homepage component.

Therefore, the Service Catalog homepage primarily focuses on making it easy for users to find and submit service
requests through Record Producers, Order Guides, and individual Catalog Items, making answer A the most accurate.
The goal of the default layout is to make service requests initiated by end-users as simple as possible. The other options
include backend items or features that an end-user isn't intended to interact with directly.

ServiceNow Documentation: Service CatalogServiceNow Documentation: Record ProducerServiceNow
Documentation: Order Guides

Question: 52

Which of the following statements is true when a new table is created by extending another table?

A. The new table archives the parent table and assumed its roles in the database

B. The new table inherits all of the Business Rules, Client Scripts, and Ul Policies of the parent table, but none of the
existing fields

C. The new table inherits all of the fields of the parent table and can also contain new fields unique to itself

D. The new table inherits all of the fields, but does not inherit Access Control rules, Client Scripts, and UI Policies
of the parent table

Answer: C

Explanation:

The correct answer is C: The new table inherits all of the fields of the parent table and can also contain new fields
unique to itself.

Here's why: When a new table extends an existing table in ServiceNow, a hierarchical relationship is established.
This inheritance model is a core feature of the ServiceNow platform, designed to promote reusability and efficiency.
Extending a table automatically copies all the fields (columns) from the parent table to the new table. This ensures
that the new table possesses all the data structures necessary to store information similar to its parent.

Furthermore, the extending table can define its own, unique fields. This allows for customization and
specialization. The extending table isn't merely a copy; it becomes a distinct entity tailored for a specific purpose
while still maintaining the shared characteristics from its parent. This approach is consistent with object-oriented
programming principles.


https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/c_OrderGuides.html
https://docs.servicenow.com/bundle/sandiego-servicenow-platform/page/product/service-catalog-management/concept/record-producers.html
https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/c_OrderGuides.html
https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/c_OrderGuides.html
https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/c_OrderGuides.html

Option A is incorrect because extending a table does not archive the parent table or assume its roles in the database.
The parent table remains active and functional.

Option B is incorrect because while Business Rules, Client Scripts, and Ul Policies can be inherited (depending on
configuration and scope), the new table does inherit the fields of the parent table.

Option D is incorrect because while Access Control Rules (ACLs) are not strictly inherited without considering
inheritance settings, Client Scripts and Ul Policies can be inherited, again based on scoping and configuration. However, a
primary reason D is incorrect is that the table does inherit the parent's fields.

In summary, inheritance of fields is a fundamental and consistent aspect of extending tables in ServiceNow. Other
elements (like scripts and ACLs) have more nuanced behavior depending on configurations.

Further Reading:

ServiceNow Documentation on Tables:https://docs.servicenow.com/en-US/bundle/sandiego-platform-
administration/page/administer/data-tables/concept/c_DataTables.html

ServiceNow Developer Site on Table Extension:
https://developer.servicenow.com/dev.do#!/learn/courses/kingston/fundamentals/kingston_fundamentals_system _

Question: 53

Where can Admins check which release is running on an ServiceNow instance?

A. Memory Stats module
B. Stats module
C. System.upgraded table

D. Transactions log

Answer: B

Explanation:

The correct answer is B. Stats module.

The ServiceNow platform's release information is readily accessible through the Stats module (specifically, the Stats
page). This module displays various system statistics, including the ServiceNow instance's build name and version,
which directly indicates the release.

Options A, C, and D are not designed for this purpose:A. The Memory Stats module primarily focuses on memory usage
metrics, not the ServiceNow release version.C. The System.upgraded table might contain upgrade history, but it doesn't
offer a direct, easily accessible view of the current release.D. The Transactions log captures details about transactions
processed by the instance. Although it might indirectly point to a particular release based on the timing of events, it is
not designed for finding the currently running release.

The Stats page is specifically designed for system administrators to monitor the health and status of their
ServiceNow instances, including quick access to the release version. This ensures they're aware of feature sets and
any relevant documentation specific to that release. It provides essential system information in a single, easily
accessible location.

You can typically find the Stats page by typing "stats" in the application navigator.

Here are a few authoritative links for further research:

ServiceNow Docs: Viewing Instance Statistics: (Search ServiceNow Docs for this title in your instance's
documentation or on the ServiceNow website)


https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/administer/data-tables/concept/c_DataTables.html
https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/administer/data-tables/concept/c_DataTables.html
https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/administer/data-tables/concept/c_DataTables.html
https://developer.servicenow.com/dev.do#!/learn/courses/kingston/fundamentals/kingston_fundamentals_system_definition/ksn_fundamentals_system_definition_tables
https://developer.servicenow.com/dev.do#!/learn/courses/kingston/fundamentals/kingston_fundamentals_system_definition/ksn_fundamentals_system_definition_tables

ServiceNow Community: (Search the ServiceNow Community forums and knowledge base for "finding
instance release")

Question: 54

A knowledge article must be which of the following states to display to a user?

A. Published
B. Drafted
C. Retired

D. Reviewed

Answer: A

Explanation:

The correct answer is Published because a knowledge article must be in a Published state to be visible and accessible
to users in ServiceNow. Knowledge articles represent documented solutions, how-to guides, or informative content
intended for consumption by end-users or service desk agents. ServiceNow's knowledge management system governs
the lifecycle of these articles through various states.

An article in the Draft state is under creation or modification and is only accessible to the author or those with
appropriate permissions, such as knowledge managers. The Reviewed state signifies that the article has undergone a
quality check process, but it is still not ready for general consumption. The Retired state indicates that the article is no
longer valid or relevant and should not be displayed to users.

The Published state, however, signifies that the article is finalized, approved, and ready for distribution.

ServiceNow's platform utilizes this status to control visibility, ensuring that users only access current, accurate, and
approved information. This state management is crucial for maintaining knowledge base integrity and preventing the
dissemination of incorrect or outdated content. This aligns with standard knowledge management practices in cloud
environments, where access control and content governance are paramount for effective information sharing and self-
service. By limiting visibility to published articles, ServiceNow prevents confusion, reduces unnecessary support
tickets, and ensures a consistent user experience. A clear knowledge base contributes to efficient service delivery and
improved user satisfaction.

Therefore, the published state is the fundamental requirement for knowledge article visibility within
ServiceNow.

Further reading on Knowledge Management in ServiceNow can be found here:

ServiceNow Documentation: https://docs.servicenow.com/bundle /utah-servicenow-
platform/page/product/knowledge-management/concept/knowledge-management.html

Question: 55

What is the name of the conversational bot platform that provides assistance to help users obtain information, make
decisions, and perform common tasks?

A. Answer Agent
B.live Feed

C. Virtual Agent

D. Connect Chat


https://docs.servicenow.com/bundle/utah-servicenow-platform/page/product/knowledge-management/concept/knowledge-management.html
https://docs.servicenow.com/bundle/utah-servicenow-platform/page/product/knowledge-management/concept/knowledge-management.html
https://docs.servicenow.com/bundle/utah-servicenow-platform/page/product/knowledge-management/concept/knowledge-management.html
https://docs.servicenow.com/bundle/utah-servicenow-platform/page/product/knowledge-management/concept/knowledge-management.html

Answer: C

Explanation:

The correct answer is C, Virtual Agent. Let's break down why.

Virtual Agent within the ServiceNow platform is specifically designed to provide conversational bot assistance. It
leverages natural language understanding (NLU) to interpret user inputs and provide relevant responses, guide
users through processes, and automate tasks. This aligns directly with the question's description of helping users
obtain information, make decisions, and perform common tasks.

A key aspect of Virtual Agent is its ability to offer personalized experiences. It can access and utilize user-specific data
within the ServiceNow instance to tailor its responses and actions. This personalization enhances the user experience
and increases the effectiveness of the interaction. Virtual Agent is a key component of ServiceNow's digital
transformation strategy, aimed at streamlining workflows and improving employee and customer self-service. It is a
part of the broader trend of conversational Al being integrated into enterprise service management platforms.

Answer Agent (A) is not a standard ServiceNow term or module. Live Feed (B) is a real-time activity stream, focused on
updates and notifications rather than interactive assistance. Connect Chat (D) is a messaging platform for real-time
communication, but lacks the Al-powered conversational capabilities inherent in Virtual Agent. While Connect Chat
might be used in conjunction with Virtual Agent, it's not the bot platform itself. Virtual Agent's purpose-built
conversational interface and automation capabilities clearly distinguish it from the other options. In the context of
ServiceNow, Virtual Agent is the designed chatbot interface for helping users.

For more information, refer to the official ServiceNow documentation on Virtual Agent:

ServiceNow Virtual Agent Documentation

Question: 56
What is the purpose of a Related List?

A.To create a one-to-many relationship
B.To dot-walk to a core table
C.To present related fields

D.To present related records

Answer: D

Explanation:
The correct answer is D. To present related records. Here's a detailed justification:

A Related List in ServiceNow is a section on a form (like an Incident, Problem, or Change Request) that displays records
from another table that have a relationship to the current record. Think of it as a way to show "child" records associated
with a "parent” record. For instance, on an Incident form, you might see a Related List showing all the "Tasks" related to
that incident. This allows users to easily see and navigate to records directly connected to the one they're currently
viewing.

Option A, while seemingly related, is more accurately describes the role of Reference fields. Reference fields establish
one-to-many relationships at the database level. The effect of a relationship is that related records can be displayed, but
the Related List itself presents the already existing relationship, it does not create it.


https://docs.servicenow.com/bundle/utah-platform-user-interface/page/administer/virtual-agent/concept/va-landing-page.html

Option B, "To dot-walk to a core table," is incorrect. Dot-walking allows you to access fields on related tables directly
from a form or script, but is a separate mechanism from Related Lists.

Option C, "To present related fields," is also incorrect. While Related Lists indirectly show related fields by presenting
related records, their primary function is not to show individual fields but the entire record itself. Each row in a
Related List represents a complete record from another table.

In essence, Related Lists enhance data visibility and navigation within ServiceNow by consolidating all relevant
information regarding a specific record into a single interface. They streamline workflows by allowing users to quickly
access associated data without having to search for it. Therefore, a Related List's primary purpose is to present a list of
other records that are related to the record currently being viewed. This increases efficiency by providing a holistic
view of the context around a record, improving decision-making and overall platform usability.

For further research, consider exploring the official ServiceNow documentation on Related Lists:

ServiceNow Docs - Configure related lists

Question: 57

Which one of the following statements describes the purpose of a Service Catalog flow?

A.A Service Catalog flow generates three basic components: item variable types, tasks, and approvals

B.Although a Service Catalog flow cannot send notifications, the flow drives complex fulfillment processes

C.A Service Catalog flow is used to drive complex fulfillment processes and sends notifications to defined users or
groups

D.A Service Catalog flow generates three basic components: item variable types, tasks, and notifications

Answer: C

Explanation:

The correct answer is C because it accurately describes the role and capabilities of a Service Catalog flow in
ServiceNow. Service Catalog flows automate the fulfillment of service requests made through the Service Catalog.
These flows manage complex, multi-step processes required to deliver a requested service or product.

Option A is incorrect because while flows often involve tasks and approvals, they don't generate item variable types.
Item variable types are defined separately in the Service Catalog item.

Option B is incorrect because a significant function of Service Catalog flows is precisely the ability to send
notifications to keep users informed about the progress of their requests.

Option D is incorrect for the same reason as Option A; flows do not generate item variable types.

Service Catalog flows can orchestrate approvals, create and manage tasks (for different groups or individuals), trigger
events, and send notifications, thus automating and streamlining the entire request fulfillment process. They allow
admins to define workflows that handle everything from simple requests to very complex ones involving multiple
departments and systems. The ability to send notifications is crucial for user communication and expectation
management.

For further research, consult the ServiceNow documentation on Service Catalog Flows:

ServiceNow Docs - Flow Designer
ServiceNow Docs - Service Catalog Flow


https://docs.servicenow.com/en-US/bundle/utca-integrate-with-related-lists/page/administer/related_lists/concept/c_ConfigureRelatedLists.html
https://docs.servicenow.com/bundle/sandiego-servicenow-platform/page/administer/flow-designer/concept/flow-designer.html
https://docs.servicenow.com/bundle/sandiego-it-service-management/page/product/service-catalog-management/concept/service_catalog_flows.html

Question: 58

Which term best describes something that is created, has worked performed upon it, and is eventually moved to a state of
closed?

A.report
B.flow
C.event
D.task

Answer: D

Explanation:

The correct answer is D. Task. A task in ServiceNow represents a unit of work that needs to be completed. The lifecycle
of a task typically involves its creation, assignment to a user or group, progress through various stages as work is
performed, and eventual closure. This aligns precisely with the description provided: something created, worked upon,
and moved to a closed state.

Reports (A) are analytical outputs of data, flows (B) are automated processes, and events (C) are indicators of
occurrences or changes in the system. While these can be related to tasks, they don't inherently follow the same created-
worked-closed lifecycle. A report uses data, a flow automates processes involving tasks, and an event might trigger a
task. However, the question specifically asks for something that is created, worked upon, and closed.

Tasks in ServiceNow are fundamental building blocks for service management. Incidents, problems, changes, and
requests are all examples of task records. Each of these follows a standardized workflow, progressing through states
like New, In Progress, Resolved, and Closed. The transition between these states reflects the work performed on the
task. The lifecycle of a task record is therefore explicitly defined by the actions performed on it to resolve the
underlying issue or fulfill the request.

For further information on tasks in ServiceNow, refer to the official ServiceNow documentation:

ServiceNow Task Management: https://docs.servicenow.com/bundle/utah-it-service-
management/page/product/task_management/concept/c_TaskManagement.html

Question: 59

Which are valid Service Now User Authentication Methods? (Choose three.)

A XML feed

B.Local database
C.LDAP

D.SSO

E.FTP authentication

Answer: BCD

Explanation:

The correct answer consists of Local database, LDAP, and SSO as valid ServiceNow user authentication methods.
Here's why:


https://docs.servicenow.com/bundle/utah-it-service-management/page/product/task_management/concept/c_TaskManagement.html
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Local Database (B): ServiceNow maintains an internal user table where user credentials (usernames and
passwords) can be stored and managed directly within the platform. This is a foundational authentication method.

LDAP (C): Lightweight Directory Access Protocol (LDAP) is a standard protocol for accessing and maintaining
distributed directory information services. ServiceNow can integrate with LDAP servers (like Active Directory) to
authenticate users against an organization's existing user directory. This centralizes user management and ensures
consistent authentication policies. This leverages existing Identity Provider infrastructure.

SSO (D): Single Sign-On (SSO) allows users to access multiple applications with one set of login credentials. ServiceNow
supports various SSO protocols like SAML (Security Assertion Markup Language) and OAuth 2.0. Integrating with an
SSO provider (like Okta, Azure AD, or Google Identity) streamlines the login process and enhances security. SSO is the
primary cloud authentication method.

XML feed (A) is primarily used for data integration, not direct user authentication. While XML data can contain
authentication-related information, it's not an authentication method itself in the way LDAP or SSO are.

FTP authentication (E) is a file transfer protocol that uses its own authentication mechanisms, but it is
irrelevant to ServiceNow user authentication.

These authentication methods align with the ServiceNow platform's core functionality and its ability to integrate
with various enterprise identity management systems to provide secure and streamlined user access.

Supporting Links:

ServiceNow Docs - User Authentication:https://docs.servicenow.com/bundle /vancouver-platform-
administration/page/administer/security/concept/c_UserAuthentication.html

ServiceNow Docs - LDAP Integration:https://docs.servicenow.com/bundle /vancouver-platform-
administration/page/integrate/ldap/concept/c_LDAPIntegration.html

ServiceNow Docs - SSO Integration:https://docs.servicenow.com/bundle /vancouver-platform-
administration/page/integrate/sso/concept/c_SingleSign-On.html

Question: 60

Access Control rules may be defined with which of the following permission requirements? (Choose three.)

A.Roles

B.Conditional Expressions
C.Assignment Rules
D.Scripts

E.User Criteria

F.Groups

Answer: ABD

Explanation:

The correct answer is ABD because Access Control Rules in ServiceNow define the permissions required to access
and manipulate data. These rules evaluate conditions and grant or deny access based on meeting those conditions.

A. Roles: ServiceNow Access Control Rules can specify that a user must possess a particular role (e.g., itil, admin) to
gain access. This is a fundamental way to manage permissions based on job function or responsibility.
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B. Conditional Expressions: Access Control Rules allow for the definition of conditions using expressions. These
expressions evaluate to true or false, allowing access to be granted or denied based on record data or other system
properties. For example, a rule might only allow access to records where the "Assigned To" field matches the current
user.

D. Scripts: ServiceNow Access Control Rules allow the use of server-side scripts to determine access. This provides
maximum flexibility, enabling complex logic to determine whether a user should be granted access.

Scripts can check external data, run complex calculations, and make decisions based on a wide range of factors.
Why other options are incorrect:

C. Assignment Rules: Assignment rules automatically assign tasks to users or groups based on certain
conditions. While they affect data routing, they don't directly define access control in the same way.

E. User Criteria: User criteria are used to determine who can access knowledge base articles, service catalog items, or
run reports. While they involve permissioning, they aren't directly used in Access Control Rules.

F. Groups: While Groups themselves are not directly part of Access Control Rules, Roles can be assigned to Groups.
Indirectly this impacts access if the ACL rule specifies a Role that is attached to the Group.

Authoritative Links:

ServiceNow Docs - Access Control Rules: https://docs.servicenow.com/bundle/sandiego-platform-
security/page/administer/contextual_security/concept/access_control_rules.html

Question: 61

Which section of the ServiceNow Ul allows you to perform a global search?

A. Application Navigator
B. Banner frame
C. List pane

D. Content frame

Answer: B

Explanation:

The correct answer is B, Banner Frame, because it's the area within the ServiceNow user interface that contains the
global search functionality. The Banner Frame is persistently displayed at the top of the ServiceNow window, offering
quick access to crucial system-wide features. A key feature of the Banner Frame is the global search field. This search
bar enables users to find information across the entire

ServiceNow instance, including records in different tables, knowledge base articles, catalog items, and more. Inputting
search terms into this field initiates a comprehensive search of the indexed data within the platform.

In contrast, the Application Navigator (A) provides access to applications and modules within ServiceNow.

While helpful for navigating to specific areas, it doesn't facilitate a global search across all data. The List Pane (C)
displays lists of records within a selected module or application, focusing on displaying tabular data but not offering
the ubiquitous search functionality of the Banner Frame. The Content Frame (D) is where the main content of a
selected module or record is displayed, it showcases forms, lists and dashboards based on your selection in the
Navigator but is not where the global search is performed. The global search function is intentionally placed in a
persistent and easily accessible location (Banner Frame) to improve user experience and operational efficiency,
allowing users to find information rapidly irrespective of their current location
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within the platform. The design reflects a typical SaaS (Software as a Service) Ul where global search is a common
and expected element in the header for quick navigation and data retrieval.

Further Research:

ServiceNow Documentation: Review the official ServiceNow documentation on the user interface, specifically
detailing the banner frame and its components. Search within the ServiceNow documentation portal for
"ServiceNow UI" and "Banner Frame".

ServiceNow Training Courses: Consider taking a ServiceNow Certified System Administrator course.

Question: 62

How do you make a list filter available to everyone?

A. Make active, assign a name, and save
B. Assign a group, set visibility, and save
C. Assign a name, set visibility, and save

D. Make active, set visibility, and save

Answer: C

Explanation:

The correct answer for making a list filter available to everyone in ServiceNow is C: Assign a name, set visibility,
and save. Let's break down why.

ServiceNow utilizes Access Control Lists (ACLs) to govern data access. However, for list filters, ACLs aren't directly
involved in controlling visibility of saved filters. The visibility setting is the primary mechanism. To make a filter
accessible to all users, you must define its visibility. This is usually done via the "Visibility" setting within the filter
save dialog. Options typically include "Me," "Group," and "Everyone."

Option A is incorrect because while making the filter active is often necessary for it to function at all, simply making it
active and naming it won't automatically share it with others.

Option B is incorrect because, while assigning a group can share the filter with members of that group, choosing
to make it available to 'Everyone' overrides the group specificity.

Option D is also incorrect. Activating a filter, similarly to A, doesn't inherently imply visibility for all. You still require
the 'Visibility' setting to define its scope.

The key components for sharing a filter are:

1. Assign a Name: A descriptive name helps users easily identify and understand the purpose of the
filter.

2. Set Visibility: This is the crucial step. Setting the visibility to "Everyone" (or the equivalent wording
depending on the ServiceNow instance configuration) grants access to all users on the platform.

3. Save: Saving the filter after configuring these settings ensures the changes are persisted and the
filter is shared according to the visibility setting.

In essence, making a filter available to everyone involves a combination of proper naming for clarity and,
critically, setting the appropriate visibility level. The save action finalizes the changes.

Further information can be found on the ServiceNow documentation portal. Searching for "ServiceNow list filters,"
"ServiceNow shared filters," or "ServiceNow list personalization” on the ServiceNow documentation



site (https://docs.servicenow.com/) will provide detailed insights.

Question: 63
What would NOT appear in the Application Navigator if “service’ is typed into the filter field?

A. Configuration > Business Services
B. Self-Service > Knowledge
C. Service Portal > Widgets

D. Incident > Assigned to me

Answer: D

Explanation:

The correct answer is D. Incident > Assigned to me. Here's why:

The Application Navigator in ServiceNow filters based on matching the typed text against module names, application
names, and potentially short descriptions. The filter is meant to quickly locate applications and modules. Options A, B,
and C (Configuration > Business Services, Self-Service > Knowledge, and Service Portal > Widgets) are all potential
module labels or application names that could reasonably contain the word "service" or a related concept like "self-
service."

Option A, "Configuration > Business Services," is directly related to service management, fitting the "service" filter.
Option B, "Self-Service > Knowledge," pertains to a service offering (self-service) and provides access to a knowledge
base, indirectly connected to "service." Option C, "Service Portal > Widgets," explicitly includes "service" in "Service
Portal," increasing the likelihood of it appearing.

However, "Incident > Assigned to me" is a more specific and directly related to an incident record's assignment. While
incidents are part of service management, the label itself doesn't contain the word "service" or imply the overall service
management function as clearly as the other options. The filter logic wouldn't prioritize it as highly as options
containing "service" directly or implying it through "self-service" or a service portal construct.

The Application Navigator's purpose is to provide easy access to functionalities. Therefore, modules containing
"service" in their label appear more prominently. The "Incident > Assigned to me" option mainly targets incident
assignment, which is a lower priority in the hierarchy of finding applications with the keyword 'service'. ServiceNow
administrators primarily use the Application Navigator for system administration, which involves managing and
configuring services, knowledge bases, and service portals. The 'incident' module is a part of ITSM.

Therefore, option D is least likely to appear when filtering for "service" in the Application Navigator, as the label's
relevance to the keyword is less explicit than the others.

Refer to the official ServiceNow documentation for more information on the Application Navigator:
https://docs.servicenow.com/

Question: 64

Which of the following is used to categorize, flag, and locate records?

A. Search


https://docs.servicenow.com/
https://docs.servicenow.com/

B. Favorites
C. Tags
D. Bookmarks

Answer: C

Explanation:

The correct answer is C, Tags. Tags in ServiceNow provide a mechanism to categorize, flag, and locate records based
on user-defined criteria. They act as labels that can be applied to records, enabling users to quickly find and group
related items.

Search, while a fundamental tool for finding records, relies on indexing and matching search terms to existing data
fields. It doesn't inherently categorize or flag records in a persistent, user-definable way. Favorites are a user-specific
feature, allowing individuals to bookmark records they frequently access, but they do not categorize or flag records for
broader team use or organizational purposes. Bookmarks, similar to Favorites, are personal links and don't contribute
to system-wide categorization or flagging.

Tags, in contrast, offer a collaborative approach. Multiple users can apply the same tag to different records, building a
consistent categorization system. Clicking on a tag displays all records associated with it. This feature makes tags
valuable for identifying incidents related to a specific application, change requests linked to a particular project, or
knowledge articles relevant to a specific topic. Users can easily locate related information regardless of the table the
data resides in. Tags can also enhance reporting capabilities by allowing for filtering and grouping based on user-
defined categories. They are an essential feature for information management and improve accessibility in ServiceNow.

For further research, consider exploring the following resources:

ServiceNow Documentation on Tags:https://docs.servicenow.com/bundle/sandiego-platform-
administration/page/use/using tags/concept/c_UsingTags.html

Question: 65

Which tool should be used to populate commonly used fields in a form?

A-Template
B. Reference Qualifier
C. Formatter

D. Assignment Rule

Answer: A

Explanation:
The correct answer is A. Template.

Templates in ServiceNow are designed explicitly for pre-populating form fields with commonly used or default values.
When a user applies a template to a record (like an incident or change request), the specified fields are automatically
filled in with the values defined in the template. This saves time and ensures consistency across records, especially for
fields that are often the same, such as priority, category, or assignment group for certain types of requests. Templates
do this directly by changing field values upon application to the form.

Reference Qualifiers, option B, restrict the available choices in a reference field. While they influence the data entered,
they don't actively populate fields with predefined values. They constrain selection, ensuring data
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integrity, but don't automate population.

Formatters, option C, are used for visual customization of forms and do not modify the underlying data or populate
fields. They can add sections, highlight fields, or change the form's layout. Formatters enhance user experience but don't
automate data entry.

Assignment Rules, option D, automatically assign records to users or groups based on defined criteria. They determine
the assignee, but they don't inherently populate other fields on the form. While related to workflow and data routing,
their primary function is task assignment, not field population.

Therefore, templates are the ideal solution for pre-filling frequently used form fields, reducing manual effort, and
maintaining data consistency. They offer a direct and efficient mechanism for setting default values.

Further Reading:

ServiceNow Docs on Templates: https://docs.servicenow.com/bundle/utah-platform-
administration/page/administer/form-administration/concept/c_Templates.html

Question: 66

How is a group defined in ServiceNow?

A. A group is one record stored in the Group Type [sys_user_group_type] table
B. A group is one record stored in the Group [sys_user_group] table
C. A group defines a set of users that share the same location

D. A group defines a set of users that share the same job title

Answer: B

Explanation:

The correct answer is B: A group is one record stored in the Group [sys_user_group] table. This is the
fundamental way ServiceNow defines and structures groups.

Here's why:

In ServiceNow, groups are used to manage users and assign tasks or grant permissions. A group is essentially a
collection of users. The base table for defining a group is indeed the sys_user_group table. Each record in this table
represents a unique group within the ServiceNow instance. This record contains information such as the group name,
description, manager, and email.

Option A is incorrect because the sys_user_group_type table defines different types of groups, not the group itself.
Group types are categories or classifications for groups, such as IT, HR, or Facilities. They provide a way to organize and
categorize groups but don't represent individual group definitions.

Options C and D are incorrect because while groups can contain users who share a location or job title, these are not
defining characteristics of a group. A group can be formed based on any criteria suitable for an organization's needs,
it's not limited by the same location or job title. A group might include people with different locations or job titles that
all need to work together on specific processes or have access to particular resources.

The sys_user_group table is the authoritative source for group definitions in ServiceNow. Managing groups
effectively is crucial for user management, security, and task assignment.

Here are authoritative links for further research:


https://docs.servicenow.com/bundle/utah-platform-administration/page/administer/form-administration/concept/c_Templates.html
https://docs.servicenow.com/bundle/utah-platform-administration/page/administer/form-administration/concept/c_Templates.html
https://docs.servicenow.com/bundle/utah-platform-administration/page/administer/form-administration/concept/c_Templates.html
https://docs.servicenow.com/bundle/utah-platform-administration/page/administer/form-administration/concept/c_Templates.html

ServiceNow Docs - Groups:https://docs.servicenow.com/bundle/utah-platform-
administration/page/administer/user-administration/concept/c_Groups.html

ServiceNow Community - sys_user_group table:
https://developer.servicenow.com/dev.do#!/reference/api/rome/server/GlideRecord/GlideRecord-
TableAPI#GlideRecordTableAPI-getTable (search for sys_user_group on the page). While this link describes the
GlideRecord API, it provides context for the sys_user_group table.

Question: 67

What is a role in ServiceNow?

A. Arole is one record in the Role [user_sys_role] table
B. Arole is a set of modules for a particular application
C. Arole is one record in the Role [sys_user_role] table

D. Arole is a persona used in Live Feed Chat

Answer: C

Explanation:
The correct answer is C: A role is one record in the Role [sys_user_role] table.

Here's why: In ServiceNow, roles are fundamental to access control. They define what users can do within the system,
encompassing permissions to view, create, update, and delete data, as well as access specific applications and modules.
The sys_user_role table is the core table where these roles are defined. Each record in this table represents a single
role, containing information like the role's name, description, and associated elevated privileges. Users are then
assigned one or more roles, granting them the collective permissions defined by those roles. Answer A is incorrect
because the table name mentioned is inaccurate; the role table is Sys_user_role, not user_sys_role. Answer B is
incorrect; modules are part of an application, but a role defines access to those modules, not being a set of them. Answer
D is also incorrect, as Live Feed Chat personas have nothing to do with user roles and ServiceNow's access control
mechanism. Understanding roles is crucial for ServiceNow administrators because they are the primary means of
managing user permissions and ensuring data security within the platform. The hierarchical nature of roles in
ServiceNow (a role can contain other roles) further streamlines access management.

Authoritative Links for further research:

ServiceNow Docs - Roles
ServiceNow Community - Understanding Roles

Question: 68

What is a Notification?

A. A new Knowledge article created by a Business Rule
B:-Atool for-alerting users-that events-that concern themhave occurred
C. A message through Connect related to a Change Request

D. An email file attachment

Answer: B

Explanation:
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Here's a detailed justification for why option B is the correct answer, explaining Notifications in ServiceNow:

Notifications in ServiceNow serve as a mechanism for proactively alerting users about events relevant to them. The
core function of a Notification is to inform individuals or groups about specific occurrences within the ServiceNow
platform that require their attention or action. These events could include things like new incidents being assigned,
approvals being requested, task completions, or changes to records they are following. These notifications allow users
to stay informed without constantly monitoring the platform, thus improving efficiency.

Option B, "A tool for alerting users that events that concern them have occurred," accurately reflects this
fundamental purpose. Notifications are indeed the system's way of signaling relevant events to the appropriate
users.

Options A, C, and D are incorrect because they misrepresent the core functionality of Notifications:

Option A is incorrect because while Business Rules can trigger Notifications, the Notification itself isn't a
Knowledge article. It's a separate communication mechanism.

Option C describes a message within Connect (ServiceNow's collaboration tool) that's specifically related to a Change
Request. While Notifications can be sent via Connect, and can pertain to Change Requests, it is not the exclusive domain
of either and represents only one scenario. Notifications are a broader alerting system. Option D is incorrect because
while Notifications can be sent as emails, they are not file attachments. Email is simply one channel or medium via
which notifications are delivered.

In essence, Notifications are integral to maintaining workflow visibility and facilitating prompt responses to critical
events in ServiceNow. They utilize different communication channels (email, SMS, Connect, etc.) to reach users and
keep them informed.

Authoritative Links for Further Research:

ServiceNow Documentation on Notifications: https://docs.servicenow.com/bundle/sandiego-platform-
administration/page/administer/notification/concept/c_Notifications.html

ServiceNow Community: Searching the ServiceNow community for "Notifications" yields a wealth of practical examples
and discussions.

Question: 69
Which one of the following is NOT a type of Visual Task Board?

A. Flexible

B. Freeform

C. Feature

D. Guided boards

Answer: C

Explanation:

The correct answer is C. Feature. ServiceNow's Visual Task Boards (VTBs) are designed to manage tasks and projects
visually. There are three primary types of VTBs: Freeform, Flexible, and Guided.

Freeform boards allow users to create tasks directly on the board and organize them in any way they see fit, offering
complete freedom in how they are structured.

Flexible boards are based on a list and allow users to add and reorder columns to represent different stages or states
of the tasks in the underlying list. They adapt to list data, providing a dynamic view.

Guided boards are driven by workflow automation and task assignment rules. Lanes are automatically
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managed based on fields in the task record. These boards guide the task through predefined processes.

A "Feature" board is not a recognized or documented type of VTB within the standard ServiceNow platform. While
features might be managed using VTBs, "Feature" itself doesn't define a distinct VTB type with specific behavior and
functionality inherent in the other three types. Therefore, it doesn't align with ServiceNow's documented VTB
categories.

For further information, you can refer to the official ServiceNow documentation on Visual Task Boards:

ServiceNow Docs - Visual Task Boards

Question: 70
What is (are) best practice(s) regarding users/groups/roles? (Choose two.)

A. You should never assign roles to groups.
B. You should assign roles to users.
C. You should add users to groups.

D. You should assign roles to groups.

Answer: CD

Explanation:

The ServiceNow best practices for user, group, and role management emphasize efficient administration and
scalability. Assigning roles directly to individual users (Option B) can lead to administrative overhead, especially in
large organizations. Manually assigning roles to numerous users becomes time-consuming and prone to errors,
hindering consistent access control.

Conversely, adding users to groups (Option C) and assigning roles to those groups (Option D) is a more streamlined
and manageable approach. Group-based role assignment simplifies user onboarding and offboarding. When a new
user joins a department, they are simply added to the appropriate group, inheriting the group's associated roles.
Similarly, when a user leaves, removing them from the group automatically revokes their access. This promotes
efficient user lifecycle management.

Furthermore, group-based role management supports role-based access control (RBAC), a fundamental security
principle in cloud environments. RBAC ensures that users have only the permissions necessary to perform their job
functions, minimizing the risk of unauthorized access and data breaches. By organizing users into groups based on their
roles and responsibilities, organizations can easily enforce RBAC policies. This improves security posture and
compliance. Option A, suggesting roles should never be assigned to groups, contradicts this best practice.

In summary, assigning roles to groups and adding users to groups are central to efficient, scalable, and secure user
management within ServiceNow and align with broader cloud computing security best practices. Direct role
assignment to individual users is less efficient and more prone to errors.

Authoritative links:

ServiceNow Documentation: https://docs.servicenow.com/ (Search for "users and groups" and "roles") ITIL Best
Practices: https://www.axelos.com/ (Though not ServiceNow specific, ITIL informs best practices)

Question: 71

What are two ways to generate an Event? (Choose two.)
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A.Business Rule
B.Workflow
C.Log entry

D.Knowledge article publication

Answer: AB

Explanation:

The correct answer identifies two primary methods for triggering Events within ServiceNow: Business Rules and
Workflows. Let's delve into why these are accurate and why the other options are not.

Business Rules are server-side scripts that execute when database records are displayed, inserted, updated, deleted, or
queried. They can be configured to generate an event based on specific conditions. For example, a Business Rule might
fire when the priority of an incident changes to "Critical" and subsequently generate an event to notify relevant support
teams. This makes Business Rules a dynamic and condition-based event trigger. This is crucial for automating responses
to data changes within the system.

Workflows are automated sequences of activities designed to achieve a specific outcome. A Workflow can be triggered
by various events, including record creation, updates, or scheduled tasks. Within a Workflow, an "Event Queue" activity
can be used to generate a custom event. This allows for complex event generation logic as part of a larger automated
process. Workflows provide a more structured and orchestrated approach to event generation, enabling multi-step
responses to initial triggers.

Option C, "Log entry," is incorrect. While log entries record system activities, they don't inherently trigger events. Events
might be created because of a particular pattern identified in logs, but the log entry itself isn't the trigger mechanism. A
scheduled script or Business Rule would need to analyze the logs and then generate the event.

Option D, "Knowledge article publication,” while potentially related to a workflow that might generate an event, is not
a direct method. The action of publishing an article does not inherently create an event unless a custom process, such
as a workflow, is explicitly designed to do so upon publication. Therefore, it's not a fundamental event generation
method in ServiceNow.

In summary, Business Rules offer direct, condition-based event generation, while Workflows facilitate event creation
within structured, automated processes. This reflects the core principles of IT service management and automation
supported by ServiceNow.

Authoritative Links:

ServiceNow Documentation - Business Rules:https://docs.servicenow.com/bundle /utah-platform-
administration/page/script/business-rules/concept/c_BusinessRules.html

ServiceNow Documentation - Workflow Activities:https://docs.servicenow.com/bundle /utah-platform-
administration/page/administer/workflow/reference /r_ WorkflowActivities.html (Look for the "Event Queue"
activity)

Question: 72

Which core table in the ServiceNow platform provides a series of standard fields used on each of the tables that extend it,
such as the Incident [incident] and
Problem [problem] tables?

A.Task [task]
B.Assignment [assignment]

C.Service [service]
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D.Workflow [workflow]

Answer: A

Explanation:

The correct answer is A, Task [task]. The Task table in ServiceNow serves as the foundation for many other tables
within the platform. It's a core table that offers a set of standardized fields applicable across various workflow
processes.

Here's why:

1. Inheritance Model: ServiceNow utilizes a database architecture where tables can inherit fields and
properties from parent tables. The Task table acts as the parent to tables like Incident, Problem, Change
Request, and others.

2. Common Fields: Because Incident and Problem extend the Task table, they automatically inherit fields such as
Number, State, Assigned to, Assignment group, Priority, Description, Short description, and many more.
These are fundamental fields needed across all types of tasks tracked within the system.

3. Standardization: By using a base table like Task, ServiceNow ensures consistency and
standardization across different applications built on the platform. This greatly simplifies reporting,
integration, and data management efforts.

4. Workflow Engine Integration: The Task table is deeply integrated with the ServiceNow workflow engine,
allowing for the automation of processes related to these different record types. For instance, a workflow can
easily update the State or Assigned to fields across all tasks, regardless of whether they are incidents or
problems.

5. Extensibility: While the Task table provides a standard foundation, it's also designed to be extensible.
Individual tables, such as Incident or Problem, can add custom fields specific to their needs without
affecting the integrity of the underlying Task structure.

Options B, C, and D are incorrect:

Assignment [assignment]: This table deals more specifically with the assignment of tasks to users or groups, not the
core structure and fields inherited by tables like Incident and Problem. It depends on the Task table, rather than being a
parent.

Service [service]: This table represents the services offered by an organization. While incidents and problems can be
related to services, the Service table doesn't define the fundamental fields of those records.

Workflow [workflow]: This table stores the definitions of workflows, but it doesn't serve as a core table providing
standard fields to other tables. Workflows act upon records extending the Task table, but do not define their

underlying structure.

In essence, the Task table provides a standardized and inheritable foundation for various work management
processes within ServiceNow, making it crucial for platform consistency and extensibility.

For further reading, consult the ServiceNow documentation:

ServiceNow Docs - Task Table
ServiceNow Docs - Table Administration

Question: 73

Which of the following statements describes how data is organized in a table?
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A. A column is a field in the database and a record is one user
B. A column is one field and a record is one row
C. A column is one field and a record is one column

D. A column contains data from one user and a record is one set of fields

Answer: B

Explanation:

The correct answer is B: "A column is one field and a record is one row." This accurately reflects how
relational databases, including the one underlying ServiceNow, are structured.

A relational database organizes data into tables. Each table comprises rows and columns. A column represents a single
attribute or field, such as "User Name," "Email Address," or "Incident Number." It defines the type of data stored for
that specific characteristic. For instance, the "Email Address" column would store only email addresses, and the
"Incident Number" column would hold unique identifiers for incidents.

Each row, also known as a record, represents a single instance of the entity the table describes. For example, in a
"User" table, each row would represent a specific user in the system. This row would contain values for each column
(field) in the table, providing a complete set of information about that user.

Option A is incorrect because a record represents a complete set of attributes for one entity, not specifically one user
(unless the table is about users). Option C is illogical as a record cannot be a single column. Option D is also incorrect, as
a column does not contain data from one user; rather, it contains a specific attribute for all entities represented in the
table.

Therefore, the fundamental structure of a relational database, mirrored in ServiceNow's data model, dictates that
columns define fields, while rows represent records. These records contain the data for each entity within the table.

For further reading on relational database structures, refer to:

Microsoft SQL Server documentation on tables:https://learn.microsoft.com/en-us/sql/relational-
databases/tables/tables?view=sql-server-ver16

Oracle's documentation on database concepts:
https://docs.oracle.ccom/cd/B19306_01/server.102/b14220/intro002.htm

Question: 74
What is a sys_id?

A.Unique 32-character identifier that is assigned to every record
B.A client-side Business Rule
C.A server-side Business Rule

D.Unique 64-character identifier that is assigned to every record

Answer: A

Explanation:
The correct answer is A. A sys_id is a crucial component of the ServiceNow platform, serving as a unique identifier for
every record within the system. This unique identifier is a 32-character string. This uniqueness is paramount for

maintaining data integrity and establishing relationships between different records and tables.

Each record, regardless of its table or type (e.g. incident, problem, change request, user, group), receives a
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unique sys_id upon creation. This applies uniformly across all tables and record types in ServiceNow.

The sys_id enables the system to efficiently locate and manage specific records, making it indispensable for various
operations. These operations include querying the database, updating record information, and establishing
relationships between records.

Business Rules, while also essential in ServiceNow, are scripts that run automatically when records are displayed,
inserted, updated, or deleted. They are client-side or server-side code, distinct from the sys_id, which is merely a
record identifier. Business Rules control behavior based on specific triggers. Therefore, options B and C are
incorrect.

Option D is incorrect because the sys_id consists of 32 characters, not 64. It follows a standardized format that
ensures uniqueness across the entire ServiceNow instance.

In essence, the sys_id acts as the "primary key" for each record within ServiceNow, ensuring that every record is
uniquely addressable within the relational database that underpins the platform. The sys_id's consistent format and
guaranteed uniqueness allow for robust data management and relationship building across the ServiceNow ecosystem.

For further research, consult the official ServiceNow documentation:

ServiceNow Documentation: System ID (sys_id)
ServiceNow Developer Site: Understanding System IDs

Question: 75

When creating a global custom table named "abc’, what is the table name that is automatically assigned by the platform?

A.snc_abc
B.abc
C.u_abc
D.sys_abc

Answer: C

Explanation:

The correct answer is C. u_abc. When a custom table is created within ServiceNow and defined as a global table
(meaning it's not part of a scoped application), the platform automatically prefixes the table name with u_. This
naming convention distinguishes custom tables from those provided by ServiceNow itself (which often begin with
Sys_, snc_, or other ServiceNow-reserved prefixes). The u_ prefix specifically denotes a custom table existing in the
global scope. This prevents naming collisions with existing or future ServiceNow system tables.

Choosing A. snc_abc, B. abc, or D. sys_abc would be incorrect because snc_ typically signifies tables related to
ServiceNow Core functionalities. abc without a prefix would create a naming conflict as well as violates ServiceNow
naming convention. Furthermore, Sys_ is a prefix reserved for ServiceNow system tables and should not be used for
custom tables. Therefore, adhering to ServiceNow's best practices, any globally scoped custom table will automatically
be assigned the prefix u_ followed by the defined table name. This practice ensures better organization, easier
identification of custom tables, and prevents naming conflicts within the ServiceNow instance.

Further information can be found on the ServiceNow documentation portal, specifically regarding table naming
conventions and scopes:
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ServiceNow Tables and Columns: This provides general information on table structure and naming.

Scoped Applications: Explains application scopes and implicitly contrasts global scope table naming. Though it focuses
on scoped applications, understanding the context is crucial to realizing why Global tables are prefixed differently.

Question: 76

Access Control rules may provide access security for which of the following database objects?

A.For a specific role, group, or user
B.For a specific row, column, or table
C.For specific groups

D.For a specific CMDB Configuration item

Answer: B

Explanation:

The correct answer is B. For a specific row, column, or table. Access Control Lists (ACLs) in ServiceNow are
fundamental for controlling data access. They dictate what users or processes can do with specific data within the
platform. ACLs operate at a granular level, allowing administrators to define access rights for particular database
objects.

Specifically, ACLs control access based on three key components:

1. Object: This refers to the table, a specific row (record), or a column (field) within a table. 2. Operation:
This defines the type of access being requested, such as create, read, write, delete, or execute.

3. Permissions: These specify the conditions that must be met for the access to be granted, such as
roles, groups, or scripts.

Therefore, an ACL can be configured to allow a user with a specific role to read a specific column in a specific table, or
to prevent users without a particular role from deleting records in a certain table. This fine-grained control ensures
that sensitive data is protected and that users only have access to the information they need to perform their duties.

Options A and C are related to granting permissions to roles, groups, or users, but ACLs do not directly provide access
for them. Instead, they use roles, groups, and users as criteria to grant or deny access. Option D, "For a specific CMDB

Configuration item," is not entirely wrong, but it's less precise than option B. CMDB Configuration Items are stored as
records in tables, so controlling access to them is achieved through ACLs defined for those tables, rows, and columns.

Option B accurately covers the fundamental database objects that ACLs directly target.

For further research, refer to the official ServiceNow documentation on Access Control Lists:
https://docs.servicenow.com/bundle/sandiego-platform-
security/page/administer/contextual_security/concept/access_control_rules.html and
https://developer.servicenow.com/dev.do#!/learn/courses/kingston/security_kingston/security_kingston_acl/securi

Question: 77

What is the primary application used to load data into ServiceNow?


https://developer.servicenow.com/devportal/devdb/reference/table-api
https://developer.servicenow.com/devportal/learn/courses/servicenow-application-development-fundamentals/app-dev-in-servicenow/app-scope
https://docs.servicenow.com/bundle/sandiego-platform-security/page/administer/contextual_security/concept/access_control_rules.html
https://docs.servicenow.com/bundle/sandiego-platform-security/page/administer/contextual_security/concept/access_control_rules.html
https://developer.servicenow.com/dev.do#!/learn/courses/kingston/security_kingston/security_kingston_acl/security_kingston_create_acl
https://developer.servicenow.com/dev.do#!/learn/courses/kingston/security_kingston/security_kingston_acl/security_kingston_create_acl

A. Service Level Management
B. Configuration

C. System Import Sets

D. System Update Sets

Answer: C

Explanation:

The correct answer is C. System Import Sets. Import Sets are the primary and recommended method for bringing
data into a ServiceNow instance from various external sources. They provide a structured and managed approach
to data loading, allowing for data transformation, validation, and error handling. This mechanism helps ensure
data integrity and consistency within the ServiceNow platform.

Here's a breakdown of why the other options are less suitable:

A. Service Level Management (SLM): SLM focuses on defining, measuring, and reporting on service level
agreements. It's not designed for bulk data imports. While SLM relies on data, its primary function isn't data loading
itself.

B. Configuration: While configuration involves setting up and customizing the ServiceNow environment, it's not a
direct method for importing large datasets. Configuration changes are typically done through the user interface or
code, not through a dedicated data import tool.

D. System Update Sets: Update Sets are used to package and move customizations from one ServiceNow instance to
another (e.g., from a development instance to a production instance). They primarily deal with application
configurations, code changes, and other metadata, not bulk data loading. While Update Sets can include some data,
they aren't intended for the initial or ongoing loading of large datasets from external sources. Using Update Sets for
this purpose is not considered a best practice.

Import Sets involve staging data in import tables, transforming it using transform maps, and then inserting it into the
target tables within ServiceNow. This process allows administrators to control how data is mapped, validated, and
cleaned before it affects the system. Common data sources include CSV files, Excel spreadsheets, JDBC connections,
and web services.

Using Import Sets helps to maintain the integrity of the ServiceNow instance and avoid data inconsistencies. It's the
standard practice recommended by ServiceNow for data integration tasks.

For further information on ServiceNow Import Sets, refer to the official ServiceNow documentation:

ServiceNow Docs on Import Sets: https://docs.servicenow.com/bundle /sandiego-platform-
administration/page/administer/import-sets/concept/import_sets_landing_page.html

Question: 78

Which of the following steps can be used to import new data into ServiceNow from a spreadsheet?

A.Select-Data-Source, Schedule-Transform
B.Load Data, Create Transform Map, Run Transform
C.Define Data Source, Select Transform Map, Run Transform

D.Select Import Set, Select Transform Map, Run Transform

Answer: B

Explanation:


https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/import-sets/concept/import_sets_landing_page.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/import-sets/concept/import_sets_landing_page.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/import-sets/concept/import_sets_landing_page.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/import-sets/concept/import_sets_landing_page.html

The correct answer is B: Load Data, Create Transform Map, Run Transform. Let's break down why this process is the
standard way to import data into ServiceNow from a spreadsheet.

First, you need to get the data into ServiceNow. The "Load Data" step accomplishes this by importing the
spreadsheet. This step creates an "Import Set,” which is a staging table in ServiceNow where the data is
temporarily stored. An Import Set essentially represents the raw data from your source (in this case, the
spreadsheet).

Next, the data in the Import Set is generally not in the correct format or location to be directly written to the target
table (e.g. the User table, Incident table, etc.). This is where the "Create Transform Map" step comes into play. A
Transform Map defines the relationship between the fields in the Import Set and the fields in the target table. It
specifies how data should be transformed, manipulated, or skipped during the import process.

It also handles field mappings, data conversions (like date formats), and collision handling (what to do if a record
already exists). You define scripts within the transform map to handle complex data manipulations.

Finally, after you've loaded the data and defined the transformation rules, you "Run Transform". This executes the
Transform Map, reading the data from the Import Set, applying the transformation rules, and inserting or updating
records in the target table based on the configuration specified in the Transform Map.

Option A is incorrect because Scheduling a transform is a separate operation done after you have defined and tested that
it works. Selecting a Data Source is relevant, but usually performed under the "Load Data" activity.

Option C is incorrect because while you do Define the Data Source as part of loading data, you CREATE a transform
map instead of just selecting one. Re-using a transform map on completely new data from a spreadsheet is not the
ideal approach.

Option D is wrong because you don't specifically "Select Import Set". You create an Import Set when loading data from
a datasource.

In summary, the correct sequence ensures that the data is first ingested, then transformed according to predefined
rules, and finally, the transformed data is written to the correct tables in ServiceNow. The use of Import Sets and
Transform Maps allows for controlled and reliable data integration.

For more information, refer to the official ServiceNow documentation on Import Sets and Transform Maps:

ServiceNow Docs - Import Sets
ServiceNow Docs - Transform Maps

Question: 79

Which tool is used for creating dependencies between configuration items in the CMDB?

A. CI Relationship Editor
B. CMDB Builder
C. CI Service Manager

D. CI Class Manager

Answer: D

Explanation:
The correct answer is D. CI Class Manager.
Here's a detailed justification:

The ServiceNow CMDB (Configuration Management Database) stores information about configuration items


https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/administer/import-sets/concept/c_ImportSets.html
https://docs.servicenow.com/en-US/bundle/sandiego-platform-administration/page/administer/import-sets/concept/c_TransformMaps.html

(CIs) and their relationships. To effectively manage these relationships, ServiceNow provides several tools. The CI
Class Manager is specifically designed for defining and managing the classes of Cls and, crucially, their allowed
relationships. It allows administrators to specify which CI classes can relate to each other and the types of
relationships permitted (e.g., "Depends on," "Connected to," "Runs on").

While the CI Relationship Editor (option A) is useful for visualizing and creating individual relationships between
specific Cls, it doesn't define the allowed relationships at a class level. It's more of an ad-hoc relationship management
tool. The CI Service Manager (option C) is more related to service-aware CMDB and connecting Cls to business
services. CMDB Builder (option B) isn't a standard ServiceNow tool used for defining CI relationships.

The CI Class Manager, on the other hand, dictates the rules governing CI relationships. By configuring relationship
rules within the CI Class Manager, administrators ensure that only valid and meaningful relationships can be
created within the CMDB. This ensures data integrity and consistency. Incorrect relationships can lead to
inaccurate impact analysis and incident management. The CI Class Manager also allows for extension of the CMDB
schema to add new CI Classes and the allowable relationships between them. Properly defining these class-level
relationships is crucial for maintaining a healthy and accurate CMDB.

Therefore, while other tools might help create individual relationships, the CI Class Manager is the primary tool for
defining and governing the types of relationships that are allowed between different CI classes in the CMDB. It plays a
fundamental role in establishing the framework for CI relationships and ensuring CMDB accuracy and consistency.

Authoritative Links:

ServiceNow Documentation on CI Class Manager:https://docs.servicenow.com/bundle/sandiego-platform-
administration/page/product/configuration-management/concept/cmdb-class-manager.html
ServiceNow Community Article on CMDB Relationships:https://community.servicenow.com/community?

id=community_article&sys_id=01639701db9564d0662949fa4b9619bc

Question: 80
What is the difference between a Ul Policy and Data Policy?

A. Data Policies run when data is entered through the form, by an Import Set, or by web services, while UI Policies
are set only by web services

B. Data Policies can be converted into Ul Policies, but Ul Policies cannot be converted into Data Policies

C. Data Policies run regardless of how data is entered into ServiceNow, while Ul Policies are used for form
interactions

D. Data Policies run only after UI Policies run successfully

Answer: C

Explanation:

The correct answer is C because it accurately reflects the core difference in the scope and operation of UI Policies
and Data Policies in ServiceNow.

Ul Policies are client-side scripts that control the behavior and appearance of fields on a ServiceNow form. They are
triggered by user interactions with the form, such as changing a field value or loading the form. They primarily focus on
the user interface aspect of data entry. Ul Policies can make fields mandatory, read-only, or hidden, altering the form's
display based on specified conditions. However, they do not enforce data consistency at the database level and can be
bypassed via methods that don't use the standard UL


https://docs.servicenow.com/bundle/sandiego-platform-administration/page/product/configuration-management/concept/cmdb-class-manager.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/product/configuration-management/concept/cmdb-class-manager.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/product/configuration-management/concept/cmdb-class-manager.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/product/configuration-management/concept/cmdb-class-manager.html
https://community.servicenow.com/community?id=community_article&sys_id=01639701db9564d0662949fa4b9619bc
https://community.servicenow.com/community?id=community_article&sys_id=01639701db9564d0662949fa4b9619bc
https://community.servicenow.com/community?id=community_article&sys_id=01639701db9564d0662949fa4b9619bc

Data Policies, on the other hand, are server-side rules that enforce data consistency regardless of the method used to
enter data into ServiceNow. This means that Data Policies are applied whether data is entered via a form, an import set,
or a web service. They ensure that certain data rules, such as field mandatory settings or value restrictions, are enforced
at the database level, making them more robust for data integrity. Data policies are therefore applied independently of
the UL

Option A is incorrect because Ul policies are triggered by form interactions, not solely by web services. Option B is
incorrect because Ul Policies can be converted into Data Policies. Option D is incorrect because Data Policies are applied
regardless of whether Ul Policies run. Data Policies run alongside Ul policies to ensure data consistency when and after
the record is created or updated.

In essence, Ul Policies focus on controlling the user experience of data entry on forms, while Data Policies focus on
maintaining data integrity regardless of the input method.

For further research, you can refer to the official ServiceNow documentation:

UI Policies
Data Policies


https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/form-administration/concept/c_UiPolicies.html
https://docs.servicenow.com/bundle/sandiego-platform-administration/page/administer/data-policies/concept/c_DataPolicies.html

