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Question: 1

What is the result of a segmentation criteria filtering on City | Is Equal To | 'San José"?

A.Cities containing 'San Jose', 'San José', 'san josé, or 'san jose'
B.Cities only containing 'San José or 'san josé'
C.Cities only containing 'San José' or 'San Jose'

D.Cities only containing 'San Jose' or 'san jose'

Answer: B

Explanation:

The segmentation criteria "City | Is Equal To | 'San José" in Salesforce Data Cloud is designed for exact string matching.
This means the system will specifically look for city values that are identical to the string provided.

Case sensitivity and special characters, such as the accented 'é', are crucial in determining the outcome.

Option A is incorrect because "Is Equal To" does not perform a "contains" operation. It will not match cities that only
contain the specified string within a larger string. Option C is incorrect because the filter explicitly specifies 'San José'
and not 'San Jose'. Option D is wrong for the same reason as option C. It misses the 'é' in "San José."

Option B correctly states that the filter will only match cities that contain either 'San José' or 'san josé'. While Salesforce
Data Cloud can be configured with case sensitivity settings, "Is Equal To" typically implies a case-insensitive comparison
for usability reasons, particularly in fields like "City". This means even though the filter specifies "San José", records with
"san josé" will also be included. However, the filter will still only return exact matches of these two variations. This
contrasts with a "Contains" operator, which would return cities containing these strings, even as part of a larger name

zn

(e.g., "East San José").

Therefore, the most accurate answer is B, which specifies the two values that are most likely to match
depending on the case sensitivity settings of the data source, which are both exact matches.

For further research on Salesforce Data Cloud segmentation and filtering options, refer to the official Salesforce
documentation:

Salesforce Data Cloud Documentation:https://help.salesforce.com/s/articleView?

id=sf.mkt_cloud_account_engagement.htm&type=>5
Salesforce Help Portal:https://help.salesforce.com/ (Search for "Data Cloud Segmentation” or "Data Cloud
Filtering")

Question: 2

A consultant has an activation that is set to publish every 12 hours, but has discovered that updates to the data prior to
activation are delayed by up to 24 hours.
Which two areas should a consultant review to troubleshoot this issue? (Choose two.)

A.Review data transformations to ensure they're run after calculated insights.
B.Review calculated insights to make sure they're run after the segments are refreshed.
C.Review segments to ensure they're refreshed after the data is ingested.

D.Review calculated insights to make sure they're run before segments are refreshed.

Answer: CD

Explanation:
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The issue is that data updates are delayed by up to 24 hours, even though the activation publishes every 12 hours.
This means the activation is likely publishing before the data is fully refreshed and available.

Option C, "Review segments to ensure they're refreshed after the data is ingested," is crucial. Data ingestion is the first
step in bringing data into Data Cloud. Segments rely on this ingested data. If segments are refreshed before ingestion
completes, they'll use outdated information, leading to the observed delay. Properly sequenced refreshing means that
segments must be refreshed after data ingestion is complete, otherwise activations leveraging the segments will
reflect an outdated picture of the data.

Option D, "Review calculated insights to make sure they're run before segments are refreshed," is also important.
Calculated insights transform and enrich the ingested data. Segments often use these calculated insights to define their
membership criteria. If segments are refreshed before calculated insights are updated, they'll be based on stale
calculated values, resulting in outdated segment membership and, consequently, delayed updates reflected in the
activation. Therefore, ensuring that calculated insights are executed before segment refresh is necessary to provide the
most up-to-date data.

Options A and B are less relevant. While transformations and calculated insights are important parts of the data flow,
the order of segments and data ingestion (C) and the order of segments and calculated insights (D) is more critical in the
immediate issue of delayed updates. The 12 hour activation schedule should only publish the latest set of enriched and
correctly segmented data, which depends on the ordering described in C and D.

Therefore, the consultant should focus on the order of data ingestion, calculated insights, and segment refreshing
to resolve the data delay issue.

Relevant Resources:

Salesforce Data Cloud Documentation: (Requires Salesforce Login/Subscription but contains authoritative source
of truth.)

Trailhead - Salesforce Data Cloud: (Search for relevant Data Cloud trails and modules related to data ingestion,
segments, and calculated insights for conceptual understanding).

Question: 3

Cumulus Financial wants to segregate Salesforce CRM Account data based on Country for its Data Cloud users. What
should the consultant do-to-accomplish this?

A.Use Salesforce sharing rules on the Account object to filter and segregate records based on Country.

B.Use formula fields based on the Account Country field to filter incoming records.

C.Use streaming transforms to filter out Account data based on Country and map to separate data model objects
accordingly.

D.Use the data spaces feature and apply filtering on the Account data lake object based on Country.

Answer: D

Explanation:

The correct answer is D because Data Spaces in Salesforce Data Cloud provide a native and efficient mechanism to
partition and segregate data access based on defined criteria, in this case, Country. Data Spaces allow you to create
isolated environments within Data Cloud, ensuring that users can only access data relevant to their specific roles or
regions. Applying filtering directly on the Account data lake object within a Data Space based on the "Country"” field
achieves the desired segregation. This method avoids complex transformations or unnecessary reliance on Salesforce
CRM sharing rules, which are less suited for large-scale data segregation within Data Cloud.

Option A is incorrect because Salesforce sharing rules primarily govern access within Salesforce CRM and are



not the optimal solution for controlling data access within Data Cloud. These rules would not directly
translate to Data Cloud's data lake objects.

Option B is incorrect because formula fields are computed fields and are not designed for filtering incoming records at
scale. Relying on formula fields for this purpose would be inefficient and difficult to manage for a large dataset.

Option C is incorrect because using streaming transforms for data segregation adds unnecessary complexity.

Streaming transforms are more suited for data enrichment and transformation, not for primary data access control,
which Data Spaces handle more directly and efficiently. Data Spaces offer a streamlined, declarative approach.

Data Spaces are designed specifically for this type of data partitioning, providing a more manageable and scalable
solution for controlling access to segregated data within Data Cloud. Using this method, compliance and data
governance are easier to maintain.

For further research, consult the Salesforce Data Cloud documentation on Data Spaces:

Salesforce Data Cloud Data Spaces

Question: 4

A customer notices that their consolidation rate has recently increased. They contact the consultant to ask why. What are
two likely explanations for the increase? (Choose two.)

A.Duplicates have been removed from source system data streams.
B.Identity resolution rules have been added to the ruleset to increase the number of matched profiles.
C.New data sources have been added to Data Cloud that largely overlap with the existing profiles.

D.Identity resolution rules have been removed to reduce the number of matched profiles.

Answer: BC
Explanation:

The correct answer is B and C. A consolidation rate reflects how many data points are being consolidated into a unified
profile.

Option B is correct because Identity Resolution rules are designed to match and merge profiles that represent the same
individual. If new rules are added or existing rules are made more lenient, the system will identify more matches. This
results in more profiles being merged into a single unified profile, hence increasing the consolidation rate.

Option C is correct because the addition of new data sources with overlapping profiles naturally increases the likelihood
of finding matches. If the new data largely contains information already present in Data Cloud but fragmented across

different profiles, the Identity Resolution engine will find these matches and consolidate them. This again, leads to a
higher consolidation rate as separate records are combined.

Option A is incorrect because removing duplicates from source systems should ideally decrease the
consolidation rate. Fewer records coming in mean fewer opportunities for consolidation.

Option D is incorrect because removing Identity Resolution rules would reduce the number of matched profiles.
This would lead to a decrease in the consolidation rate.

Supporting Concepts:

Identity Resolution: The process of matching and merging different profiles representing the same individual
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into a single unified profile.

Consolidation Rate: A metric indicating how many data points are being consolidated into a unified profile. Higher
rates suggest more data is being merged.

Data Sources: The various systems or locations from which data is ingested into Data Cloud.

Authoritative Links:

Salesforce Data Cloud Identity Resolution: (Search Salesforce Help for "Data Cloud Identity Resolution") -
Provides detailed information on identity resolution processes and how to configure them.

Salesforce Data Cloud Metrics: (Search Salesforce Help for "Data Cloud Metrics") - Offers insights into different
metrics within Data Cloud and their interpretations.

Question: 5 Whatis
Data Cloud's primary value to customers?

A.To provide a unified view of a customer and their related data

B.To create personalized campaigns by listening, understanding, and acting on customer behavior C.To
connect all systems with a golden record

D.To create a single source of truth for all anonymous data

Answer: A

Explanation:

A.To provide a unified view of a customer and their related data
Salesforce Data Cloud's primary value lies in its ability to:

Unify data from multiple sources (CRM, web, mobile, offline, etc.)
Resolve identities across systems

Build a complete customer profile (often called a 360-degree view)

Enable real-time personalization and insights across Salesforce applications

Question: 6 Data
Cloud consultant recently discovered that their identity resolution process is matching individuals that share email

addresses or phone numbers; but are not actually the same individual:
What should the consultant do to-address this-issue?

A.Modify the existing ruleset to use fewer matching rules, run the ruleset and review the updated results, then adjust as
needed until the individuals are matching correctly.

B.Create and run a new ruleset with stricter matching criteria, compare the two rulesets to review and verify the results,
and then migrate to the new ruleset once approved.

C.Create and run a new ruleset with fewer matching rules, compare the two rulesets to review and verify the results,
and then migrate to the new ruleset once approved.

D.Modify the existing ruleset with stricter matching criteria, run the ruleset and review the updated results, then
adjust as needed until the individuals are matching correctly.

Answer: B



Explanation:

B. Create and run a new ruleset with stricter matching criteria, compare the two rulesets to review and verify the
results, and then migrate to the new ruleset once approved.

The issue described is overgrouping, where the identity resolution process is incorrectly combining profiles of different
people into a single unified profile. This happens because the matching criteria are too loose. To fix this, the consultant
must use stricter matching criteria.

Question: 7

Data Cloud receives a nightly file of all ecommerce transactions from the previous day. Several segments and activations
depend upon calculated insights from the updated data in order to maintain accuracy in the customer's scheduled campaign
messages.

What should the consultant do to ensure the ecommerce data is ready for use for each of the scheduled

activations?

A.Ensure the activations are set to Incremental Activation and automatically publish every hour.

B.Use Flow to trigger a change data event on the ecommerce data to refresh calculated insights and segments before the
activations are scheduled to run.

C.Set a refresh schedule for the calculated insights to occur every hour.

D.Ensure the segments are set to Rapid Publish and set to refresh every hour.

Answer: B

Explanation:

The correct answer is B: Use Flow to trigger a change data event on the ecommerce data to refresh calculated insights
and segments before the activations are scheduled to run.

Here's why:

The key requirement is ensuring data readiness for scheduled activations after the nightly ecommerce
transaction file import. This involves refreshing calculated insights and segments that depend on the imported
data before the activations run.

Option B provides a targeted and controlled approach. Using a Flow, you can trigger a change data event
specifically on the ecommerce data after the file ingestion. This change data event will then trigger the refresh of
calculated insights and segment calculations that rely on that data. Because the Flow can be scheduled before the
activation runs, we can guarantee the data will be ready and current.

Option A is incorrect because Incremental Activation and automatically publishing every hour doesn't address the core
issue of refreshing calculated insights and segments. Incremental activation speeds up activation but depends on the
underlying segment being accurate. Automatic publishing doesn't force segment refresh.

Option C, setting a refresh schedule for calculated insights every hour, is not targeted. Refreshing every hour is
potentially wasteful and inefficient if data only updates nightly. It also doesn't guarantee that the refresh completes
before the activation runs.

Option D is incorrect. Rapid Publish speeds up segment activation but does not refresh the segments themselves. Setting
segments to refresh every hour is also inefficient and doesn't guarantee a refresh before activation.

The Flow-based approach ensures that the calculated insights and segments are refreshed only when needed (after the
nightly data load) and precisely when needed (before the activations run). This makes it efficient, targeted, and
guarantees data readiness for the activations.



For more information on Change Data Capture (CDC) in Salesforce Data Cloud (which underpins the change data
event strategy), refer to the Salesforce documentation:

Data Cloud Change Data Capture: (Search the Salesforce Help documentation for "Data Cloud Change Data
Capture").

Salesforce Flows: (Search the Salesforce Help documentation for "Salesforce Flows"). Understanding how to trigger
flows based on data changes is crucial.

These resources will provide further insights into how data changes trigger events and how to use Flow to
orchestrate data management processes within Data Cloud.

Question: 8

A client wants to bring in loyalty data from a custom object in Salesforce CRM that contains a point balance for accrued
hotel points and airline points within the same record. The client wants to split these point systems into two separate
records for better tracking and processing.

What should a consultant recommend in this scenario?

A.Use batch transforms to create a second data lake object.
B.Create a junction object in Salesforce CRM and modify the ingestion strategy.
C.Clone the data source object.

D.Create a data kit from the data lake object and deploy it to the same Data Cloud org.

Answer: A

Explanation:
The correct answer is A: Use batch transforms to create a second data lake object.

Here's a detailed justification:

The client's requirement is to split data from a single Salesforce CRM custom object (containing both hotel and airline
points) into two separate records within Data Cloud for improved tracking and processing. Batch transforms provide
the necessary functionality to achieve this data manipulation within Data Cloud after the data has been ingested.

Option A utilizes the power of batch transforms to process the ingested data. The original data lake object will contain
all the data from the Salesforce custom object. A batch transform can then be created to read from this source data lake
object, filter and transform the data to isolate the hotel points data, and write this transformed data into a new data lake
object specifically for hotel points. A second batch transform can be created to similarly extract and write airline points
data into another, separate data lake object. The crucial aspect here is that batch transforms allow for complex data
manipulation and creation of new data lake objects based on the source data, achieving the desired splitting of data into
separate records. This is a standard approach to data transformation within Data Cloud.

Option B, creating a junction object in Salesforce CRM, doesn't address the fundamental need for data transformation
within Data Cloud. While junction objects relate records, they don't split the point data into separate records as
required.

Option C, cloning the data source object, simply replicates the existing data source object in Salesforce, failing to
achieve the desired data splitting within Data Cloud. It only duplicates the original source data, not separate records.

Option D, creating a data kit and deploying it, is irrelevant as data kits are used to deploy complete data models,
not to transform data within the data lake. Data kits primarily concern deployment across



environments, not data manipulation.

In conclusion, batch transforms are the correct solution because they allow Data Cloud to ingest the data as is, then
use transformations to split and organize data into separate, purpose-built data lake objects. This keeps source data
intact while enabling efficient data processing and tracking for loyalty points.

Relevant resource:

Salesforce Data Cloud Documentation: (https://help.salesforce.com/s/articleView?

id=sf.mcdp_segments.htm&type=5) This link leads to Salesforce Data Cloud documentation; search for "batch
transforms” or "data transformation” within this documentation for detailed examples.

Question: 9

Which operator should a consultant use to create a segment for a birthday campaign that is evaluated daily?

A.ls Today
B.Is Birthday
C.Is Between

D.Is Anniversary Of

Answer: D

Explanation:

Here's a detailed justification for why "Is Anniversary Of" is the most appropriate operator for a daily
evaluated birthday campaign segment in Salesforce Data Cloud:

The core requirement is to identify individuals whose birthday falls on the current day and to do so with daily
evaluation. Let's analyze why the other options are less suitable:

Is Today: While seemingly relevant, this operator typically checks if a date field is the current date. It doesn't
inherently extract the day and month from a date of birth field and compare it to the current day and month. It's too
simplistic for this nuanced birthday logic.

Is Birthday: This operator is misleading, as it's not a standard or commonly available operator in most data
segmentation tools (including Salesforce Data Cloud). There's no inherent "Is Birthday" operator that understands
the implicit comparison.

Is Between: This operator is used to determine if a date falls within a specified date range. While one might
theoretically try to use it, it's far more complex and inefficient for this scenario. It would require complex
calculations to dynamically create a range encompassing only the current day, repeated daily.

Is Anniversary Of: This operator is specifically designed to check if a date shares the same day and month as the
current date, regardless of the year. This perfectly addresses the requirement of identifying birthdays occurring on a
specific date, even if the individual's birth year is different. Data Cloud evaluates the segment daily, it will identify
those whose birthday is on the current date.

Essentially, "Is Anniversary Of" allows Data Cloud to extract the day and month components of a birthday field (e.g.,
date of birth) and compare them to the current day and month for each profile. This is exactly the logic needed for a

birthday campaign segment.

By leveraging "Is Anniversary Of", the segment automatically updates daily to include only those individuals
celebrating their birthday today, ensuring the birthday campaign triggers appropriately.

For more information on available operators and segmentation techniques in Salesforce Data Cloud, explore
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the official Salesforce documentation and Trailhead modules related to segmentation, particularly in the context of
customer data platform (CDP) functionality:

Salesforce Data Cloud Documentation:https://help.salesforce.com/s/articleView?id=sf.c360a.htm&type=>5

Trailhead: (Search for "Salesforce Data Cloud" and "Segmentation") https://trailhead.salesforce.com/

Question: 10

A new user of Data Cloud only needs to be able to review individual rows of ingested data and validate that it has been
modeled successfully to its linked data model object. The user will also need to make changes if required. What is the
minimum permission set needed to accommodate this use case?

A.Data Cloud for Marketing Specialist

B.Data Cloud Admin

C.Data Cloud for Marketing Data Aware Specialist
D.Data Cloud User

Answer: C

Explanation:

The correct answer is C. Data Cloud for Marketing Data Aware Specialist. This permission set provides the
necessary granular access to fulfill the stated requirements without granting excessive administrative privileges.
Let's dissect why:

Data Cloud for Marketing Data Aware Specialist: This permission set is explicitly designed for users who need to
explore data, understand its relationships, and perform basic data quality checks. Critically, it allows users to view and
edit individual rows of data within Data Cloud objects, which is a core requirement for validating the data modeling. It
aligns with the principle of least privilege, granting access only to what's needed for the specified task.

Data Cloud User: This is a more general permission set that grants basic access to Data Cloud functionalities. It may not
include the necessary permissions to view and modify individual data rows within specific data model objects.

Data Cloud for Marketing Specialist: This role is geared towards marketing-specific tasks and may not provide the
required access to the underlying data and data modeling aspects that are crucial for validation and troubleshooting.

Data Cloud Admin: This grants complete administrative access to Data Cloud, including configuring connections,
managing data streams, and defining data models. This is far too much access for a user who solely needs to review
and validate data rows. Giving a user administrative privileges when they only require viewing/editing capabilities
violates the principle of least privilege, which is a core tenet of security in cloud environments.

Essentially, the "Data Cloud for Marketing Data Aware Specialist” permission set strikes the optimal balance between
providing the necessary functionality (viewing and editing individual data rows) and adhering to security best
practices by limiting access to the specific tasks required.

Authoritative links:

Salesforce Data Cloud Documentation: No explicit documentation mentioning different permission sets and their
exact functionalities.

However, it is a best practice to give users the least amount of privileges required for a task.
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Question: 11

A customer is trying to activate data from Data Cloud to an Amazon S3 Cloud File Storage Bucket. Which
authentication type should the consultant recommend to connect to the S3 bucket from Data Cloud?

A.Use a JWT Token generated on S3.
B.Use an S3 Private Key Certificate.
C.Use an S3 Encrypted Username and Password.

D.Use an S3 Access Key and Secret Key.

Answer: D

Explanation:

The correct authentication method for connecting Data Cloud to an Amazon S3 Cloud File Storage Bucket is using an S3
Access Key and Secret Key (option D). This approach aligns with AWS's recommended best practices for programmatic
access to S3 resources. AWS Access Keys consist of an Access Key ID (like a username) and a Secret Access Key (like a
password). These keys are used to digitally sign requests that you make to AWS.

Options A, B, and C are incorrect. JWT (JSON Web Token) is generally used for authorization and

authentication in web applications, not typically for direct S3 bucket access. S3 doesn't natively support authentication
with JWTs. Similarly, S3 Private Key Certificates (option B) are not the standard method for authentication; they are
usually involved in encryption or digital signing processes. While you could theoretically use a certificate-based
mechanism with additional custom tooling and configurations, this is not the standard nor the recommended way to
integrate Data Cloud with S3. Encrypted Username and Password (option C), while providing a layer of security, is not
how S3's authentication is designed, and using it would still require creating and using Access and Secret Keys
underneath.

Using Access Key ID and Secret Access Key offers a straightforward and widely supported method for granting Data
Cloud programmatic access to S3. Data Cloud can then use these credentials to authenticate with AWS and perform
allowed actions, such as retrieving or writing data, within the specified S3 bucket.

AWS Identity and Access Management (IAM) policies associated with the user or role owning these keys dictates the
exact permissions granted. Remember to securely store and manage Access Keys and Secret Access Keys in Data
Cloud using encryption to prevent unauthorized access to S3. It's highly recommended that you also follow the
principle of least privilege and only grant Data Cloud the minimum permissions required to perform its intended
tasks in S3.

Refer to the following AWS documentation for more information:

AWS Security Credentials:https://docs.aws.amazon.com/general/latest/gr/aws-security-credentials.html IAM
Best Practices:https://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html

Question: 12

A consultant is discussing the benefits of Data Cloud with a customer that has multiple disjointed data sources. Which two
functional areas should the consultant highlight in relation to managing customer data? (Choose two.)

A.Unified Profiles

B.Data Harmonization
C.Master Data Management
D.Data Marketplace
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Answer: AB

Explanation:

"unified profiles" represent a single, consolidated view of a customer created by combining data from various sources
across different systems, while "data harmonization" refers to the process of standardizing and unifying this data to
create those unified profiles, essentially ensuring a consistent and actionable data set across the platform.

Question: 13 What
does it meantobuildatrust-based; first-party data-asset?

A.To ensure opt-in consents are collected for all email marketing as required by law

B.To provide transparency and security for data gathered from individuals who provide consent for its use and receive
value in exchange

C.To obtain competitive data from reliable sources through interviews, surveys, and polls

D.To provide trusted, first-party data in the Data Cloud Marketplace that follows all compliance regulations

Answer: B
Explanation:

B. To provide transparency and security for data gathered from individuals who provide consent for its use and receive

value in exchange.

Building a trust-based, first-party data asset means:
Collecting data directly from customers (first-party) through owned channels (websites, apps, etc.).

Ensuring transparency about what data is being collected and how it will be used.

Securing the data and protecting user privacy.
Obtaining proper consent (opt-in), especially for personalization and marketing.

Providing value in exchange — such as personalization, offers, or improved services — which builds customer trust and
loyalty.

Question: 14 Northern
Trail Outfitters is using the Marketing Cloud Starter Data Bundles to bring Marketing Cloud data into Data Cloud.
What are two of the available datasets in Marketing Cloud Starter Data Bundles? (Choose two.)

A:MobilePush
B:Personalization
C.MobileConnect
D.Loyalty Management

Answer: AC
Explanation:



The correct answer is A (MobilePush) and C (MobileConnect). Here's why:

The Marketing Cloud Starter Data Bundles are designed to simplify the ingestion of common Marketing Cloud data into
Data Cloud. These bundles provide pre-configured data streams and data models for specific Marketing Cloud
applications. MobilePush and MobileConnect are two core Marketing Cloud applications that generate substantial
engagement data directly relevant for unified customer profiles and personalized experiences within Data Cloud.

MobilePush: Data from MobilePush tracks user interactions with push notifications, including sends, opens, clicks,
and uninstalls. This data provides valuable insights into mobile app user behavior and engagement.

Importing this data into Data Cloud allows NTO to correlate push notification performance with other
customer attributes and marketing activities.

MobileConnect: Data from MobileConnect tracks SMS (text message) interactions, including sends, deliveries, clicks
(on links within SMS), and opt-outs. This provides visibility into SMS marketing performance and allows for
personalized SMS journeys based on customer responses.

The other options are not part of the standard Marketing Cloud Starter Data Bundles:

B. Personalization: Personalization isn't a distinct Marketing Cloud application, but rather a capability that spans
various Marketing Cloud modules like Email Studio and Web Studio. While personalization data is vital, it's derived
from these applications, not a standalone application with a pre-built data bundle.

D. Loyalty Management: Loyalty Management is a separate Salesforce product and is not part of the
Marketing Cloud suite, and therefore not included in the Marketing Cloud Starter Data Bundles.

Authoritative Links:

Salesforce Data Cloud Documentation (General): https://help.salesforce.com/s/articleView?

id=sf.mc_pks_data_cloud_integration.htm&type=5

Salesforce Marketing Cloud Connect Documentation (Indirectly Related):
https://help.salesforce.com/s/articleView?id=sf.mc_co.htm&type=5 (While this is not specific to starter bundles,
it highlights the connectivity between Marketing Cloud and other Salesforce clouds.)

In Summary: MobilePush and MobileConnect represent direct interaction channels within Marketing Cloud. Therefore
data associated with these channels is highly relevant for unified customer profiles. Therefore, they are included as
default options in the starter bundle.

Question: 15

Northern Trail Outfitters unifies individuals in its Data Cloud instance.
Which three features can the consultant use to validate the data on a unified profile? (Choose three.)

A.Query API

B.Data Explorer
C.Identity Resolution
D.Data Actions
E.Profile Explorer

Answer: BCE

Explanation:

The correct answer is BCE (Data Explorer, Identity Resolution, Profile Explorer). Here's why:
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B. Data Explorer: Data Explorer allows consultants to query the data lake objects (DLOs) and data model objects
(DMOs) within Data Cloud. This capability is crucial for validating data within the unified profile.

Consultants can write queries to verify the accuracy, completeness, and consistency of data unified from different
sources. By examining the actual data values stored, they can identify discrepancies or errors that might arise during
the unification process.

C. Identity Resolution: Identity Resolution is a core function of Data Cloud that links disparate records belonging to
the same individual into a unified profile. Using identity resolution, the consultant can trace and validate the accuracy
of the record linkage by checking which rules contributed to the matching and how the consolidation logic was
applied. It helps to confirm that the unification logic (matching rules, reconciliation rules) is functioning as intended
and correctly identifying and merging records belonging to the same individual. This feature provides insight into the
unification process itself.

E. Profile Explorer: Profile Explorer enables consultants to view the unified customer profile holistically. It provides a
single view of all data attributes and interactions related to a specific individual. By using Profile Explorer, the
consultant can easily review and validate the combined data from different sources, ensuring it aligns with
expectations and is correctly displayed in the unified profile.

Why other options are incorrect:

A. Query API: While Query API is important for extracting data, it's not directly focused on validating data within
the unified profile in an interactive, exploratory way. It's better suited for programmatic access and data retrieval
for other applications.

D. Data Actions: Data Actions are used to trigger actions based on profile data, such as sending emails or updating
records. While data actions depend on accurate data, they are not designed for directly validating the integrity or
correctness of the data in a unified profile.Authoritative Links for Further Research:

Salesforce Data Cloud Documentation: https://help.salesforce.com/s/articleView?
id=sf.mc_cdp_identity_resolution.htm&type=>5

Trailhead - Salesforce Data Cloud: https://trailhead.salesforce.com/content/learn/modules/salesforce-cdp-basics

Question: 16

A consultant is integrating an Amazon S3 activated campaign with the customer's destination system. In order for the
destination system to find the metadata about the segment, which file on the S3 will contain this information for
processing?

A.The json file
B.The .txt file
C.The .zip file
D.The .csv file

Answer: A
Explanation:

Here's a detailed justification for why the .json file contains the metadata in an Amazon S3 activated campaign
integration with a destination system:

When integrating data from Salesforce Data Cloud (formerly Customer Data Platform) into a destination system via
Amazon S3, the data itself (like segment membership) is often delivered as .csv or potentially other delimited formats.
However, this .csv file only contains the raw data. To properly interpret and process this
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data, the destination system needs metadata. Metadata describes the structure of the data, the data types of each field,
the segment definition, the mapping to Data Cloud objects, and potentially other important information like data quality
scores or transformations applied.

JSON (JavaScript Object Notation) is a lightweight, human-readable, and machine-parsable data-interchange format
widely used for transmitting data objects consisting of attribute-value pairs. It's the standard format for representing
structured data in many APIs and data integration scenarios. In the context of Data Cloud activating data to S3, a .json
file is the most appropriate and commonly used format for holding this descriptive metadata. The destination system
can first parse the .json file to understand the data layout in the corresponding .csv file. This approach ensures data
integrity and provides a standardized method for data interpretation across different systems. A .txt file is generally
unstructured, a .zip file is for compression, and a .csv file holds the raw data. Neither of these formats efficiently support
metadata description.

Therefore, to efficiently communicate metadata about the Data Cloud segment to the destination system, the .json file is
the correct choice. It provides a structured, standard way to convey the information needed to effectively process the
activated data.

Further Reading:

JSON Data Structure:https://www.json.org/json-en.html
Amazon S3:https://aws.amazon.com/s3/

Question: 17

Cumulus-Financial-uses-DataCloud-to-segment-banking customers-and-activate-them for-direct mail via-a-Cloud-File
Storage activation. The company also wants to analyze individuals who have been in the segment within the last 2 years.
Which Data Cloud component allows for this?

A.Calculated insights
B.Segment membership data model object
C.Segment exclusion

D.Nested segments

Answer: B

Explanation:

The correct answer is B. Segment membership data model object. Here's why:

Cumulus Financial needs to track which individuals were part of the segment over the past two years. This requires
maintaining a historical record of segment membership. Segment membership data model objects are specifically
designed to track which profiles (individuals in this case) belonged to a specific segment at what point in time. This
creates an audit trail of segment membership, providing the historical context needed for analysis.

Option A, Calculated Insights, is valuable for deriving aggregated metrics or key performance indicators, but it does not
inherently track individual segment membership history over time. While a calculated insight could potentially be used
in conjunction with other features, it's not the primary or direct solution for tracking segment membership over time.

Option C, Segment Exclusion, focuses on removing specific profiles from being included in a segment. It's not designed
for tracking historical membership.

Option D, Nested Segments, allows for creating segments based on the intersection or union of other segments.
While useful for creating complex segments, it doesn't directly address the requirement of
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maintaining a historical record of segment membership.

Therefore, the Segment Membership Data Model Object provides the explicit functionality required to maintain a
record of segment membership history, which aligns precisely with Cumulus Financial's need to analyze individuals
who were in the segment within the last two years. It allows reporting on who was a member, when, and for how long.
This historical perspective is essential for trend analysis and understanding customer journeys.

Further research:

Salesforce Data Cloud Documentation on Segments: While not a direct link to segment membership,
understanding how segments are defined and used helps understand the context of membership tracking.

(Search Salesforce Help for "Data Cloud Segments")

Question: 18

Which information is provided inacsv file whenactivating to Amazon S3?

A.The activated data payload
B.An audit log showing the user who activated the segment and when it was activated
C.The manifest of origin sources within Data Cloud

D.The metadata regarding the segment definition

Answer: D

Explanation:

The correct answer is D: The metadata regarding the segment definition.

When activating a Data Cloud segment to Amazon S3 using a .csv file for configurations, the .csv file primarily contains
metadata describing the segment's definition rather than the actual data payload itself. This metadata includes
information such as the segment's name, description, associated fields, activation target specifications (Amazon S3
bucket details), and the configuration parameters for the data export. The .csv acts as a blueprint for how Data Cloud
should structure and send the segment data to S3. It informs Data Cloud about the target location, the data format, and
the segment definition. It's not the activated data itself (option A) but instructions on where and how to send it. Option
B, the audit log, is usually handled through Data Cloud's monitoring and logging capabilities, not directly within the .csv
file used for S3 activation. Option C, the manifest of origin sources, might be related to Data Cloud's data ingestion
process but isn't typically part of the .csv used for segment activation to S3. The .csv focuses on how the segment is
activated (i.e., its definition and destination details). The actual data transfer follows the rules defined within the .csv,
ensuring the segment is correctly structured in S3 according to its definition within Data Cloud. Therefore, metadata
related to the segment definition aligns with the content included within the .csv when integrating with Amazon S3. The
.csv file provides Data Cloud with the required specifications to execute the activation correctly.

Further research into Salesforce Data Cloud segment activation and integration with Amazon S3 can be found on
Salesforce's official documentation:

Salesforce Data Cloud Documentation:https://help.salesforce.com/s/articleView?

id=sf.mc_co_data_cloud.htm&type=5 (While not directly addressing the .csv's content, it provides context around
Data Cloud capabilities)

Amazon S3 Documentation:https://docs.aws.amazon.com/s3/ (For understanding how data can be
configured and stored in S3.)
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Question: 19

Which two common use cases can be addressed with Data Cloud? (Choose two.)

A.Safeguard critical business data by serving as a centralized system for backup and disaster recovery.
B.Harmonize data from multiple sources with a standardized and extendable data model.
C.Understand and act upon customer data to drive more relevant experiences.

D.Govern enterprise data lifecycle through a centralized set of policies and processes.

Answer: BC

Explanation:

The question asks for common Data Cloud use cases. Option B, "Harmonize data from multiple sources with a
standardized and extendable data model," is a core function of Data Cloud. Data Cloud is designed to ingest data from
disparate systems (CRM, ERP, marketing automation platforms, etc.), transform it, and unify it under a common data
model. This unification allows for a single, consistent view of data.

Option C, "Understand and act upon customer data to drive more relevant experiences," is another

fundamental use case. Data Cloud allows businesses to build unified customer profiles. These unified profiles can then be
used for segmentation, personalization, and triggering relevant actions across different channels, leading to improved
customer experiences. This aligned with the objective of understanding and leveraging data.

Option A, "Safeguard critical business data by serving as a centralized system for backup and disaster recovery,"
is not a primary function of Data Cloud. While Data Cloud stores data, its focus is on data unification and
activation, not primarily on disaster recovery. Disaster recovery is usually handled by dedicated backup and
recovery solutions.

Option D, "Govern enterprise data lifecycle through a centralized set of policies and processes," is more related to
data governance platforms than Data Cloud. While Data Cloud enables some degree of data governance through its
data model and security features, its focus is not exclusively on the complete data lifecycle management. The more
appropriate answer is data unification and the enabling customer experiences.

Therefore, the most appropriate answers are B and C.

Further Reading:

Salesforce Data Cloud: https://www.salesforce.com/products/data-cloud/overview/
Data Cloud Use Cases: (Review Salesforce documentation and customer success stories to expand upon use cases.)

Question: 20

Northern Trail Outfitters (NTO) creates a calculated insight to compute recency, frequency, monetary (RFM) scores on
its unified individuals. NTO then creates a segment based on these scores that it activates to a Marketing Cloud
activation target.

Which two actions are required when configuring the activation? (Choose two.)

A.Select contact points.
B.Add additional attributes.

C.Choose a segment.


https://www.salesforce.com/products/data-cloud/overview/

D.Add the calculated insight in the activation.

Answer: AC

Explanation:

The correct answer is A and C. Let's break down why.

When configuring an activation in Salesforce Data Cloud, the purpose is to send data from a segment to an external
platform, like Marketing Cloud, for marketing or other actions. To achieve this, you need to specify which data (the
segment) and where to send it (the contact points).

Why A (Select Contact Points) is Correct:

Data Delivery: Activations are about delivering data to a destination system. Contact points are the mechanisms Data
Cloud uses to identify and reach individuals in the target system (e.g., email addresses, phone numbers). You must
define how to reach the individuals in your segment within the destination system.

The system needs to know which identifier in Data Cloud corresponds to the identifier in the target system, such as
Marketing Cloud.

Activation Target Requirements: Activation targets (like Marketing Cloud) expect specific identifiers to be used for
synchronization and data updates. Selecting contact points maps the Data Cloud unified individual to the specific
audience in the target system.

Authoritative Link: While not direct Salesforce documentation focusing solely on activation steps,
understanding Unified Profiles and Identity Resolution is key. Salesforce Identity Resolution and Data
Unification Trailhead modules demonstrate the necessity of identifying unified profiles, which relies on contact
points.

Why C (Choose a Segment) is Correct:

Source of Data: The segment is the source of the data you want to activate. The whole point is to select a group of
individuals based on their RFM scores (in this scenario) for activation. Without specifying a segment, there is no data
to send to Marketing Cloud.

Targeted Marketing: Segments are crafted based on specific criteria (e.g., high RFM scores). Selecting the segment
ensures that you're sending data for a highly targeted group of individuals, enabling personalized marketing
campaigns.

Activation Process Flow: The entire activation workflow starts with a defined segment. The segment dictates which
profiles are included in the activation.

Why B (Add Additional Attributes) is Potentially Incorrect (though context dependent):

While you can add additional attributes, it's not always required. The contact points and the segment selection are
mandatory for the activation to function. Adding additional attributes depends on whether the target system
(Marketing Cloud) needs more information beyond the default contact point identifier and segment membership.
The question asks for required actions.

Why D (Add the calculated insight in the activation) is Incorrect:

The calculated insight is part of the segmentation criteria. You use the RFM scores calculated in the calculated insight
to define who belongs to the segment. The activation doesn't directly 'consume’ the calculated insight as a separate
element. Instead, it activates the results of that insight, represented by the segment membership.

The segment definition leverages the calculated insight. You define rules for which unified profiles are included
in the segment based on their RFM score values.

In summary, contact points are needed to define where to send the data, and the segment is needed to define what data
to send. These are both fundamental requirements for a successful data activation.
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Question: 21

During an implementation project, a consultant completed ingestion of all data streams for their customer. Prior to
segmenting and acting on that data, which additional configuration is required?

A.Data Mapping
B.Identity Resolution
C.Data Activation
D.Calculated Insights

Answer: B

Explanation:

The correct answer is B. Identity Resolution. Here's a detailed justification:

Before segmentation and activation can occur in Data Cloud, identity resolution is a crucial step. Data is ingested from
various sources through data streams. However, this data often represents the same customer or entity across
different sources but may not be immediately identifiable as such. Without a unified view of the customer,
segmentation and activation become ineffective because insights are fragmented, and actions can be misdirected or
redundant.

Identity resolution is the process of matching and merging records representing the same entity from different data
sources into a unified customer profile, often referred to as a "unified profile" or "golden record". This involves
defining matching rules, reconciliation rules, and survivorship rules to determine which attributes from which source
are considered most accurate and authoritative for the unified profile.

Once identity resolution is complete, the resulting unified profiles provide a comprehensive view of each customer,
allowing for accurate segmentation based on their consolidated attributes and behaviors. Only then can activation be
effective, delivering personalized experiences and targeted campaigns.

Data Mapping (A) is important for transforming and loading data into Data Cloud, but it precedes identity resolution.
Data Activation (C) is the process of pushing segments to external systems and cannot occur before a unified view of the
customer is established. Calculated Insights (D) are derived metrics from the data, which also depend on having accurate
unified profiles.

Therefore, Identity Resolution is a prerequisite step after data ingestion and before segmentation and
activation.

Authoritative Links:

Salesforce Data Cloud Identity Resolution:https://help.salesforce.com/s/articleView?

id=sf.mcdp_identity_resolution.htm&type=5
Salesforce Data Cloud Documentation: Search for "Identity Resolution" on Salesforce Help.

Question: 22

Which data model subject area should be used for any Organization, Individual, or Member in the Customer 360 data
model?

A.Party
B.Global Account
C.Membership
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D.Engagement

Answer: A

Explanation:
The correct answer is A. Party. Here's why:

The Customer 360 Data Model in Salesforce Data Cloud centers around unifying customer data from various sources
to create a single, holistic view of each customer. The 'Party’ data model subject area serves as the foundational entity
for representing any actor involved in the customer relationship, regardless of their specific role. This includes
organizations (businesses), individuals (people), and members (participants in a loyalty program, for example).

The Party object encapsulates fundamental attributes common to all these entities, such as name, address, contact
information, and identifiers. It provides a standardized way to represent and manage these core details consistently
across the Data Cloud instance.

Global Account is specifically geared towards representing large business customers with complex organizational
structures and hierarchical relationships. Membership focuses on managing memberships and related activities
within a specific program. Engagement captures interactions and activities that customers have with the organization
(e.g., website visits, email opens). While these subject areas are essential for a comprehensive customer view, they
depend on the Party model to identify who is participating in these engagements or holding the memberships. They
extend the Party record to encompass these specific aspects.

By anchoring the Customer 360 data model on the Party object for Organizations, Individuals, and Members, Salesforce
ensures data integrity and consistency. It avoids data duplication and facilitates efficient querying and reporting across
all customer-related data. The other options represent specific types of parties or engagement with parties, but do not
encompass all categories listed in the question.

Therefore, the Party data model subject area is the appropriate choice for representing any organization,
individual, or member within the Customer 360 Data Model.

Further reading:

Salesforce Data Cloud documentation: (While direct links to specific Data Cloud documentation sections can change,
search Salesforce Help for "Data Cloud data model"” or "Party object")
Salesforce Data Cloud trailhead modules. Search 'Salesforce Data Cloud' on Trailhead for relevant learning paths.

Question: 23

The Salesforce CRM Connector is configured and the Case object data stream is set up. Subsequently, a new custom field
named Business Priority is created on the Case object in Salesforce CRM. However, the new field is not available when

trying to add it to the data stream.
Which statement addresses the cause of this issue?

A.The Salesforce Data Loader application should be used to perform a bulk upload from a desktop.

B.After 24 hours when the data stream refreshes, it will automatically include any new fields that were added to the
Salesforce CRM.

C.The Salesforce Integration User is missing Read permissions on the newly created field.

D.Custom fields on the Case object are not supported for ingesting into Data Cloud.

Answer: C



Explanation:

The correct answer is C: The Salesforce Integration User is missing Read permissions on the newly created field.
Here's why:

Data Cloud's connection to Salesforce CRM relies on an integration user, a dedicated Salesforce user account that
facilitates data transfer. This user must have appropriate permissions to access the objects and fields within Salesforce
CRM that Data Cloud needs to ingest. When a new custom field is added to the Case object, the integration user doesn't
automatically inherit read access to it. Without explicit read permission, the Data Cloud connector cannot "see" the new
field during data stream configuration. Consequently, it won't be available to add to the data stream.

Option A is incorrect because the Salesforce Data Loader is a tool for manually importing data into
Salesforce, not for configuring Data Cloud data streams or addressing field visibility issues.

Option B, suggesting a 24-hour refresh, is partially correct but doesn't address the root cause. While data streams do
refresh, simply waiting won't magically grant the integration user the necessary permissions. The field will still be
unavailable until the correct permissions are configured.

Option D is also incorrect. Custom fields are generally supported for ingestion into Data Cloud, as long as the
integration user has the required permissions to access them. The restriction lies in permissions, not inherent
limitations of custom fields.

Therefore, the most direct and immediate solution is to grant the Salesforce Integration User read permissions on
the newly created "Business Priority" field in Salesforce CRM. This will allow Data Cloud to recognize and ingest the
field during the next data stream refresh or manual refresh after updating the profile.

To resolve the issue, go to the Salesforce CRM setup, find the profile or permission set assigned to the
integration user, and ensure it has Read access to the "Business Priority" field on the Case object.

Refer to these resources for further information:

Salesforce Data Cloud Documentation: https://help.salesforce.com/s/articleView?
id=sf.mc_cdp_home.htm&type=5

Salesforce CRM Connector Documentation: https://help.salesforce.com/s/articleView?
id=sf.mc_cdp_salesforce_crm_connector.htm&type=5

Question: 24

Cumulus Financial uses Service Cloud as its CRM and stores mobile phone, home phone, and work phone as three separate
fields for its customers on the Contact record. The company plans to use Data Cloud and ingest the Contact object via the
CRM Connector.

What is the most efficient approach that a consultant should take when ingesting this data to ensure all the different
phone numbers are properly mapped and available for use in activation?

A.Ingest the Contact object and map the Work Phone, Mobile Phone, and Home Phone to the Contact Point Phone
data map object from the Contact data stream by adding custom fields for Work and Home Phone.

B.Ingest the Contact object and use streaming transforms to normalize the phone numbers from the Contact data stream
into a separate Phone data lake object (DLO) that contains three rows, and then map this new DLO to the Contact Point
Phone data map object.

C.Ingest the Contact object and create formula fields in the Contact data stream on the phone numbers, and then map
to the Contact Point Phone data map object.

D.Ingest the Contact object and then create a calculated insight to normalize the phone numbers, and then map to the
Contact Point Phone data map object.


https://help.salesforce.com/s/articleView?id=sf.mc_cdp_home.htm&type=5
https://help.salesforce.com/s/articleView?id=sf.mc_cdp_home.htm&type=5
https://help.salesforce.com/s/articleView?id=sf.mc_cdp_home.htm&type=5
https://help.salesforce.com/s/articleView?id=sf.mc_cdp_salesforce_crm_connector.htm&type=5
https://help.salesforce.com/s/articleView?id=sf.mc_cdp_salesforce_crm_connector.htm&type=5
https://help.salesforce.com/s/articleView?id=sf.mc_cdp_salesforce_crm_connector.htm&type=5

Answer: B

Explanation:

The most efficient approach is option B: Ingest the Contact object and use streaming transforms to normalize the phone
numbers from the Contact data stream into a separate Phone data lake object (DLO) that contains three rows, and then
map this new DLO to the Contact Point Phone data map object.

Here's why:

1. Data Modeling Best Practice: Data Cloud's data model often benefits from normalization, especially when
dealing with multi-valued attributes like phone numbers. Instead of cramming multiple phone numbers into
a single Contact record's attributes (as is common in CRM), creating a separate Phone DLO allows for a
cleaner and more scalable data model. This aligns better with Contact Point Phone DMO.

2. Flexibility for Activation: Normalizing phone numbers into a separate DLO facilitates more versatile
segmentation and activation. For example, if a customer has multiple phone numbers, you can choose which
phone number to use based on priority or channel.

3. Streaming Transforms for Efficiency: Streaming transforms are designed for real-time data
manipulation within the data stream. They are far more efficient than formula fields (Option C) or
calculated insights (Option D) for reshaping data during ingestion. Formula fields or calculated insights
would introduce unnecessary complexity and processing overhead.

4. Contact Point Phone Mapping: The Contact Point Phone data map object is designed to associate contacts
with various phone numbers, typically in a one-to-many relationship. By creating a separate Phone DLO, you
can easily map each phone number to the corresponding contact in the Contact Point Phone object.

5. Avoids Custom Fields on Data Map Object: Option A suggests adding custom fields to the Contact Point
Phone data map object. Modifying standard data map objects should be avoided if possible, as it can create
maintenance complexities and limit compatibility with future Data Cloud updates. Instead, normalize the
data into the intended target objects.

Authoritative Links:

Salesforce Data Cloud Documentation: This would provide you with in-depth details about data streams, data lake
objects, and activation capabilities.

Salesforce Trailhead on Data Cloud: This will give you hands-on experience with data streams, data lake objects,
and activation capabilities.

Question: 25

Every day, Northern Trail Outfitters uploads a summary of the last 24 hours of store transactions to a new file in an Amazon

S3 bucket, and files older than seven days are automatically deleted. Each file contains a timestamp in a standardized naming
convention.

Which two options should a consultant configure when ingesting this data stream? (Choose two.)

A.Ensure the filename contains a wildcard to accommodate the timestamp.
B.Ensure that deletion of old files is enabled.
C.Ensure the refresh mode is set to "Full Refresh".

D.Ensure the refresh mode is set to "Upsert".

Answer: AD

Explanation:

A. Use a wildcard in the filenameSince the files include a timestamp, you can't hardcode the file name.You



must use a wildcard (e.g., transactions_*.csv) in the S3 file path during setup to ensure all timestamped files are ingested.
D. Use "Upsert" refresh modeUpsert allows the system to ingest new or updated records incrementally from each file,
without wiping previous data.This is necessary for daily uploads where each file contains only the last 24 hours of data.
Why the others are incorrect:B. Deletion of old filesThis is managed on the S3 side, not by Data Cloud. There's no need to
configure this in the data stream.C. Full RefreshIincorrect because Full Refresh replaces all data with each new file.This
would delete prior days’ records — not what you want in a cumulative ingestion model.

Question: 26

What does the Source Sequence reconciliation rule do in identity resolution?

A.ldentifies which data sources should be used in the process of reconciliation by prioritizing the most recently updated
data source

B.Includes data from sources where the data is most frequently occurring
C.Sets the priority of specific data sources when building attributes in a unified profile, such as a first or last name

D.Identifies which individual records should be merged into a unified profile by setting a priority for specific data
sources

Answer: C

Explanation:

The provided answer (C) is the most accurate description of the Source Sequence reconciliation rule within Salesforce
Data Cloud's identity resolution process. Identity resolution aims to create a single, unified profile from fragmented
data across various sources. When multiple sources contain potentially conflicting information for the same attribute
(like first name or last name), reconciliation rules determine how to resolve these conflicts.

Source Sequence specifically allows you to prioritize specific data sources. You define an ordered list of sources, and
the system will attempt to use data from the highest-priority source first. If data is missing or of insufficient quality in
the top-priority source, the system will move down the list to the next source until a valid value for that attribute is
found. This is crucial for ensuring that the most trusted or reliable sources are favored when constructing the unified
profile.

Option A is incorrect because it relates more to the overall data ingestion and update process rather than the specific
reconciliation of conflicting attribute values during unified profile creation. Option B describes a "Most Frequent"
reconciliation rule (which exists but is different from Source Sequence). Option D is closer, but it broadly describes the
purpose of identity resolution rather than the specific function of the Source Sequence rule in attribute reconciliation
within the unified profile. Source Sequence focuses on attribute priority not record merging priority.

Therefore, Source Sequence is directly responsible for setting the priority of data sources during attribute-level
reconciliation, making option C the most accurate choice. This ensures data consistency and accuracy in the unified
profile by leveraging data from the most trusted sources first.

Authoritative Link: While specific documentation directly detailing "Source Sequence" within Salesforce's Identity
Resolution can be found on Salesforce's help pages with a targeted search, general information about identity
resolution and data unification strategies can be researched on resources such as Salesforce Trailhead:
https://trailhead.salesforce.com/ and Salesforce Help Documentation.


https://trailhead.salesforce.com/

Question: 27

Cumulus Financial wants to be able to track the daily transaction volume of each of its customers in real time and send out a
notification as soon as it detects volume outside a customer's normal range.
What should a consultant do to accommodate this request?

A.Use streaming data transform combined with a data action.
B.Use streaming data transform with a flow.
C.Use a streaming insight paired with a data action.

D.Use a calculated insight paired with a flow.

Answer: C

Explanation:

The correct answer is C: Use a streaming insight paired with a data action.

Here's why: Cumulus Financial requires real-time transaction volume tracking and immediate notifications when
anomalies are detected. This necessitates real-time processing of incoming data streams, not batch processing or
scheduled calculations.

Streaming Insights: Streaming insights are specifically designed for real-time data analysis. They continuously
monitor incoming data streams, perform calculations, and trigger actions based on predefined conditions. In this
scenario, the streaming insight would monitor each customer's transaction volume and detect deviations from their
normal range. https://help.salesforce.com/s/articleView?

id=sf.mkt_aat_insight_type.htm&type=5

Data Actions: Data actions allow you to trigger immediate actions based on the results of the streaming insight.
When the insight detects abnormal transaction volume, a data action can be triggered to send a notification.
https://help.salesforce.com/s/articleView?id=sf.mkt_aat_data_action.htm&type=5

Let's examine why the other options are less suitable:

A. Use streaming data transform combined with a data action: While streaming data transform processes real-time
data, it primarily focuses on data manipulation and transformation. It does not inherently provide the analytical
capabilities needed to detect anomalies and trigger notifications based on calculated deviations from normal behavior.
Streaming data transforms are used to prepare the data before the insights are created.

B. Use streaming data transform with a flow: A flow can perform actions, but a streaming data transform
doesn't inherently provide the anomaly detection capabilities. You'd still need a mechanism to analyze the
transformed data for deviations.

D. Use a calculated insight paired with a flow: Calculated insights are designed for batch processing of data, not real-
time analysis of streaming data. They are executed on a schedule and therefore cannot provide the immediate
notification required by Cumulus Financial.

Therefore, combining a streaming insight with a data action provides the real-time analysis and immediate
notification capabilities needed to fulfill Cumulus Financial's requirements.

Question: 28
During discovery, which feature should a consultant highlight for a customer who has multiple data sources and needs to

match and reconcile data about individuals into a single unified profile?

A.Harmonization

B.Identity Resolution
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C.Data Cleansing

D.Data Consolidation

Answer: B

Explanation:

B. Identity Resolution

Identity Resolution is the process of matching and reconciling records about the same individual across multiple
data sources — even when data is incomplete, inconsistent, or stored in different formats. This creates a single
unified customer profile, often referred to as a golden record.

Question: 29

Which data model subject area defines the revenue or quantity for an opportunity by product family?

A.Engagement
B.Sales Order
C.Product
D.Party

Answer: B

Explanation:

The correct answer is Sales Order. The question concerns the data model subject area in Data Cloud that defines
revenue or quantity for an opportunity by product family. Sales Order subject area directly relates to the fulfillment of
sales opportunities, encompassing details about products ordered, quantities, and revenue generated. It represents a
transactional record of a sale, logically aligning with the requirement of capturing opportunity-related revenue by
product family.

Engagement, on the other hand, is broader, focusing on interactions with customers and prospects across various
channels. It's less specifically tied to the financial or transactional aspects of an opportunity's product family
breakdown. Product subject area primarily describes the attributes and characteristics of products but doesn't
inherently link revenue to opportunities. Party subject area relates to individuals or organizations, and it's not directly
linked to revenue generation from product families within an opportunity.

Sales orders inherently contain the information needed to break down the total revenue generated by an opportunity
into its constituent product families. Each line item in a sales order relates to a particular product, the quantity ordered,
and the revenue generated from that product. This aligns perfectly with the

requirements outlined in the question.

Here are some authoritative links that can assist with understanding the subject:

Salesforce Data Cloud Documentation: Salesforce documentation provides detailed insights into Data Cloud and its
data model subject areas.

Salesforce Trailhead: Trailhead offers modules on Data Cloud, covering data modeling and other important
concepts.

Salesforce Architect Blogs: These blogs often delve into data architecture best practices within the
Salesforce ecosystem, offering practical guidance on data modeling and subject area selection.



Question: 30

Which method should a consultant use when performing aggregations in windows of 15 minutes on data collected via the
Interactions SDK or Mobile SDK?

A.Formula fields
B.Streaming insight
C.Calculated insight

D.Batch transform

Answer: B

Explanation:

Here's a detailed justification for why Streaming Insights is the best choice for performing aggregations in 15-minute
windows on data from Interactions SDK or Mobile SDK in Salesforce Data Cloud:

The core requirement is real-time or near real-time aggregation over a sliding time window. Interactions and Mobile
SDK data are typically high-volume and time-sensitive, representing user activities that require immediate analysis.

Streaming Insights are designed for real-time processing of streaming data. They can aggregate data over defined
time windows (like 15 minutes) as it arrives, providing up-to-date metrics and insights. Streaming insights in Data
Cloud use a stream processing engine to continuously process data, allowing you to create near real-time
calculations and visualizations. The engine ingests and analyzes data in motion, and can aggregate data based on a
specified time window. This meets the immediate need for 15-minute window aggregations.

Calculated Insights, while powerful for data transformations, are generally better suited for scheduled batch
processing. They are not inherently designed for real-time or near-real-time computations. Although calculated insights
can operate more frequently than Batch Transforms, their performance degrades significantly in very high data volume
scenarios with near real-time requirements such as the one stated in the question.

Formula Fields operate on a row-by-row basis. They cannot perform aggregations across multiple rows or over
time windows. Formula fields would not work due to their limited scope and the fact that you need to aggregate
across records over a time window (15-minute window)

Batch Transforms process data in batches and are not suitable for real-time or near-real-time processing. They
would introduce unacceptable delays in delivering the aggregated results.

In summary, Streaming Insights provide the necessary real-time processing capability and windowing functionality to
efficiently aggregate data from the SDKs within the specified 15-minute timeframe, making it the correct solution.

Authoritative Links:

Salesforce Data Cloud Documentation: https://help.salesforce.com/s/articleView?

id=sf.mc_c2d_calculated_insights.htm&type=5

Salesforce Data Cloud Streaming Insights: No direct documentation currently available, but understanding the concept
of stream processing is crucial and can be found from generic Stream Processing sources such as Apache Flink or
Apache Kafka documentation. While those are not Salesforce specific, Data Cloud streaming insight is a proprietary
implementation of stream processing.


https://help.salesforce.com/s/articleView?id=sf.mc_c2d_calculated_insights.htm&type=5
https://help.salesforce.com/s/articleView?id=sf.mc_c2d_calculated_insights.htm&type=5
https://help.salesforce.com/s/articleView?id=sf.mc_c2d_calculated_insights.htm&type=5

Question: 31

Northern Trail Outfitters wants to use some of its Marketing Cloud data in Data Cloud. Which
engagement channel data will require custom integration?

A.SMS
B.CloudPage
C.Mobile push
D.Email

Answer: B

Explanation:

The correct answer is B, CloudPage. Here's why:

Data Cloud leverages standard connectors for commonly used Marketing Cloud engagement channels. Email, SMS, and
Mobile Push are typically ingested into Data Cloud via pre-built connectors, allowing for relatively straightforward data
transfer. These connectors are designed to handle the standardized data structures associated with these channels (e.g.,
email sends, SMS interactions, push notification deliveries).

CloudPages, however, are highly customizable web pages built within Marketing Cloud. Due to their flexibility and
potentially unique data structures defined during their creation, standard connectors can't directly ingest CloudPage
data without additional configuration. The data structure will be tailored to the specific

implementation, which varies greatly depending on the intended use. Consequently, ingesting data from CloudPages
requires custom integration to map the unique CloudPage data to the Data Cloud data model. This necessitates custom
APIs or custom ETL (Extract, Transform, Load) processes to handle the variable and bespoke nature of the data
generated by CloudPages.

Therefore, while data from channels like Email, SMS, and Mobile Push can be readily transferred using existing
Salesforce connectors, CloudPage data necessitates custom integration due to its variable nature, leading to answer
choice B being the most suitable. A custom integration allows for the necessary transformation and mapping of
CloudPage data to fit within Data Cloud's unified data model.

For further reading on Data Cloud connectors and data ingestion, review the official Salesforce Data Cloud
documentation:

Salesforce Data Cloud Documentation: https://help.salesforce.com/s/articleView?

id=sf.data_cloud.htm&type=5
Data Cloud Sources: https://help.salesforce.com/s/articleView?id=sf.data_cloud_sources.htm&type=5

Question: 32

Which configuration supports separate Amazon S3 buckets for data ingestion and activation?

AMultiple S3 connectors in Data Cloud setup
B.Dedicated S3 data sources in Data Cloud setup
C.Dedicated S3 data sources in activation setup

D.Separate user credentials for data stream and activation target

Answer: D

Explanation:

The correct answer is D. Separate user credentials for data stream and activation target.


https://help.salesforce.com/s/articleView?id=sf.data_cloud.htm&type=5
https://help.salesforce.com/s/articleView?id=sf.data_cloud.htm&type=5
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Here's a detailed justification:

Data Cloud facilitates data ingestion and activation as separate processes. To utilize different Amazon S3 buckets for
these processes, you need a mechanism to control access to each bucket individually. Option D, utilizing separate user
credentials (specifically, IAM roles in AWS terminology) achieves this.

Data Ingestion (Data Streams): A dedicated IAM role grants Data Cloud permissions solely to read data from the
ingestion S3 bucket. This role is associated with the data stream connector used to bring data into Data Cloud.

Data Activation (Activation Targets): A separate [AM role grants Data Cloud permissions solely to write data to the
activation S3 bucket. This role is associated with the activation target, pushing segmented data out of Data Cloud for
external systems to consume.

By separating these credentials, you enforce the principle of least privilege, improving security. If one set of
credentials is compromised, the impact is limited to either ingestion or activation, but not both. This architecture
prevents accidental or malicious cross-contamination or modification of data in the 'wrong' bucket.

Option A isn't ideal as it's not possible to create multiple S3 connector within the same Data Cloud Setup.
Option B is partially correct. Dedicated S3 data sources are necessary for both ingestion and activation. However,
the data source itself doesn't intrinsically separate bucket access. You need separate user credentials (IAM roles)

attached to these data sources.

Option C incorrectly suggests that dedicated S3 data sources should be configured in the activation setup. Data
Sources and Activation Target are two different entities in Data Cloud.

Furthermore, using separate user credentials (IAM Roles) aligns with security best practices in
AWS.Supporting Links:

AWS IAM Roles:https://docs.aws.amazon.com/IAM/latest/UserGuide/id_roles.html
Data Cloud Documentation:https://help.salesforce.com/s/articleView?id=sf.cdp_home.htm&type=5
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