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Question: 1   

You create three sensitivity labels named Sensitivity1, Sensitivity2, and Sensitivity3 and perform the following actions: 
✑ Publish Sensitivity1. 
✑ Create an auto-labeling policy for Sensitivity2. 
You plan to create a file policy named Policy1 in Microsoft Cloud App Security. Which 
sensitivity labels can you apply to Microsoft SharePoint Online in Policy1? 

A. Sensitivity1 only  
B. Sensitivity1, Sensitivity2, and Sensitivity3  
C. Sensitivity2 only  
D. Sensitivity1 and Sensitivity2 only 

Answer: A 

Explanation: 

"For Defender for Cloud Apps to apply sensitivity labels, they must be published as part of a sensitivity label policy in 
the Microsoft 365 compliance center." does not mention auto-labeling policy as an option. 

For Defender for Cloud Apps to apply sensitivity labels, they must be published as part of a sensitivity label policy in 
the Microsoft Purview compliance portal.https://learn.microsoft.com/en-us/defender-cloud-apps/azip-
integration#prerequisites 

Question: 2   

You have a Microsoft OneDrive for Business folder that contains the files shown in the following table. 

In Microsoft Cloud App Security, you create a file policy to automatically apply a classification. What is 
the effect of applying the policy? 

A. The policy will apply to only the .docx and .txt files. The policy will classify the files within 24 hours. B. The 
policy will apply to all the files. The policy will classify only 100 files daily. 

C. The policy will apply to only the .docx files. The policy will classify only 100 files daily. 

D. The policy will apply to only the .docx and .txt files. The policy will classify the files immediately. 

Answer: C 

Explanation: 

Reference:  
https://docs.microsoft.com/en-us/cloud-app-security/azip-integration 

MYEXAM.F
R

https://docs.microsoft.com/en-us/cloud-app-security/azip-integration


 

Question: 3   

HOTSPOT - 
You have a Microsoft 365 tenant named contoso.com that contains two users named User1 and User2. The tenant uses 
Microsoft Office 365 Message Encryption  
(OME). 
User1 plans to send emails that contain attachments as shown in the following table. 

User2 plans to send emails that contain attachments as shown in the following table. 

For which emails will the attachments be protected? To answer, select the appropriate options in the answer area. NOTE: 
Each correct selection is worth one point. 
Hot Area: 
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Answer: 

Explanation: 

Reference: 
https://support.microsoft.com/en-gb/office/introduction-to-irm-for-email-messages-bb643d33-4a3f-4ac7-9 
770-fd50d95f58dc?ui=en-us&rs=en- gb&ad=gb#FileTypesforIRM https://docs.microsoft.com/en-us/microsof 

t-365/compliance/ome?view=o365-worldwide https://docs.microsoft.com/en-us/office365/servicedescription 
s/exchange-online-service-description/exchange-online-limits#message-limits-1 

Question: 4   

HOTSPOT - 
You use project codes that have a format of three alphabetical characters that represent the project type, followed by three 
digits, for example Abc123. 
You need to create a new sensitive info type for the project codes. 
How should you configure the regular expression to detect the content? To answer, select the appropriate options in the 
answer area. 
NOTE: Each correct selection is worth one point. 
Hot Area: 
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Answer: 

Explanation: 

Reference: 
https://joannecklein.com/2018/08/07/build-and-use-custom-sensitive-information-types-in-office-365/ 

Question: 5   

HOTSPOT - 
You have a Microsoft SharePoint Online site named Site1 and a sensitivity label named Sensitivity1. Sensitivity1 adds a 
watermark and a header to content. 
You create a policy to automatically apply Sensitivity1 to emails in Microsoft Exchange Online and Site1. How will 
Sensitivity1 mark matching emails and Site1 documents? To answer, select the appropriate options in the answer area. 
NOTE: Each correct selection is worth one point. 
Hot Area: 
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Answer: 

Explanation: 

Reference: 
https://docs.microsoft.com/en-us/microsoft-365/compliance/sensitivity-labels?view=o365-worldwide 

Question: 6   

HOTSPOT - 
You need to implement an information compliance policy to meet the following requirements: 
✑ Documents that contain passport numbers from the United States, Germany, Australia, and Japan must be 
identified automatically. 
✑ When a user attempts to send an email or an attachment that contains a passport number, the user must receive a tooltip 
in Microsoft Outlook. 
✑ Users must be blocked from using Microsoft SharePoint Online or OneDrive for Business to share a document MYEXAM.F
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that contains a passport number. 
What is the minimum number of sensitivity labels and auto-labeling policies you should create? To answer, select the 
appropriate options in the answer area. 
NOTE: Each correct selection is worth one point. 
Hot Area: 

Answer: 
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Explanation:  
We have four different kind of built-in sensitive information types for United States, Germany, Australia, and Japan in 
Data classification. 

One Autolabeling policy can include all (4) passport sensitive information types in Rule-Conditions. In the same 
policy you choose one sensitivity label to add to files. 

Reference:  
https://docs.microsoft.com/en-us/microsoft-365/compliance/get-started-with-sensitivity-labels?view=o365-
worldwide 

Question: 7   

HOTSPOT - 
You have a Microsoft 365 E5 tenant. 
You create sensitivity labels as shown in the Sensitivity Labels exhibit. 
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The Confidential/External sensitivity label is configured to encrypt files and emails when applied to content. The 
sensitivity labels are published as shown in the Published exhibit. 

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 
Each correct selection is worth one point. 
Hot Area: MYEXAM.F
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Answer: 

Explanation:  

Answer is: No/No/Yes. 

- Sublabels don't inherit settings from their parent label (https://learn.microsoft.com/en-us/microsoft-

365/compliance/sensitivity-labels?view=o365-worldwide#sublabels-grouping-labels) 

- Moving from Confidential\Internal to Confidential\External isn't lowering the label "level", it's the opposite, just 

check the labels order (https://learn.microsoft.com/en-us/microsoft-365/compliance/sensitivity-labels? 

view=o365-worldwide#label-priority-order-matters) 

- Well, when you remove a label that applied encryption to a document you don't necessarily remove the 

encryption. You only remove the encryption when you change to a label that removes encryption (you can 

configure that on the label settings)  

Reference:  

https://docs.microsoft.com/en-us/microsoft-365/compliance/sensitivity-labels?view=o365-worldwide 
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Question: 8   

You are implementing a data classification solution. 
The research department at your company requires that documents containing programming code be labeled as 
Confidential. The department provides samples of the code from its document library. The solution must minimize 
administrative effort. 
What should you do? 

A. Create a custom classifier. 

B. Create a sensitive info type that uses Exact Data Match (EDM). 

C. Use the source code classifier. 

D. Create a sensitive info type that uses a regular expression. 

Answer: C 

Explanation: 

Resumes, Source code, Harassment, Profanity, Threat are pre-trained classifiers that exist already in 
Microsoft 365 -> Source code is correct 

Reference: 

https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-learn-about?view=o365-worldwide 

Question: 9   

You have a new Microsoft 365 tenant. 
You need to ensure that custom trainable classifiers can be created in the tenant. To 
which role should you be assigned to perform the configuration? 

A. Security administrator 

B. Security operator 

C. Global administrator 

D. Compliance administrator 

Answer: C 

Explanation: 

Correct answer is Global Admin. 

https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with?view=o365- 
worldwide 

"the Global admin needs to opt in for the tenant to create custom classifiers. 

Compliance Administrator role is required to train a classifier" 

Question: 10   

You need to automatically apply a sensitivity label to documents that contain information about your company's network 
including computer names, IP addresses, and configuration information. 
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Which two objects should you use? Each correct answer presents part of the solution. (Choose two.) NOTE: 
Each correct selection is worth one point. 

A. an Information protection auto-labeling policy  

B. a custom trainable classifier  
C. a sensitive info type that uses a regular expression  
D. a data loss prevention (DLP) policy  
E. a sensitive info type that uses keywords  
F. a sensitivity label that has auto-labeling 

Answer: BF 

Explanation: 

True, the auto-labeling policy does not support trainable classifiers. So the answer would be B and F. 

Question: 11   

You are creating a custom trainable classifier to identify organizational product codes referenced in Microsoft 365 content. 
You identify 300 files to use as seed content. 
Where should you store the seed content? 

A. a Microsoft SharePoint Online folder  
B. a Microsoft OneDrive for Business folder  
C. an Azure file share  
D. Microsoft Exchange Online shared mailbox 

Answer: A 

Explanation: 

A Microsoft SharePoint Online folder 

Reference: 

https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with?view=o365-
worldwide 

Question: 12   

Each product group at your company must show a distinct product logo in encrypted emails instead of the standard 
Microsoft Office 365 logo. 
What should you do to create the branding templates? 

A. Create a Transport rule. 

B. Create an RMS template. 

C. Run the Set-IRMConfiguration cmdlet.  
D. Run the New-OMEConfiguration cmdlet. 

Answer: D 
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Explanation: 

D is correct. You use New-OMEConfiguration to CREATE the branding template (as the question asks). A 
transport rule is needed to apply it, but not to CREATE it. 

Reference: 

https://docs.microsoft.com/en-us/microsoft-365/compliance/add-your-organization-brand-to-encrypted- 
messages?view=o365-worldwide 

Question: 13   

You create a custom sensitive info type that uses Exact Data Match (EDM). 
You plan to periodically update and upload the data used for EDM. What is 
the maximum frequency with which the data can be uploaded? 

A. twice per week 

B. twice per day 

C. once every six hours 

D. once every 48 hours 

E. twice per hour 

Answer: B 

Explanation: 
You can upload data with the EDMUploadAgent to any given data store only twice per day. 

Reference: 
https://docs.microsoft.com/en-us/microsoft-365/compliance/sit-get-started-exact-data-match-hash-upload? 
view=o365-worldwide 

Question: 14   

HOTSPOT - 
You are implementing Microsoft Office 365 Message Encryption (OME) for a Microsoft 365 tenant named 
contoso.com. 
You need to meet the following requirements: 
✑ All email to a domain named fabrikam.com must be encrypted automatically. 
✑ Encrypted emails must expire seven days after they are sent. 
What should you configure for each requirement? To answer, select the appropriate options in the answer area. NOTE: 
Each correct selection is worth one point. 
Hot Area: 
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Answer: 

Explanation: 

Correct answers are "A Mail Flow Rule" and "Custom Branding Template" . 

Question: 15   

A user reports that she can no longer access a Microsoft Excel file named Northwind Customer Data.xlsx. 
From the Cloud App Security portal, you discover the alert shown in the exhibit. 
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You restore the file from quarantine. 
You need to prevent files that match the policy from being quarantined. Files that match the policy must generate an alert. 
What should you do? 

A. Modify the policy template. 

B. Assign the Global reader role to the file owners. 

C. Exclude file matching by using a regular expression. 

D. Update the governance action. 

Answer: D  

Explanation:  

Answer is correct IMHO:  

A. It's not the answers, since you cannot modify a policy template in MCAS. You can create policies from policies 

templates  

B. Assigning that role is not going to prevent files to be quarantined  

C. We don't want to exclude the file, we want to receive an alert instead of the file being sent to quarantine 

Reference:  

https://docs.microsoft.com/en-us/cloud-app-security/data-protection-policies#create-a-new-file-policy 

Question: 16  HOTSPOT 
- 
You create a sensitivity label as shown in the Sensitivity Label exhibit. 

MYEXAM.F
R



 

You create an auto-labeling policy as shown in the Auto Labeling Policy exhibit. 
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A user sends the following email: 

From: [email protected] - 

To: [email protected] - 

Subject: Address List - 
Message Body:  
Here are the lists that you requested. 
Attachments:  
<<File1.docx>>  
<<File2.xml>>  
Both attachments contain lists of IP addresses. 
For each of the following statements, select Yes if the statement is true. Otherwise, select No. MYEXAM.F
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NOTE: Each correct selection is worth one point.  
Hot Area: 

Answer: 

Explanation:  
Box 1: Yes - 

Box 2: No - 
The email is labeled but not the attachment. 

Box 3: No - 

Reference:  
https://docs.microsoft.com/en-us/microsoft-365/compliance/apply-sensitivity-label-automatically?view=o36 5-
worldwide 

Question: 17   

You receive an email that contains a list of words that will be used for a sensitive information type. You 
need to create a file that can be used as the source of a keyword dictionary.  
In which format should you save the list? 

A. a JSON file that has an element for each word 

B. an ACCDB database file that contains a table named Dictionary 

C. an XML file that contains a keyword tag for each word MYEXAM.F
R
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D. a CSV file that contains words separated by commas 

Answer: D 

Explanation:  
The keywords for your dictionary could come from various sources, most commonly from a file (such as a .csv or .txt 
list) imported in the service or by PowerShell cmdlet. 

Note:  
There are several versions of this question in the exam. The question has two possible correct answers: 1. a CSV 
file that contains words separated by commas  
2. a text file that has one word on each line  
Other incorrect answer options you may see on the exam include the following: 
✑ a TSV file that contains words separated by tabs 

✑ an XLSX file that contains one word in each cell of the first row 

✑ a DOCX file that has one word on each line 

Reference:  
https://docs.microsoft.com/en-us/microsoft-365/compliance/create-a-keyword-dictionary?view=o365-world wide 

Question: 18   

You have a Microsoft 365 E5 tenant that uses a domain named contoso.com. 
A user named User1 sends link-based, branded emails that are encrypted by using Microsoft Office 365 Advanced Message 
Encryption to the recipients shown in the following table. 

For which recipients can User1 revoke the emails? 

A. Recipient4 only 

B. Recipient1 only 

C. Recipient1, Recipient2, Recipient3, and Recipient4 

D. Recipient3 and Recipient4 only 

E. Recipient1 and Recipient2 only 

Answer: A 

Explanation: 

Correct answer is "A" 

"You cannot revoke a mail that you sent to a recipient that uses a work or school account from Office 365 or Microsoft 
365 or a user that uses a Microsoft account, for example, an outlook.com account." 

Reference: 
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https://docs.microsoft.com/en-us/microsoft-365/compliance/revoke-ome-encrypted-mail?view=o365-
worldwide 

Question: 19   

You need to test Microsoft Office 365 Message Encryption (OME) capabilities for your company. The test must verify the 
following information: 
✑ The acquired default template names 
✑ The encryption and decryption verification status  
Which PowerShell cmdlet should you run? 

A. Test-ClientAccessRule  
B. Test-Mailflow  
C. Test-OAuthConnectivity  
D. Test-IRMConfiguration 

Answer: D 

Explanation: 

Reference:  
https://docs.microsoft.com/en-us/microsoft-365/compliance/set-up-new-message-encryption-capabilities?vi 
ew=o365-worldwide 

Question: 20   

You have a Microsoft 365 tenant that uses trainable classifiers. 
You are creating a custom trainable classifier. 
You collect 300 sample file types from various geographical locations to use as seed content. Some of the file samples are 
encrypted. 
You organize the files into categories as shown in the following table. 

Which file categories can be used as seed content? 

A. Category2, Category3, and Category5 only  
B. Category3 and Category5 only  
C. Category1 and Category3 only  
D. Category3 only  
E. Category1, Category2, Category3, Category4, and Category5 
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Answer: B 

Explanation: 

Classifiers only work with items that are not encrypted and have file name extensions that are supported by 
SharePoint Online. 

Note: SharePoint Online does not support .eml and .mht files. 

Reference: 

https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-learn-about?view=o365-worldwide 
https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with?view=o365-worldwide 
https://docs.microsoft.com/en-us/sharepoint/technical-reference/default-crawled-file-name-extensions-and-
parsed-file-types 

Question: 21   

You have a Microsoft 365 tenant that uses Microsoft Office 365 Message Encryption (OME). 
You need to ensure that any emails containing attachments and sent to [email protected] are encrypted 
automatically by using OME. 
What should you do? 

A. From the Exchange admin center, create a new sharing policy. 

B. From the Microsoft 365 security center, create a Safe Attachments policy. 

C. From the Exchange admin center, create a mail flow rule. 

D. From the Microsoft 365 compliance center, configure an auto-apply retention label policy. 

Answer: C 

Explanation:  
You can create mail flow rules to help protect email messages you send and receive. You can set up rules to encrypt 
any outgoing email messages and remove encryption from encrypted messages coming from inside your organization 
or from replies to encrypted messages sent from your organization. 

Reference:  
https://docs.microsoft.com/en-us/microsoft-365/compliance/define-mail-flow-rules-to-encrypt-email?view=o 365-
worldwide 

Question: 22   

You plan to implement sensitivity labels for Microsoft Teams. 
You need to ensure that you can view and apply sensitivity labels to new Microsoft Teams sites. What 
should you do first? 

A. Run the Set-SPOSite cmdlet. 

B. Create a new sensitivity label scoped to Groups & sites. 

C. Run the Execute-AzureAdLabelSync cmdlet. 

D. Configure the EnableMIPLabels Azure Active Directory (Azure AD) setting. 

Answer: D 

Explanation: 
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https://docs.microsoft.com/en-us/microsoft-365/compliance/sensitivity-labels-teams-groups-sites? 

view=o365-worldwide  

Step 1 says - ollow the instructions from the Azure AD documentation to enable sensitivity label support The link takes 

you to  

https://docs.microsoft.com/en-us/azure/active-directory/enterprise-users/groups-assign-sensitivity-labels Look at 

step 5 - Enable the feature "EnableMIPLabels"] = "True"  

The AzureAdLabelSync cmdlet follows. See troubleshooting #3 and the sentence after #5, You will also need to 

synchronize your sensitivity labels to Azure AD  

Select Groups, and then select New group is #2 in the next section AFTER EnableMIPLabels has been enabled. 

D is the answer. 

Question: 23  HOTSPOT 
- 
You have Microsoft 365 E5 tenant that has a domain name of M365x925027.onmicrosoft.com.  
You have a published sensitivity label. 
The Encryption settings for the sensitivity label are configured as shown in the exhibit. 

For each of the following statements, select Yes if statement is true. Otherwise, select No NOTE: 
Each correct selection is worth one point. 
Hot Area: 
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Answer: 

Explanation:  

Box 1: No  

If you choose to encrypt, you still need to specify who can view/read the documents, that includes your own 

organization. 

Box 2: No - 

Assign permissions now has been selected. 
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Box 3: No - 

Only co-author and co-owner can print. 

Question: 24   

HOTSPOT - 
You plan to create a custom sensitive information type that will use Exact Data Match (EDM). 
You need to identify what to upload to Microsoft 365, and which tool to use for the upload. 
What should you identify? To answer, select the appropriate options in the answer area. NOTE: 
Each correct selection is worth one point. 
Hot Area: 
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Answer: 

Explanation:  

Correct Data hashes and EDM upload agent  

Steps  

1. Setup EDM-based classification  

2. Hash and upload the sensitive data MYEXAM.F
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3. Use EDM-based classification with your Microsoft cloud services 

Hash and upload the sensitive information source table 

1. set up a custom security group and user account 

2. set up the EDM Upload Agent tool 

3. Use the EDM Upload Agent tool to hash, with a salt value, the sensitive information source table, and upload 
it. 

https://docs.microsoft.com/en-us/microsoft-365/compliance/sit-get-started-exact-data-match-hash-upload? 
view=o365-worldwide#hash-and-upload-the-sensitive-information-source-table 

Question: 25   

DRAG DROP - 
You have a Microsoft 365 tenant that uses data loss prevention (DLP). 
You have a custom employee information form named Template1.docx. 
You need to create a classification rule package based on the document fingerprint of Template1.docx. Which three 
actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer 
area and arrange them in the correct order. 
Select and Place: 

Answer: 
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Explanation:  

$Customer_Form = Get-Content "Cmdlet\My Documents\Contoso Customer Information Form.docx" -Encoding byte -

ReadCount 0  

$Customer_Fingerprint = New-DlpFingerprint -FileData $Customer_Form -Description "Contoso Customer Information 

Form"  

New-DlpSensitiveInformationType -Name "Contoso Customer Confidential" -Fingerprints  

$Customer_Fingerprint -Description "Message contains Contoso customer information."  

Reference:  

https://docs.microsoft.com/en-us/microsoft-365/compliance/document-fingerprinting?view=o365-worldwide 

Question: 26  Your 

company has a Microsoft 365 tenant that uses a domain named contoso.com. 
The company uses Microsoft Office 365 Message Encryption (OME) to encrypt email sent to users in 
fabrikam.com. 
A user named User1 erroneously sends an email to [email protected] You 
need to prevent [email protected] from accessing the email. 
What should you do? 

A. Run the Get-MessageTrace cmdlet. 

B. Run the Set-OMEMessageRevocation cmdlet. 

C. Instruct User1 to delete the email from her Sent Items folder from Microsoft Outlook. 

D. Run the New-ComplianceSearchAction cmdlet. 

E. Instruct User1 to select Remove external access from Microsoft Outlook on the web. 

Answer: B  

Explanation:  

B would be correct. 

https://docs.microsoft.com/en-us/microsoft-365/compliance/revoke-ome-encrypted-mail?view=o365-

worldwide#how-to-revoke-an-encrypted-message-as-an-administrator  

Get the Message ID of the email. 

Verify that you can revoke the message. 

Revoke the mail. 

It's not asking what to do first, but prevent user from accessing the email. 

A is the first step, but doesn't prevent user from accessing. 

B revokes the message. 

C is what the user, not what you would do. 

D is about compliance  

E is user, not admin. 
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Question: 27   

You have a Microsoft 365 tenant. 
You discover that email does NOT use Microsoft Office 365 Message Encryption (OME). You 
need to ensure that OME can be applied to email. 
What should you do first? 

A. Enable Microsoft Defender for Office 365. 

B. Activate Azure Information Protection. 

C. Activate Azure Rights Management (Azure RMS). 

D. Create an Azure key vault. 

Answer: C 

Explanation: 

The only prerequisite for using the new OME capabilities is that Azure Rights Management must be activated 
in your organization's tenant. If it is, Microsoft 365 activates the new OME capabilities automatically and you 
don't need to do anything. 

Reference: 

https://docs.microsoft.com/en-us/microsoft-365/compliance/set-up-new-message-encryption-capabilities? 
view=o365-worldwide 

Question: 28   

HOTSPOT - 
You plan to implement a sensitive information type based on a trainable classifier. The sensitive information type will 
identify employment contracts. 
You need to copy the required files to Microsoft SharePoint Online folders to train the classifier. 
What should you use to seed content and test the classifier? To answer, select the appropriate options in the answer 
area. 
NOTE: Each correct selection is worth one point. 
Hot Area: 
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Answer: 

Explanation: 

Reference: 
https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with?view=o365-worldwi 
de 

Question: 29   

HOTSPOT - 
You plan to create a custom trainable classifier based on an organizational from template. 
You need to identify which role-based access control (RBAC) role is required to create the trainable classifier and where to 
store the seed content for the trainable classifier. The solution must use the principle of least privilege. What should you 
identify? To answer, select the appropriate options in the answer area. 
NOTE: Each correct selection is worth one point. 
Hot Area: 
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Answer: 

Explanation: 

Reference:  
https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-get-started-with?view=o365-worldwi 
de#prepare-for-a-custom-trainable-classifier 

Question: 30   MYEXAM.F
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You have a Microsoft 365 tenant. 
You create the following: 
✑ A sensitivity label 
✑ An auto-labeling policy  
You need to ensure that the sensitivity label is applied to all the data discovered by the auto-labeling policy. What 
should you do first? 

A. Enable insider risk management. 

B. Create a trainable classifier. 

C. Run the Enable-TransportRule cmdlet. 

D. Run the policy in simulation mode. 

Answer: D 

Explanation: 

You can't automatically label documents and emails until your policy has run at least one simulation. 

Reference: 

https://docs.microsoft.com/en-us/microsoft-365/compliance/apply-sensitivity-label-automatically? 
view=o365-worldwide 

Question: 31   

HOTSPOT - 
You have the retention label policy shown in the Policy exhibit. (Click the Policy tab.) 
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Users apply the retention label policy to files and set the asset ID as shown in the following table. 
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On December 1, 2020, you create the event shown in the Event exhibit. (Click the Event tab.) 

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 
Each correct selection is worth one point. 
Hot Area: 

Answer: MYEXAM.F
R



 

 

Question: 32   

You have a sensitive information type based on a trainable classifier. You 
are unsatisfied with the result of the result of trainable classifier. You need 
to retrain the classifier. 
What should you use in the Microsoft 365 compliance center? 

A. Labels from Information protection  
B. Labels from Information governance  
C. Content explorer from Data classification  
D. Content search 

Answer: C 

Explanation: 

How to retrain a classifier in content explorer 

Sign in to Microsoft 365 compliance center with compliance admin or security admin role access and open 
Microsoft 365 compliance center > Data classification > Content explorer. 

Under the Filter on labels, info types, or categories list, expand Trainable classifiers. 

Reference: 

https://docs.microsoft.com/en-us/microsoft-365/compliance/classifier-how-to-retrain-content-explorer? 
view=o365-worldwide 

Question: 33   

You receive an email that contains a list of words that will be used for a sensitive information type. You 
need to create a file that can be used as the source of a keyword dictionary.  
In which format should you save the list? 

A. a JSON file that has an element for each word  
B. an ACCDB database file that contains a table named Dictionary C. an 

XLSX file that contains one word in each cell of the first row D. a text file 

that has one word on each line 
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Answer: D 

Explanation:  
Keyword dictionaries can be created either from a text file or from csv file. 

Note:  
There are several versions of this question in the exam. The question has two possible correct answers: 1. a CSV 
file that contains words separated by commas  
2. a text file that has one word on each line  
Other incorrect answer options you may see on the exam include the following: 
✑ a TSV file that contains words separated by tabs 

✑ a DOCX file that has one word on each line 

✑ an XML file that contains a keyword tag for each word 

Reference:  
https://docs.microsoft.com/en-us/microsoft-365/compliance/create-a-keyword-dictionary?view=o365-world wide 

Question: 34   

HOTSPOT - 
You have a Microsoft 365 E5 tenant that contains three groups named Group1, Group2, and Group3. You 
have the users shown in the following table. 

You have the sensitivity labels shown in the following exhibit. 
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You have the label policies shown in the following table. 

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 
Each correct selection is worth one point. 
Hot Area: MYEXAM.F

R



 

Answer: 

Explanation:  

No  

The parent label Confidential is simply a text label with no protection settings, and because it has sublabels, it can't be 

applied to content. Instead, users must choose Confidential to view the sublabels, and then they can choose a sublabel to 

apply to content. So first will be NO. 

NO  

(User2 is not member of Group2. He can't use General)  

YES  

As member of Group 2, User 3 has access to labels with higher priorities (Top Secret - Low, Medium, Hight) than the 

labels that User 1 has, thus can replace any label set by User1 

Question: 35  HOTSPOT 
- 
You have a Microsoft 365 E5 tenant that contains a sensitivity label named label1.  
You plan to enable co-authoring for encrypted files. 
You need to ensure that files that have label1 applied support co-authoring. 
Which two settings should you modify? To answer, select the settings in the answer area. NOTE: 
Each correct selection is worth one point. 
Hot Area: 
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Answer: 
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Explanation:  
Co-authoring and AutoSave aren't supported and don't work for labeled and encrypted Office documents that use any of 
the following configurations for encryption: 
✑ Let users assign permissions when they apply the label and the checkbox In Word, PowerPoint, and Excel, prompt 

users to specify permissions is selected. 

This configuration is sometimes referred to as "user-defined permissions". 

✑ User access to content expires is set to a value other than Never. 
Double Key Encryption is selected. 

Reference:  
https://docs.microsoft.com/en-us/microsoft-365/compliance/sensitivity-labels-coauthoring?view=o365-world wide 
https://techcommunity.microsoft.com/t5/security-compliance-and-identity/co-authoring-files-with-sensi tivity-
labels/ba-p/3029768 

Question: 36   

HOTSPOT 
- 

You have a Microsoft 365 E5 subscription. 

You have a Microsoft Office 365 Advanced Message Encryption branding template named OME1. 

You need to create a Microsoft Exchange Online mail flow rule to apply OME1 to email. 

How should you configure the rule? To answer, select the appropriate options in the answer area. 

NOTE: Each correct selection is worth one point. 

Answer: 
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Explanation: 

Question: 37  

You have a Microsoft 365 tenant that uses the following sensitivity labels:• 

Confidential:  

o Internal  

o External  

The labels are published by using a label policy named Policy1. 

Users report that Microsoft Office for the web apps do not display the Sensitivity button. The Sensitivity button appears 
in Microsoft 365 Apps that are installed locally. 

You need to ensure that the users can apply sensitivity labels to content when they use Office for the web apps. What 

should you do? 

A. Modify the scope of the Confidential label. 

B. Modify the publishing settings of Policy1. 

C. Enable sensitivity label support for Office files in Microsoft SharePoint Online and OneDrive. D. Run 
the Execute-AzureAdLabelSync cmdlet. 

Answer: C  

Explanation:  

https://learn.microsoft.com/en-us/microsoft-365/compliance/sensitivity-labels-sharepoint-onedrive-files? 

view=o365-worldwide  

states:  

Enable built-in labeling for supported Office files in SharePoint and OneDrive so that users can apply your 

sensitivity labels in Office for the web. 

Answer C is correct. 
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Question: 38   

DRAG DROP 
- 

You need to create a trainable classifier that can be used as a condition in an auto-apply retention label policy. 

Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions 
to the answer area and arrange them in the correct order. 

Answer: 

Explanation: 

https://learn.microsoft.com/en-us/microsoft-365/compliance/classifier-learn-about?view=o365- 
worldwide#process-flow-for-creating-custom-classifiers 

Contains flow chart with 3 major steps: Create Classifier, Test Classifier and Publish Classifier. 
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Question: 39  You have 

a Microsoft 365 E5 tenant. 

You need to add a new keyword dictionary.  

What should you create? 

A. a trainable classifier  
B. a sensitivity label  
C. a sensitive info type  
D. a retention policy 

Answer: C  

Explanation:  

https://learn.microsoft.com/en-us/microsoft-365/compliance/create-a-keyword-dictionary?view=o365-

worldwide  

Connect to the Microsoft Purview compliance portal. 

Navigate to Classifications > Sensitive info types. 

Select Create and enter a Name and Description for your sensitive info type, then select Next 

Question: 40  HOTSPOT 
- 
You have a Microsoft 365 E5 subscription that contains two users named User1 and User2 and a group named Group1. 

User1 is a member of Group1. 

The subscription contains the sensitivity labels shown in the following table. 
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You have a sensitivity label policy named Policy1 that is published to User1 and User2. The policy includes the 
following labels: 

• General 
• Confidential  
• Confidential/Low 
• Confidential/High 
• Confidential/Medium 

For Policy1, the default label for documents is Confidential/Low. 

You have a sensitivity label policy named Policy2 that is published to Group1. The policy includes the following labels: 

• Secret 
• General 
• Secret/Low 
• Secret/High 
• Secret/Medium 

For Policy2, the default label for documents is Secret/Low. 

You have a sensitivity label policy named Policy3 that is published to User1 and User2. The policy includes the 
following labels: 

• Secret 
• General 
• Secret/Low 
• Secret/High 
• Secret/Medium 

For Policy3, the default label for documents is Secret/Medium. 

The order of the policies is shown in the following table. 
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For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 

Each correct selection is worth one point. 

Answer: 

Explanation:  

Yes, since User2 are a member of Policy1 and the General label are not a parent label  

No, if you have several labels as default label through different policys which we have here the policy with the higher 

priority is the one that will get used as default document label, in this is it is Confiddential/Low No, since you cannot use 

parent labels they are there to give users a logical GUI/interface. 
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Question: 41   

You plan to implement Microsoft Office 365 Advanced Message Encryption. 

You need to ensure that encrypted email sent to external recipients expires after seven days. 

What should you create first? 

A. a custom branding template  
B. a remote domain in Microsoft Exchange  
C. a mail flow rule  
D. an X.509 version 3 certificate  
E. a connector in Microsoft Exchange 

Answer: A 

Explanation: 

Reference: 

https://learn.microsoft.com/en-us/microsoft-365/compliance/ome-advanced-expiration?view=o365-
worldwide#create-a-custom-branding-template-to-force-mail-expiration-by-using-powershell 

Question: 42   

HOTSPOT 
- 

You have a Microsoft 365 subscription that contains the users shown in the following table. 

You create the data loss prevention (DLP) policies shown in the following table. 
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For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 

Each correct selection is worth one point. 

Answer: 
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Explanation:  

NYN  

First is not encrypted because of the exclusion. 

Second is encrypted because this time the recipient is not excluded. 

Third is not encrypted because policy 2 is the only policy for user 2 and policy 2 does not do the encryption 

Question: 43  HOTSPOT 

- 

You have a Microsoft 365 E5 tenant that contains a trainable classifier named Classifier1. 

You need to increase the accuracy of Classifier1. The solution must use the principle of least privilege. Which feature 

should you use and to which role group should you be added? To answer, select the appropriate options in the answer 

area. 

NOTE: Each correct selection is worth one point. 
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Answer: 

Explanation: 

To make trainable classifier better you can use Content explorer, found under data classification.To retrain 
trainable classifiers you need to be Compliance Data Administrator or Compliance Administrator 

Question: 44   

You need to be alerted when users share sensitive documents from Microsoft OneDrive to any users outside your 
company. MYEXAM.F
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What should you do? 

A.From the Microsoft Purview compliance portal, start a data investigation. 

B.From the Microsoft Defender for Cloud Apps portal, create a file policy. 

C.From the Azure Active Directory admin center, configure an Identity Protection policy. 
D.From the Exchange admin center, create a data loss prevention (DLP) policy. 

Answer: B  

Explanation:  

This question is asking for a function that will detect when users SHARE sensitive information outside your company, 

which means with need to create a DLP policy.The only logical answer here for creating a DLP policy is Cloud Apps - File 

Policy since we have a DLP category available here 

Question: 45  HOTSPOT 

- 

You have a Microsoft 365 E5 tenant. 

You need to create a custom trainable classifier that will detect product order forms. The solution must use the principle 
of least privilege. 

What should you do first? To answer, select the appropriate options in the answer area. 

NOTE: Each correct selection is worth one point. 

Answer: 
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Explanation:  

Start the Opt-in process and the role required to perform this action is Global Admin 

Question: 46  HOTSPOT 

- 

The subscription contains the users shown in the following table. 

You create the mail flow rules shown in the following table. 

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 

Each correct selection is worth one point. 
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Answer: 

Explanation:  

Answer 1-N user 2 IS NOT (rule 2 specifies USER IS)  

Answer2- Y since user 1 is MEMBER of (rule 1 applies to the RECIPIENT)  

Answer3- Y since user one is MEMBER and the email was sent to the recipient group 

Question: 47  You have 

a Microsoft 365 E5 subscription that uses Microsoft Defender for Cloud Apps. 

You need to ensure that you receive an alert when a user uploads a document to a third-party cloud storage service. 

What should you use? 

A.an insider risk policy  
B.a file policy  
C.a sensitivity label  
D.an activity policy 

Answer: B  

Explanation:  

Correct answer is B:a file policy. 
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Question: 48  HOTSPOT 

- 

You have a Microsoft 365 subscription. 

In Microsoft Exchange Online, you configure the mail flow rule shown in the following exhibit. 

Use the drop-down menus to select the answer choice that completes each statement based on the information presented 
in the graphic. 

NOTE: Each correct selection is worth one point. 
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Answer: 

Question: 49  

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a 
unique solution that might meet the stated goals. Some question sets might have more than one correct solution, while others 
might not have a correct solution. 

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear 
in the review screen. 

You have a Microsoft 365 E5 subscription. 

You need to identify resumes that are stored in the subscription by using a built-in trainable classifier. 

Solution: You create an auto-labeling policy for a retention label. 

Does this meet the goal? 

A.Yes  
B.No 

Answer: B  

Explanation:  

Correct answer is B:NO. 

https://learn.microsoft.com/en-us/purview/apply-sensitivity-label-automatically 

Question: 50  Note: This 
question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution 
that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have 
a correct solution. 

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not 
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appear in the review screen. 

You have a Microsoft 365 E5 subscription. 

You need to identify resumes that are stored in the subscription by using a built-in trainable classifier. 

Solution: You create an auto-labeling policy for a sensitivity label. 

Does this meet the goal? 

A.Yes  
B.No 

Answer: A  

Explanation:  

Correct answer is A:yes. 

Question: 51  Note: This 
question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution 
that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have 
a correct solution. 

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear 
in the review screen. 

You have a Microsoft 365 E5 subscription. 

You need to identify resumes that are stored in the subscription by using a built-in trainable classifier. 

Solution: You create a data loss prevention (DLP) policy. 

Does this meet the goal? 

A.Yes  
B.No 

Answer: B  

Explanation:  

You can't use trainable classifiers in a (custom) DLP policy. 

Question: 52  You have 

a Microsoft 365 E5 subscription. 

You need to ensure that encrypted email messages sent to an external recipient can be revoked or will expire within 
seven days. 

What should you configure first? 

A.a custom branding template  
B.a mail flow rule 

MYEXAM.F
R



 
C.a Conditional Access policy  
D.a sensitivity label 

Answer: A  

Explanation:  

Answer is a custom branding template. "With Microsoft Purview Advanced Message Encryption, anytime you apply 

custom branding, the Office 365 applies the wrapper to email that fits the mail flow rule to which you apply the 

template. In addition, you can only use expiration if you use custom branding. 

Reference:  

"https://learn.microsoft.com/en-us/purview/ome-advanced-expiration 

Question: 53  HOTSPOT 
- 
Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the groups 

shown in the following table. 

The domain is synced to an Azure AD tenant that contains the groups shown in the following table. 

You create a sensitivity label named Label1. 

You need to publish Label1. 

To which groups can you publish Label1? To answer, select the appropriate options in the answer area. NOTE: 

Each correct selection is worth one point. 
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Answer: 

Explanation:  

Group 1 and Group 4 only.  

Group 13 and Group 14 only. 

Question: 54  HOTSPOT 

- 

You have a Microsoft 365 tenant. 

You need to create a new sensitive info type for items that contain the following: 
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•An employee ID number that consists of the hire date of the employee followed by a three digit number•The 
words “Employee”, “ID”, or “Identification” within 300 characters of the employee ID number 

What should you use for the primary and secondary elements? To answer, select the appropriate options in the answer 
area. 

NOTE: Each correct selection is worth one point. 

Answer: 

Explanation: 

A regular expression. 

A keyword list. 
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Question: 55  You have 

a Microsoft 365 tenant that has data loss prevention (DLP) policies.  

You need to review DLP policy matches for the tenant. 

What should you use? 

A.Content explorer  
B.Activity explorer  
C.Compliance Manager  
D.records management events 

Answer: A  

Explanation:  

The Content Explorer in the Microsoft 365 compliance center allows you to view and manage sensitive information 

that matches your Data Loss Prevention (DLP) policies. It provides insights into where sensitive information resides 

in your organization and helps you manage risks associated with this data. Please note that appropriate permissions 

are required to access the Content Explorer. 

Question: 56  You have 

a Microsoft 365 E5 subscription that contains two users named User1 and User2.  

On January 1, you create the sensitivity label shown in the following table. 

On January 2, you publish Label1 to User1. 

On January 3, User1 creates a Microsoft Word document named Doc and applies Label to the document. On 

January 4, User2 edits Doc1. 

On January 15, you increase the content expiry period for Label1 to 28 days. 

When will access to Doc1 expire for User2? 

A.January 23  
B.January 24  
C.January 25  
D.January 31 

Answer: D  

Explanation:  

Correct answer is D:January 31. 
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Question: 57  Note: This 
question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution 
that might meet the stated goals. Some question sets might have more than one correct solution, while others might not have 
a correct solution. 

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in 
the review screen. 

You have a Microsoft 365 E5 subscription. 

You need to identify resumes that are stored in the subscription by using a built-in trainable classifier. 

Solution: You create a retention policy. 

Does this meet the goal? 

A.Yes  
B.No 

Answer: B  

Explanation:  

Solution to create retention policy isn't used to identify such files stored in organization. That kind of policies are used 

for retain (keep item) based on settings defined in it. 

Question: 58  HOTSPOT 

- 

You have a Microsoft 365 E5 subscription that contains the users shown in the following table. 

You need to delegate the following tasks: 

•Configure role group assignments for communication compliance. 

•Update and view the status of communication compliance alerts. 

Which users can perform each task? To answer, select the appropriate options in the answer area. NOTE: 

Each correct selection is worth one point. 
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Answer: 

Explanation: MYEXAM.F
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User 2 only. 

User 3 only. 

Question: 59   

You have a Microsoft 365 E5 tenant that contains a user named User1. User1 is assigned the Compliance 
Administrator role. 

User1 cannot view the regular expression in the IP Address sensitive info type. 

You need to ensure that User1 can view the regular expression. 

What should you do? 

A.Assign User1 the Global Reader role. 

B.Assign User1 to the Reviewer role group. 

C.Instruct User to use the Test function on the sensitive info type. 

D.Create a copy of the IP Address sensitive info type and instruct User1 to edit the copy. 

Answer: D 

Explanation: 

Create a copy of the IP Address sensitive info type and instruct User1 to edit the copy. 

Question: 60   

You have a Microsoft 365 E5 subscription. 

You need to ensure that any message or document containing a credit card number is deleted automatically 12 months 
after it was created. The solution must minimize administrative effort. 

Which two components should you create? Each correct answer presents part of the solution. 

NOTE: Each correct selection is worth one point. 

A.a sensitivity label  
B.an auto-labeling policy for a sensitivity label  
C.a retention label  
D.an auto-labeling policy for a retention label  
E.a sensitive information type (SIT) 

Answer: CD 

Explanation: 

C.a retention label. 

D.an auto-labeling policy for a retention label. 
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Question: 61  You have 

a Microsoft 365 subscription. 

You create a new trainable classifier. 

You need to train the classifier. 

Which source can you use to train the classifier? 

A.a Microsoft SharePoint Online site  
B.an on-premises Microsoft SharePoint Server site  
C.an NFS file share  
D.an Azure Files share 

Answer: A  

Explanation:  

a Microsoft SharePoint Online site. 

Question: 62  HOTSPOT 

- 

You have a Microsoft 365 E5 subscription that contains the users shown in the following table. 

The subscription contains the information barrier segments shown in the following table. 

The subscription contains the Microsoft SharePoint Online sites shown in the following table. 

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 

Each correct selection is worth one point. 
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Answer: 

Explanation:  

Y: User1 is a member of the site also in Finance department (Segment1)  

N: User2 is a member of the site but not in Marketing department (Segment2)  

N: User3 is not a member of the site and it is in Marketing department (Segment2). If a user is not a member of a 

SharePoint site, they will not be able to access the site, even if they match the information barrier segment associated 

with the site12. 

Question: 63  
 MYEXAM.F
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HOTSPOT 
- 

You have two Microsoft 365 subscriptions named Contoso and Fabrikam. The subscriptions contain the users shown in 
the following table. 

You have a sensitivity label named Sensitiviy1 as shown in the exhibit. (Click the Exhibit tab.) 

You have the files shown in the following table. 
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For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 

Each correct selection is worth one point. 

Answer: 

Explanation:  

No  

yes  

yes 
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Question: 64  DRAG 

DROP 

- 

You have a Microsoft 365 E5 subscription. 

You need to label Microsoft Exchange Online emails that match the following conditions:•Contain 

employment offers 

•Contain offensive language 

•Contain medical terms and conditions  

The solution must minimize administrative effort. 

Which type of data classification should you use for each condition? To answer, drag the appropriate data classification 
types to the correct conditions. Each data classification type may be used once, more than once, or not at all. You may need 
to drag the split bar between panes or scroll to view content. 

NOTE: Each correct selection is worth one point. 

Answer: 

Explanation:  

Sensitive info type.  

Trainable classifier.  

Sensitive info type. 

Question: 65  HOTSPOT 

- 

You have a Microsoft 365 E5 subscription that contains two users named User1 and User2. 

You create a sensitivity label that has the following settings: 
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•Name: Sensitivity1 
•Define the scope for this label: Items 
•Choose protection settings for files and emails: Mark the content of files 
•Add custom headers, footers, and watermarks to files and emails that have this label applied 

You make Sensitivity available to User1. 

User1 performs the following actions: 

•Creates a new email 
•Adds a file named File1.docx as an attachment to the email 
•Applies Sensitivity1 to the email 
•Sends the email to User2 

How will the email and the attachment be marked? To answer, select the appropriate options in the answer area. 

NOTE: Each correct selection is worth one point. 

Answer: 
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Explanation:  

Marked with a header, a footer, and a header.  

Not marked. 

Question: 66  You have 

a Microsoft 365 subscription that contains 100 users and a Microsoft 365 group named Group1. All users have Windows 10 

devices and use Microsoft SharePoint Online and Exchange Online. 

A sensitivity label named Label1 is published as the default label for Group1. 

You add two sublabels named Sublabel1 and Sublabel2 to Label1. 

You need to ensure that the settings in Sublabel1 are applied by default to Group1. 

What should you do? 

A.Change the order of Sublabel1. 

B.Modify the policy of Label1. 

C.Delete the policy of Label1 and publish Sublabel1.  
D.Duplicate all the settings from Sublabel1 to Label1. 

Answer: B  

Explanation:  

Modify the policy of Label1. 

Question: 67   
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You have a Microsoft 365 E5 subscription that has the trainable classifiers shown in the following table. 

Which trainable classifiers can you retrain? 

A.Classifier1 only  
B.Agreements and Classifier1 only  
C.Classifier1 and Classifier2 only  
D.Agreements, Finance, Classifier1, and Classifier2 

Answer: C  

Explanation:  

Classifier1 and Classifier2 only. 

Question: 68  HOTSPOT 

- 

You have a Microsoft 365 E5 subscription that uses Microsoft Exchange Online and Teams. 

You need to ensure that when a user sends a message containing a cloud attachment, a retention label is applied to the 
cloud attachment by using auto-labeling policy. 

How should you configure the retention label to start the retention period, and to which locations should you apply the auto-
labeling policy? To answer, select the appropriate options in the answer area. 

NOTE: Each correct selection is worth one point. 

Answer: 
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Explanation:  

Labeled. 

Microsoft 365 Group Mailboxes & sites only. 

Question: 69  HOTSPOT 

- 

You have a Microsoft 365 E5 subscription. 

You plan to create a new sensitive information type (SIT) by using the Microsoft Purview compliance portal. You need 

to copy and modify an existing SIT from which to create the new SIT. 

What are two SITs that you can copy and modify? To answer, select the appropriate SITs in the answer area. NOTE: 

Each selection is worth one point. 
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Answer: 
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Question: 70   

You have a Microsoft 365 alert named Alert2 as shown in the following exhibit. 

You need to manage the status of Alert2. 

To which status can you change Alert2? 

A.The status cannot be changed. 

B.Dismissed only  
C.Investigating only  
D.Active or Investigating only  
E.Investigating, Active, or Dismissed. 

Answer: A 

Explanation: 
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The status cannot be changed. 

Question: 71   

You have a Microsoft SharePoint Online site named Site1 that contains a document library. The library contains more 
than 1,000 documents. Some of the documents are job applicant resumes. All the documents are in the English language. 

You plan to apply a sensitivity label automatically to any document identified as a resume. Only documents that contain 
work experience, education, and accomplishments must be labeled automatically. 

You need to identify and categorize the resumes. The solution must minimize administrative effort. 

What should you include in the solution? 

A.a trainable classifier 

B.an exact data match (EDM) classifier 

C.a function 

D.a keyword dictionary 

Answer: A 

Explanation: 

Correct answer is A:a trainable classifier. 

Question: 72   

HOTSPOT 
- 

You have a Microsoft 365 sensitivity label that is published to all the users in your Microsoft Entra tenant as shown in the 
following exhibit. 
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For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 

Each correct selection is worth one point. 

Answer: 

MYEXAM.F
R



 

Explanation:  

No  

No  

No 

Question: 73  You have 
a Microsoft 365 subscription that contains a Microsoft 365 group named Group1. Group1 contains 100 users and has 
dynamic user membership. 

All users have Windows 10 devices and use Microsoft SharePoint Online and Exchange Online. 

You create a sensitivity label named Label1 and publish Label1 as the default label for Group1. 

You need to ensure that the users in Group must apply Label1 to their email and documents. 

Which two actions should you perform? Each correct answer presents part of the solution NOTE: 

Each correct selection is worth one point. 

A.From the Microsoft Purview compliance portal, create an auto-labeling policy. 

B.Install the Active Directory Rights Management Services (AD RMS) client on the Windows 10 devices, C.From 
the Microsoft Purview compliance portal, modify the settings of the Label1 policy. 

D.Install the Azure Information Protection unified labeling client on the Windows 10 devices. 

E.From the Microsoft Entra admin center, set Membership type for Group1 to Assigned. 

Answer: CD  

Explanation:  

C.From the Microsoft Purview compliance portal, modify the settings of the Label1 policy. D.Install 

the Azure Information Protection unified labeling client on the Windows 10 devices. 

Question: 74   
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SIMULATION 

- 

Use the following login credentials as needed:  

To enter your username, place your cursor in the Sign in box and click on the username below. 

To enter your password, place your cursor in the Enter password box and click on the password below. 

Microsoft 365 Username: [email protected]  
Microsoft 365 Password: **********  
If the Microsoft 365 portal does not load successfully in the browser, press CTRL-K to reload the portal in a new browser 

tab. 

The following information is for technical support purposes only:  

Lab Instance: 12345678 

- 

You need to provide users with the ability to manually classify files that contain product information that are stored 

in SharePoint Online sites. The solution must meet the following requirements: 

•The users must be able to apply a classification of Product1 to the files. 

•Any authenticated user must be able to open files classified as Product1. 
•Files classified as Product1 must be encrypted. 

To complete this task, sign in to the appropriate admin center. 

Answer: 
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Question: 75 

 SIMULATI

ON 

- 

Use the following login credentials as needed:  

To enter your username, place your cursor in the Sign in box and click on the username below. 

To enter your password, place your cursor in the Enter password box and click on the password below. 

Microsoft 365 Username: [email protected]  
Microsoft 365 Password: **********  
If the Microsoft 365 portal does not load successfully in the browser, press CTRL-K to reload the portal in a new browser 

tab. 

The following information is for technical support purposes only: Lab 

Instance: 12345678 

- 

You discover that all users can apply the Confidential - Finance label. 

You need to ensure that the Confidential - Finance label is available only to the members of the Finance Team group. 

To complete this task, sign in to the appropriate admin center. 

Answer: 
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Question: 76 

 SIMULATI

ON 

- 

Use the following login credentials as needed:  

To enter your username, place your cursor in the Sign in box and click on the username below. 

To enter your password, place your cursor in the Enter password box and click on the password below. 

Microsoft 365 Username: [email protected]  
Microsoft 365 Password: **********  
If the Microsoft 365 portal does not load successfully in the browser, press CTRL-K to reload the portal in a new browser 

tab. 

The following information is for technical support purposes only: MYEXAM.F
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Lab Instance: 12345678 
- 
You plan to automatically apply a watermark to the documents of a project named Falcon. 

You need to create a label that will add a watermark of “Project Falcon” in red, size-12 font diagonally across the 
documents. 

To complete this task, sign in to the appropriate admin center. 

Answer: 
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Question: 77   

HOTSPOT 
- 

You have a Microsoft 365 E5 subscription that contains the groups shown in the following table. 

The subscription contains the users shown in the following table. 

You create the mail flow rules shown in the following table. 
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For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 

Each correct selection is worth one point. 

Answer: 

Explanation:  

No  

Yes  

No 

Question: 78  HOTSPOT 
- 
You have a Microsoft 365 E5 subscription that contains the data loss prevention (DLP) policies shown in the following table. 
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You have a custom employee information form named Templatel.docx. 

You plan to create a sensitive info type named Sensitive1 that will use the document fingerprint from 
Template1.docx. 

What should you use to create Sensitive1, and in which DLP policies can you use Sensitive1? To answer, select the 
appropriate options in the answer area. 

NOTE: Each correct selection is worth one point. 

Answer: 
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Question: 79  HOTSPOT 

- 

You have a Microsoft 365 subscription that contains a sensitivity label named Contoso Confidential.  

You publish Contoso Confidential to all users. 

Contoso Confidential is configured as shown in the Configuration exhibit. (Click the Configuration tab.) 
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The Encryption settings of Contoso Confidential are configured as shown in the Encryption exhibit. (Click the 
Encryption tab.) 
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For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: 

Each correct selection is worth one point. 

Answer: 

Explanation:  

No  

Yes  

No MYEXAM.F
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Question: 80  HOTSPOT 

- 

You have a Microsoft 365 E5 subscription that contains the groups shown in the following table. 

The subscription contains the resources shown in the following table. 

You create a sensitivity label named Label 1. 

You need to publish Label1 and have the label apply automatically. 

To what can you publish Label1, and to what can Label1 be auto-applied? To answer, select the appropriate options in the 
answer area. 

NOTE: Each correct selection is worth one point. 
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Answer: 
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Explanation:  

Group 1,Group 2,Site 1,and Team1 .  

Site 1 only. 
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